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1. Discussion

This paper shows the achievements and open issues for the normative work on eMONASTERY2.
Achievements and open issues are listed in section 2.
A list of agreed eMONASTERY2 CRs is provided in section 3.

The list of all MONASTERY stage 1 requirements is in section 4.

Completion status after SA6#36-BIS-e is 70% (before it was 60%).
Planned date for completion is September 2020.
Remaining meetings (incl. this):

- Meeting #37e (14th of May)

- Meeting #38e (20th of July)

- Meeting #39 Wroclaw (31st of August)

2. Achievements on eMONASTERY2
The following issues/features are to be addressed by eMONASTERY2:
	#
	Description
	Company
	SA6 meeting
	Status
	Status (Spec / CR number)

	1
	Use of functional alias as target address used for establishing MCData, especially

- SDS exchange using functional alias to address the target user
- FD exchange using functional alias to address the target user
	UIC
	MCData SDS #32
	done
	S6-191557 (CR 0163r2, Cat B, Rel-17, 23.282)

	
	
	UIC
	MCData FD#33
	done
	S6-191991 (CR 0181r3, Cat B, Rel-17, 23.282)

	
	MCData streaming using functional alias
	UIC
	
	out
	Low priority. Missing procedures in TS 23.282, to be solved within eMCData3.

	
	MCVideo communications using functional alias to address target user
	Nokia
	#37e
	open
	Low priority, security issues identified which impact other services as well

	
	MCPTT communications using functional alias to address target user – security aspects. Impacts also on call forwarding und call transfer procedures.
	Nokia
	First-to-answer

#36-BIS-e
	done
	S6-200553 (CR 0251r3, Cat F, Rel-16, 23.379)

S6-200554 (CR 0252r3, Cat A, Rel-17, 23.379) 

	
	
	Nokia
	private

#37e
	open
	Media security for private MCPTT calls

	
	MCData communications using functional alias to address target user – security aspects
	
	
	open
	Security issues identified.

	
	Use of functional alias as target address used for establishing an MCPTT emergency private call
	Nokia
	#33
	done
	S6-191846 (CR 0225r3, Cat B, Rel-17, 23.379)

	
	Functional alias to be used by a called MC service user for private communications
	Nokia
	
	done
	The terminating client knows which FA was activated previously and can represent itself in the response back, i.e. rely on the existing procedure.

	2
	Clarify the need and eventually specify the relationship between groups and functional aliases
	Nokia
	#32
	done
	S6-191606 (CR0207r3, Cat B, Rel-17, 23.280)

	
	
	Nokia
	#34
	done
	Resolve editor's note: How the functional alias to group binding impacts existing group call requests is FFS.
S6-192085 (CR 0224, Cat C, Rel-17, 23.280)

S6-192206 (CR 0238r1, Cat B, Rel-17, 23.379)

	3
	Solution 4 on support of functional aliases in private calls and private emergency calls (subclause 7.4) has not been fully specified. The missing functionalities are:

- The MCPTT server checks whether the calling MCPTT client is allowed to use the functional alias of the called MCPTT client to setup a private call

- The MCPTT server checks whether the called MCPTT client is allowed to receive a private call from the calling MCPTT client using a functional alias

- Related configuration data to enforce the behaviour above
	Nokia
	#32
	done
	S6-191556 (CR0226r2, Cat B, Rel-17, 23.379)

	4
	IP connectivity: P2P using FA to address the target MC service user, Group communication, P2P remote establishment, withdrawal a connection by an authorized user, control of QoS based on per packet priority, impact on interworking services
	UIC
	P2P functional alias #32


	done
	S6-191508 (CR0162r2, Cat B, Rel-17, 23.282)

	
	
	UIC
	P2P remote #32


	done
	S6-191615 (CR0164r4, Cat B, Rel-17, 23.282)

	
	
	UIC
	Tear down #32


	done
	S6-191616 (CR0165r4, Cat B, Rel-17, 23.282)

	
	
	UIC
	IWF simple (P2P)


	out
	To be handled by a new study on interconnection, migration and interworking for railway communication.

	
	
	UIC
	IWF enhanced (group)
	out
	To be handled by a new study on interconnection, migration and interworking for railway communication.

	
	
	UIC
	QoS #33
	done
	S6-191850 (CR 0189r3, Cat B, Rel-17, 23.282)

	
	
	UIC
	MCData group #33
	done
	S6-191849 (CR 0182r2, Cat B, Rel-17, 23.282)

	5
	GSM-R interworking: MCPTT for P2P, Group, Floor control, MCData SDS, MCData IP connectivity
	UIC
	MCPTT private call #32
	done
	S6-191457 (CR0036r2, Cat B, Rel-17, 23.283)

	
	
	Kontron Transportation
	MCPTT first-to-answer call #32
	done
	S6-191561 (CR0048r2, Cat B, Rel-17, 23.283)

	
	
	Kontron Transportation
	MCPTT group #34
	done
	S6-192208 (CR 0049r3, Cat B, Rel-17, 23.283)

	
	
	UIC
	Floor control #32
	done
	S6-191458 (CR0037r2, Cat B, Rel-17, 23.283)

	
	
	Kontron Transportation
	P2P MCData SDS #32
	done
	S6-191460 (CR 0050r1, Cat B, Rel-17, 23.283)

	
	
	Kontron Transportation
	Group MCData SDS
	out
	Not needed as group SMS is not used within GSM-R.

	9
	Extend solution 33 on communication priority for functional aliases (subclause 7.33) to be applicable for MCData and MCVideo too
	Nokia
	#32
	done
	S6-191444 (CR0134r1, Cat B, Rel-17, 23.281)

S6-191445 (CR0166r1, Cat B, Rel-17, 23.282)

	10
	Requirements TS 22.179 [R-5.6.3-015] and [R-6.7.4-016] are only partially fulfilled.
	Kontron Transportation
	#32
	done
	S6-191446 (CR 0228r1, Cat F, Rel-16, 23.379)

(not reachable/not registered)

	
	Call deflection from requirements TS 22.179 [R-5.6.3-015] and [R-6.7.4-016]
	Kontron Transportation
	#35
	done
	S6-200333 (CR 0247r5, Cat B, Rel-17, 23.379)

	11
	Solution 29 on call forwarding and call transfer for private calls is incomplete. Call Transfer as defined in Requirements TS 22.179 [R-5.6.3-014] and [R-6.7.4-015] is missing.
	Kontron Transportation
	#33
	done
	S6-191990 (CR 0229r7, Cat B, Rel-17, 23.379)

S6-200332 (CR 0246r5, Cat B, Rel-17, 23.379)

	11b
	Media security aspects for private call forwarding
	Kontron
	#36-BIS-e
	open
	S6-200573 (CR 0253r1, Cat F, Rel-16, 23.379)

S6-200574 (CR 0254r1, Cat A, Rel-17, 23.379)
To be completed

	12
	Solution 11 on MC service server prevents de-affiliation when using a specific functional alias(es) (subclause 7.11)
	Nokia
	#32
	done
	S6-191450 (CR 0209r1, Cat B, Rel-17, 23.280)

	13
	Solution 12 on list of functional aliases used by affiliated group members (subclause 7.12)
	Nokia
	#32
	done
	S6-191555 (CR 0208r2, Cat B, Rel-17, 23.280)

	14
	Requirements [R-6.8.7.2-007], [R-6.8.7.2-008], [R-6.8.7.2-009], [R-6.8.7.2-010] are only partly fulfilled by CRs S6-190710, S6-190711 and S6-190712. The network behaviour (e.g. authorisation, downgrading) and required configuration data needs to be completed.
	UIC
	#34
	done
	S6-192345 (CR 0221r4, Cat F, Rel-17, 23.280)

S6-192225 (CR 0190r2, Cat F, Rel-17, 23.282)

S6-192212 (CR 0191r1, Cat B, Rel-17, 23.282)

S6-192346 (CR 0193r2, Cat B, Rel-17, 23.282)
S6-192347 (CR 0240r2, Cat B, Rel-17, 23.379)

S6-192348 (CR 0137r2, Cat B, Rel-17, 23.281)

	15
	Develop the UE Gateway framework and specify required procedures
	UIC, Nokia
	
	out
	Study incomplete (see TR 23.796)

To be handled by a new study on UE Gateway.

	16
	Off-network support (functional alias, etc.)
	
	
	out
	No study results available.

Not part of eMONASTERY2.

	17
	Interconnection support (functional alias, etc.)
	
	
	out
	No study results available.

To be handled by a new study on interconnection, migration and interworking for railway communication.

	
	MCPTT (private, group)
	Kontron Transportation
	#34
	done
	S6-192207 (CR 0239r1, Cat B, Rel-17, 23.379)

	
	MCData (SDS, FD, IP Connectivity)
	UIC
	
	open
	

	
	MCVideo (private, group)
	Nokia
	#35
	done
	S6-200182 (CR 0143r1, Cat F, Rel-17, 23.281)

S6-200183 (CR 0144r1, Cat F, Rel-17, 23.281)

	18
	Migration support (functional alias etc.)
	
	
	out
	No study results available.
To be handled by a new study on interconnection, migration and interworking for railway communication.

	
	Missing railways functionality to support interconnection and migration between different systems for cross border operation
	
	
	out
	No study results available. New study required.

	
	Addressing, service support
	
	
	out
	No study results available. New study required.


3.
List of agreed eMONASTERY2 CRs

3.1 Meeting #32 Rome
	S6-191444
	Communication priority for functional aliases
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0134r1

Cat B

Rel-17

23.281

	S6-191445
	Communication priority for functional aliases
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0166r1

Cat B

Rel-17

23.282

	S6-191606
	Providing activated functional alias information to the group controlling server
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0207r3

Cat B

Rel-17

23.280

	S6-191555
	Providing the list of functional aliases used by affiliated group members
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0208r2

Cat B

Rel-17

23.280

	S6-191450
	Prevent from de-affiliation when using a specific functional alias
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0209r1

Cat B

Rel-17

23.280

	S6-191556
	Call restrictions when using a specific functional alias for private calls
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0226r2

Cat B

Rel-17

23.379

	S6-191508
	Point-to-Point IP connectivitity using functional alias to address the target MCData user
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0162r2

Cat B

Rel-17

23.282

	S6-191557
	SDS addressing based on functional alias
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0163r2

Cat B

Rel-17

23.282

	S6-191615
	Remote initiation of Point-to-Point IP connectivity
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0164r4

Cat B

Rel-17

23.282

	S6-191616
	Tear down Point-to-Point IP connectivity
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0165r4

Cat B

Rel-17

23.282

	S6-191560
	IWF functional alias restoration
	Harris Corporation (Peter Monnes)
	CR 0046r2

Cat B

Rel-17

23.283

	S6-191457
	Functional alias for Private Call
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0036r2

Cat B

Rel-17

23.283

	S6-191458
	Functional alias for MCPTT Floor Control
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0037r2

Cat B

Rel-17

23.283

	S6-191561
	Add first-to-answer for interworking with GSM-R
	Kapsch CarrierCom (Peter Beicht)
	CR 0048r2

Cat B

Rel-17

23.283

	S6-191460
	Add enhancements for interworking of MCData SDS with GSM-R SMS
	Kapsch CarrierCom (Peter Beicht)
	CR 0050r1

Cat B

Rel-17

23.283


3.2 Meeting #33 Sophia Antipolis
	S6-191807
	functional alias of called party in private call
	TD Tech Ltd (Ying Chen)
	CR 0232r1

Cat B

Rel-17

23.379

	S6-191846
	Support of functional aliases as called party address in MCPTT emergency private calls
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0225r3

Cat B

Rel-17

23.379

	S6-191990
	Add call transfer for MCPTT private calls
	Kapsch CarrierCom (Peter Beicht), Motorola Solutions
	CR 0229r7

Cat B

Rel-17

23.379

	S6-191991
	File distribution addressing based on functional alias
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0181r3

Cat B

Rel-17

23.282

	S6-191849
	IP connectivity in a group
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0182r2

Cat B

Rel-17

23.282

	S6-191850
	IP connectivity remote priority change
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0189r3

Cat B

Rel-17

23.282


3.3 Meeting #34 Reno
	S6-192083
	Correcting stage 1 reference on maximum number of simultaneously received group calls
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0241

Cat F

Rel-17

23.379

	S6-192205
	Corrections on functional alias to group binding
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0223r1

Cat F

Rel-17

23.280

	S6-192206
	Handling origination side of functional alias for group calls
	Kapsch CarrierCom France S.A.S (Peter Beicht)
	CR 0238r1

Cat B

Rel-17

23.379

	S6-192207
	Add missing server to server information flows for group calls
	Kapsch CarrierCom France S.A.S (Peter Beicht)
	CR 0239r1

Cat B

Rel-17

23.379

	S6-192208
	Add enhancements for interworking of MCPTT group calls with GSM-R
	Kapsch CarrierCom (Peter Beicht)
	CR 0049r3

Cat B

Rel-17

23.283

	S6-192209
	Text improvements related to functional alias interworking
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0052r1

Cat F

Rel-17

23.283

	S6-192345
	Introducing descriptive text describing the urgency handling in the MC service system
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0221r4

Cat F

Rel-17

23.280

	S6-192225
	Requested Priority in IP connectivity point to point communication
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0190r2

Cat F

Rel-17

23.282

	S6-192212
	Enhancing SDS data requests with application priority capabilities in on-network mode
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0191r1

Cat B

Rel-17

23.282

	S6-192346
	Priority of the user for initiating/receiving communications
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0193r2

Cat B

Rel-17

23.282

	S6-192347
	Priority of the user for initiating/receiving calls
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0240r2

Cat B

Rel-17

23.379

	S6-192348
	Priority of the user for initiating/receiving calls
	Union Inter. Chemins de Fer (Ingo Wendler)
	CR 0137r2

Cat B

Rel-17

23.281

	S6-192085
	Resolving EN on functional alias to group binding impacts
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0224

Cat C

Rel-17

23.280


3.4 Meeting #35 Hyderabad
	S6-200332
	Add announced call transfer for MCPTT private calls
	Kontron Transportation France (Peter Beicht)
	CR 0246r5

Cat B

Rel-17

23.379

	S6-200333
	Add call deflection for MCPTT private calls
	Kontron Transportation France (Peter Beicht)
	CR 0247r5

Cat B

Rel-17

23.379

	S6-200209
	Enhancing MCPTT communication requests with application priority capabilities in on-network mode
	UIC (Ingo Wendler)
	CR 0249r2

Cat B

Rel-17

23.379

	S6-200279
	Enhancing MCVideo communication requests with application priority capabilities in on-network mode
	UIC (Ingo Wendler)
	CR 0139r3

Cat B

Rel-17

23.281

	S6-200211
	Clarification on functional alias to group binding function
	ZTE Trunking Technology Corp. (Jerry Jiao), Motorola Solutions
	CR 0250r2

Cat F

Rel-17

23.379

	S6-200212
	Alignment of functional alias to group binding handling in MCVideo
	ZTE Trunking Technology Corp. (Jerry Jiao), Motorola Solutions
	CR 0140r2

Cat B

Rel-17

23.281

	S6-200182
	Adding missing server to server information flows for group calls
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0143r1

Cat F

Rel-17

23.281

	S6-200183
	Adding missing server to server information flows for private calls
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0144r1

Cat F

Rel-17

23.281

	S6-200206
	Description of requested priority
	UIC (Ingo Wendler)
	CR 0236r1

Cat F

Rel-17

23.280


3.5 Meeting #36-BIS-e
	S6-200575
	Corrections in MCPTT private call forwarding
	Kontron Transportation France (Peter Beicht)
	CR 0255r1

Cat F

Rel-17

23.379

	S6-200553
	Clarification on target recipients in first-to-answer calls
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0251r3

Cat F

Rel-16

23.379

	S6-200554
	Clarification on target recipients in first-to-answer calls
	Nokia, Nokia Shanghai Bell (Martin Oettl)
	CR 0252r3

Cat A

Rel-17

23.379

	S6-200573
	Media security for MCPTT private call forwarding immediate
	Kontron Transportation France (Peter Beicht)
	CR 0253r1

Cat F

Rel-16

23.379

	S6-200574
	Media security for MCPTT private call forwarding immediate
	Kontron Transportation France (Peter Beicht)
	CR 0254r1

Cat A

Rel-17

23.379


3.6 Meeting #37e
	
	
	
	


3.7 Meeting #38e
	
	
	
	


3.8 Meeting #39 Wroclaw
	
	
	
	


4.
List of normative stage 1 requirements

4.1
General

This section provides the list of normative stage 1 requirements.

The requirements are grouped by functional areas.

This section shall provide an overview on the progress made and which requirements were already fulfilled, and which are not yet fulfilled.

4.2
Functional alias

4.2.1
Description

The normative stage 1 requirements for functional aliases are documented in 3GPP TS 22.280.

4.2.2
Requirements

Table 4.2.2-1 contains the list requirements to support functional aliases.

Table 4.2.2-1: Requirements to support functional alias

	Reference
	Description
	Solution

	[R-5.9a-001]
	The MCX Service shall provide a mechanism for the MCX User to activate one or more functional alias(es) for use by the MCX Users within that MCX Service system (i.e. the primary MCX Service system of the functional alias).
	Rel-15

	[R-5.9a-001a]
	The MCX Service system shall be able to use the functional alias as a unique identifier for MCX Users as Participant of an MCX Service Group, e.g. to display a functional alias as speaker identification or for the use in group member lists.
	Rel-15

	[R-5.9a-001b]
	The MCX Service system shall provide a mechanism for an MCX User to assign a functional alias for use on an MCX Service Group.
	Rel-15

	[R-5.9a-001c]
	The MCX Service system shall provide a mechanism for an MCX User to assign an activated functional alias for an outgoing MCX Private communication.
	Rel-17

	[R-5.9a-002]
	The MCX User shall be reachable by its functional alias(es).
	Rel-17

	[R-5.9a-002a]
	An MCX User shall be reachable by its functional alias from the primary MCX system while migrated to partner MCX Service systems.
	

	[R-5.9a-003]
	The MCX Service shall provide a mechanism for the MCX User to deactivate a functional alias.
	Rel-15

	[R-5.9a-004]
	The MCX Service shall upon request provide the MCX User a list of functional aliases from which the user can select for activation/deactivation.

NOTE:
The list may contain functional aliases based on a certain context, like location of the MCX User, operational schedule, etc.
	Rel-15

	[R-5.9a-005]
	The MCX Service shall provide a mechanism for an MCX Service Administrator to create, delete and manage functional aliases, and for each functional alias indicate either if it can be simultaneously active for multiple MCX Users up to a per-alias configurable number, or if it is allowed to be taken over by an authorized MCX User, or none of these two options.
	Rel-15

	[R-5.9a-006]
	If a MCX User attempts to activate a functional alias that is already active for another MCX User, and is not allowed to be simultaneously active for multiple MCX Users or the number of simultaneous MCX Users is reached to the upper limit, the MCX Service shall inform the MCX User that the functional alias is already in use.
	Rel-15

	[R-5.9a-007]
	If an MCX User attempts to activate a functional alias that is already active for at least one other MCX User, and that functional alias is allowed to be simultaneously active for multiple MCX Users and the upper limit of number of simultaneous MCX Users is not reached, the MCX Service shall activate the functional alias for the MCX user and inform all other MCX User(s) with the same functional alias.
	Rel-15

	[R-5.9a-008]
	If an authorized MCX User attempts to activate a functional alias that is already used by another MCX User, and that functional alias is allowed to be taken over, and is not indicated for simultaneous activation to multiple MCX Users, the MCX Service shall offer the MCX User to take over the functional alias from the MCX User using the alias.
	Rel-15

	[R-5.9a-008a]
	If an authorized MCX User attempts to activate a functional alias that is already active for at least one other MCX User, and the upper limit of number of simultaneous MCX Users is reached, the MCX Service shall reject the MCX User's request.
	Rel-15

	[R-5.9a-009]
	If an authorized MCX User takes over the functional alias that is already active for another MCX User, the MCX Service shall activate the functional alias to the MCX User and inform the previous MCX User that the alias has been deactivated.
	Rel-15

	[R-5.9a-010]
	The MCX Service shall allow the MCX User to perform an activation of an unlisted functional alias. that is defined in the MCX Service system.
	Rel-15

	[R-5.9a-011]
	An authorized MCX User shall be able to interrogate the MCX Service System of the alias(es) active for a certain MCX User.
	Rel-15

	[R-5.9a-012]
	The MCX Service shall provide a mechanism for an MCX Service Administrator to authorize a MCX User to activate, deactivate, interrogate and take over a functional alias.
	Rel-15

	[R-5.9a-014]
	The MCX Service shall allow the functional alias to be structured as a combination of organizationally meaningful elements (e.g. user.agency@organization.country, role.mission@department.company, function.equipment.ID@city, label1.label2.label3@firstname.familyname).
	Rel-15

	[R-5.9a-015]
	The MCX Service system shall allow an MCX Service Administrator to make use of information (e.g. operational schedules, locations, velocity or direction) from external sources to create or delete a functional alias.
	Rel-15

	[R-5.9a-016]
	The MCX Service system shall allow the MCX Service Administrator to assign a communication priority for a functional alias.
	Rel-17

	[R-5.9a-017]
	The MCX Service system shall allow the MCX Service Administrator to assign a time limit to a functional alias after which the functional alias will be deactivated.
	Rel-17

	[R-5.9a-018]
	The MCX Service shall support automatic activation and de-activation of a functional alias based on the operational criteria (e.g. MCX User ID, login/logoff from the MCX Service system, specific external information supplied by external systems).
	Rel-17

	[R-5.9a-019]
	The MCX Service shall provide a mechanism for an MCX Service Administrator to define a functional alias with related geographic areas that can be associated to MCX Users for the purpose of routing Location dependent communications, as part of handling MCX Service Private Communication requests, when the receiving party is based on the initiating MCX User's current Location.
	Rel-17

	[R-5.9a-020]
	The MCX Service shall provide a mechanism for an MCX Service Administrator to configure for a particular functional alias, a set of functional aliases under the same authority to which a Private Communication (without Floor control) can be made by an MCX User registered to this particular functional alias.
	Rel-17

	[R-5.9a-021]
	The MCX Service shall provide a mechanism for an MCX Service Administrator to configure for a particular functional alias, a set of functional aliases under the same authority from which Private Communication (without Floor control) is allowed to an MCX User registered to this particular functional alias.
	Rel-17

	[R-5.9a-022]
	For private calls to functional aliases the authorizations in clause 5.9a.2 shall replace the authorizations defined in clause 6.7.3.
	No solution required.

	[R-5.9a-023]
	The MCX Service system shall support private calls and private emergency calls to a functional alias simultaneously activated by multiple MCX Users.
	Rel-17

	[R-5.9a-024]
	The MCX Service system shall enable an MCX Service Administrator to select the mechanism to be used for handling of private calls to functional aliases that are allowed to be simultaneously active for multiple MCX Users.
	Rel-17

	[R-5.9a-025]
	The MCX Service system shall be able to provide a mechanism to inform the MCX User about the functional alias activation/deactivation status (e.g. activation/deactivation accepted, activation/deactivation pending, activation/deactivation rejected).
	Rel-15



	[R-5.9a-026]
	The MCX Service shall provide the functional alias(es) of the transmitting MCX Service Group Member that enter the communication late in accordance with sub-clause 5.3.
	Rel-15

	[R-5.9a-027]
	The MCX Service shall provide a Location information report for every authorized MCX User associated with one functional alias in accordance with sub-clause 6.12.
	Rel-17

	[R-5.9a-028]
	The MCX Service shall provide the functional alias(es) associated with the MCX Service User ID, of the transmitting Participant to the receiving MCX Users (UEs) unless the transmitting Participant's identity is restricted in accordance with sub-clause 6.4.3.
	Rel-17

	[R-5.9a-029]
	The MCX Service shall provide, upon request, the list of currently affiliated members of an MCX group which encompasses the MCX Service User ID and the associated functional alias(es) of each member in accordance with sub-clause 6.4.5.
	Rel-17

	[R-5.9a-030]
	The MCX Service shall provide a mechanism for the enforcement of uniqueness of a functional alias within a Mission Critical organisation in accordance with sub-clause 6.9.
	Rel-15

	[R-5.9a-031]
	The MCX Service shall provide a mechanism for an authorized MCX User to obtain a list of functional aliases currently activated in the system either periodically or as a onetime request.

NOTE: 
The mechanism may allow for filtering criteria e.g. geographic area.
	

	[R-6.4.4-003]
	The MCX Service shall be able to prevent the MCX User having registered a specific Functional Alias from revoking their affiliation with a specific MCX Service Group.
	Rel-17

	[R-6.4.4-004]
	The MCX Service shall be able to prevent the MCX User to revoke his affiliation with a specific MCX Service Group if the MCX User is the only MCX User in the MCX Service Group registered a specific Functional Alias.
	Rel-17

	[R-6.12-006]
	The MCX Service shall provide a means for an authorized MCX User to activate a one-time Location information report of an MCX User and periodic Location information update reports of an MCX User or a specific Functional Alias.
	Rel-17

	[R-6.15.4-004]
	The MCX Service shall provide a mechanism for a Mission Critical Organization to log at least the following metadata per communication: depending on service this may include; start time, date, MCX User ID, functional alias(es), MCX Group ID, Location information of the transmitting Participant, end time or duration, end reason, type of communication (e.g., MCX Service Emergency, regroup, private) and success/failure indication.
	Internal system functionality, no solution required.

	[R-6.15.4-007]
	The MCX Service shall provide a mechanism for a Mission Critical Organization to log at least the following non-communication activity types: MCX Service Emergency Alert, MCX Service Emergency Alert cancellation, In-progress Emergency cancellation, registration state change, overridden event, user remote logout, changing another user's affiliations, affiliation change, change of Selected MCX Service Group and (de)activation of functional alias(es) and User and Group Regroup operations.
	Internal system functionality, no solution required.

	[R-6.15.4-008]
	The MCX Service shall provide a mechanism for a Mission Critical Organization to log at least the following metadata per non-communication activity: time, date, MCX Service User identity, and activity type and pertinent information about the activity (e.g. MCX User/Group ID(s) included in the temporary group created by the User/Group Regroup operation). The following metadata should be logged if applicable to the activity type: MCX Service Group ID, Location information of the MCX User, affiliation list, target MCX Service User ID and success/failure indication.
	Internal system functionality, no solution required.


4.3
Multi-talker control

4.3.1
Description

The normative stage 1 requirements for multi-talker control are documented in 3GPP TS 22.179.

4.3.2
General requirements

Table 4.3.2-1 contains the list of requirements applicable for multi-talker control. 

Table 4.3.2-1: General requirements to support multi-talker control

	Reference
	Description
	Solution

	[R-6.2.3.7.2-001]
	An MCPTT Group shall be configurable to allow multi-talker control.
	Rel-15

	[R-6.2.3.7.2-002]
	The MCPTT Service shall provide a mechanism for multiple MCPTT Users to talk simultaneously in an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.2-003]
	The MCPTT Service shall determine which Participant(s) are allowed to transmit to all other Participant(s) in an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.2-004]
	The MCPTT Service shall support all Participant(s) to receive audio from all other Participant(s) that are transmitting in an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.2-005]
	The MCPTT Service shall provide a mechanism for the MCPTT Administrator to configure the maximum number of simultaneous talkers in an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.2-006]
	The MCPTT Service shall allow an authorized MCPTT User to change the maximum number of simultaneous talkers at any time during a group call in an MCPTT Group configured for multi-talker control.
	Rel-15


4.3.3
Requesting permission to transmit

Table 4.3.3-1 contains the list of requirements for requesting a permission to transmit. 

Table 4.3.3-1: Requirements to request permission to transmit

	Reference
	Description
	Solution

	[R-6.2.3.7.3-001]
	The MCPTT Service shall enable authorized Participants to request to transmit to an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.3-002]
	At call setup the MCPTT Service shall provide a notification, for example audio and/or visual, to the MCPTT Group Member attempting to transmit that there are no other Group Members who have affiliated to the MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.3-003]
	The MCPTT Service shall determine the transmitting Participant(s) when there are simultaneous requests for permission to transmit within the same call for an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.3-004]
	Following an MCPTT Request for permission to transmit on the Selected MCPTT Group configured for multi-talker control the MCPTT Service shall provide an Affiliated MCPTT Group Member that made and was granted the request an indication of being allowed to transmit.
	Rel-15


4.3.4
Override an active MCPTT transmission

Table 4.3.4-1 contains the list of requirements to support overriding of active MCPTT transmissions. 

Table 4.3.4-1: Requirements to override an active MCPTT transmission

	Reference
	Description
	Solution

	[R-6.2.3.7.4.1-001]
	If the number of MCPTT Users requesting the permission to talk exceeds the maximum number of simultaneous talkers in an MCPTT Group configured for multi-talker control, the MCPTT Service shall apply the override mechanism.
	Rel-15

	[R-6.2.3.7.4.1-002]
	The MCPTT Service shall enable MCPTT Administrators to create a priority hierarchy for determining what Participants, Participant types, and urgent transmission types shall be granted a request to override an active MCPTT transmission on an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.4.1-003]
	The priority hierarchy used for granting a request to override an active MCPTT transmission on a group configured for multi-talker control shall contain at least four (4) levels.
	Rel-15

	[R-6.2.3.7.4.1-004]
	The transmitting Participant on an MCPTT Group configured for multi-talker control shall be determined by the relative priorities of the Participants and Call type based on priority (e.g. MCPTT Emergency).
	Rel-15

	[R-6.2.3.7.4.1-005]
	Transmission requests of Participants with insufficient relative priority shall be rejected.
	Rel-15

	[R-6.2.3.7.4.1-006]
	The MCPTT Service shall provide a mechanism for Participants, to override an active MCPTT transmission of a transmitting Participant when the priority level of the overriding Participant or Call type based on priority (e.g. MCPTT Emergency) are ranked higher than the priority level of the transmitting Participant or Call type based on priority for an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.4.1-007]
	If an authorized Participant overrides an MCPTT transmission, the MCPTT Service shall provide a means of notifying the overridden Participant(s) that the transmission has been overridden for an MCPTT Group configured for multi-talker control.
	Rel-15

	[R-6.2.3.7.4.1-008]
	The MCPTT Service shall revoke the transmit permission of the overridden transmitting Participant on an MCPTT Group configured for multi-talker control.
	Rel-15


4.4
Automatic user regrouping and dynamic group participation

4.4.1
Description

The normative stage 1 requirements for automatic user regrouping and dynamic group participation are documented in 3GPP TS 22.280.

4.4.2
Automatic user regrouping

Table 4.4.2-1 contains the list of requirements applicable for automatic user regrouping.

Table 4.4.2-1: Requirements to support automatic user regrouping

	Reference
	Description
	Solution

	[R-6.6.4.2-002]
	The MCX Service shall provide a means for combining a multiplicity of MCX Users into a new, temporary group based on a parameter or a combination of parameters (e.g., particular geographic area, Participant type, initiation of urgent type communication such as MCX Emergency Alert or MCX Emergency Group Communication).
	Rel-17

	[R-6.6.4.2-002a]
	The MCX Service shall provide a means for automatically combining a multiplicity of MCX Users into a temporary MCX Service Group based on certain criteria. For example, the criteria may include one or more parameters from the list below:

•
A specific element or combination of specific elements in the functional alias of a MCX User

•
Location (including speed and heading) of a MCX User

•
Location or particular geographic area specified by an MCX Service Administrator

•
MCX Service configuration (e.g. MCX User responsible for a certain geographic area or MCX User responsible for a certain MCX Service Group)
	Rel-17

	[R-6.6.4.2-002b]
	The MCX Service shall be able to automatically update the member's list of a temporary MCX Service Group based on certain criteria i.e. to remove MCX Users no more meeting the criteria and add MCX Users starting to meet the criteria. For example, the criteria may include one or more parameters from the list below:

•
A specific element or combination of specific elements in the functional alias of a MCX User

•
Location (including speed and heading) of a MCX User

•
Location or particular geographic area specified by an MCX Service Administrator

•
MCX Service configuration (e.g. MCX User responsible for a certain geographic area or MCX User responsible for a certain MCX Service Group)
	Rel-17


4.4.3
Dynamic group participation

Table 4.4.3-1 contains the list of requirements applicable for dynamic group participation. 

Table 4.4.3-1: Requirements to support dynamic group participation

	Reference
	Description
	Solution

	[R-6.6.5.2-001]
	The MCX Service shall enable an MCX User to automatically affiliate to one or more MCX Service Groups based on one, or a combination of, criteria.
	Rel-17

	[R-6.6.5.2-002]
	The MCX Service shall be able to automatically affiliate an MCX User to one or more MCX Service Groups based one, or a combination of, criteria.
	Rel-17

	[R-6.6.5.2-003]
	The MCX Service shall enable an MCX User to automatically choose the Selected MCX Service Group based on one, or a combination of, criteria.
	Rel-17

	[R-6.6.5.2-004]
	The MCX Service shall be able to automatically choose the Selected MCX Service Group of an MCX User based on one, or a combination of, criteria.
	Rel-17

	[R-6.6.5.2-005]
	The MCX Service shall enable an MCX User to automatically de-affiliate from one or more currently affiliated groups based on a change to one, or a combination of, criteria.
	Rel-17

	[R-6.6.5.2-006]
	The MCX Service shall be able to automatically de-affiliate an MCX User from one or more currently affiliated groups based on a change to one, or a combination of, criteria.
	Rel-17

	[R-6.6.5.2-007]
	The MCX Service shall be able to prevent an MCX User de-affiliating from specific currently affiliated groups based on one, or a combination of, criteria.
	Rel-17

	NOTE: Examples of criteria for the above requirements could include one or more parameters from the list below:


- A specific element or combination of specific elements in the functional alias of a MCX User


- Location (including speed and heading) of a MCX User


- Location or particular geographic area specified by an MCX Service Administrator


- MCX Service configuration (e.g. MCX User responsible for a certain geographic area or MCX User responsible for a certain MCX Service Group)


4.5
When receiving multiple MCX Service communications

4.5.1
Description

The normative stage 1 requirements when receiving multiple MCX Service communications are documented in 3GPP TS 22.280.

4.5.2
General requirements

Table 4.5.2-1 contains the list of requirements applicable when receiving multiple MCX Service communications. 

Table 4.5.2-1: Requirements when receiving multiple MCX Service communications

	Reference
	Description
	Solution

	[R-5.4.2-004A]
	The MCX Service shall provide a mechanism for an MCX Service Administrator and/or authorized user to prioritize the order in which multiple MCX Service Private Communications are presented by the MCX UE.
	Rel-17

	[R-5.4.2-004B]
	The MCX Service shall provide a mechanism for an MCX Service Administrator and/or authorized user to prioritize the order in which MCX Service Group Communications and MCX Service Private Communications are presented by the MCX UE.
	Rel-17


4.6
Interworking

NOTE:
The additions made to existing Rel-15 requirements are underlined.

4.6.1
Description

The normative stage 1 requirements for GSM-R interworking and to external systems are documented in 3GPP TS 22.179 and 3GPP TS 22.280.

4.6.2
GSM-R

Table 4.6.2-1 contains the list of requirements applicable for GSM-R interworking in 3GPP TS 22.179.

Table 4.6.2-1: Requirements for GSM-R interworking

	Reference
	Description
	Solution

	[R-6.17.3.1-002]
	The MCPTT Service shall enable interworking with a GSM-R system that is compliant with the UIC GSM-R (EIRENE) standards [16] and EN 301 515.
	Rel-17

	[R-6.17.3.1-003]
	The MCPTT Service shall enable interworking between functional alias and alternative addressing scheme used in GSM-R.
	Rel-17

	[R-6.17.3.1-004]
	A GSM-R user shall be reachable using the corresponding functional alias activated by the MCX Service system.
	Rel-17

	[R-6.17.3.1-005]
	The MCX Service shall allow an MCX User to be reachable by a functional alias on the MCX Service system or on the GSM-R system.
	

	[R-6.18.4.2-003]
	The MCPTT Service shall enable interworking between MCPTT Group Call and Advanced Speech Call Items used in GSM-R.
	

	[R-6.18.4.2-004]
	Interworking between the MCPTT Service and GSM-R shall support interoperable PTT Private Calls between an MCPTT User and a GSM-R mobile station or controller terminal.
	Rel-17

	[R-6.18.4.2-005]
	Interworking between the MCPTT Service and GSM-R voice services shall support a means of reconciling codecs.
	To be handled by ETSI TC RT.


Table 4.6.2-2 contains the list of requirements applicable for GSM-R interworking in 3GPP TS 22.280. 

Table 4.6.2-2: Requirements for GSM-R interworking

	Reference
	Description
	Solution

	[R-6.17.3.1-001]
	The MCX Service system shall enable bilateral interworking for MCX User positioning information and location information provided for a GSM-R mobile station.
	


Table 4.6.2-3 contains the list of requirements applicable for GSM-R interworking in 3GPP TS 22.282. 

Table 4.6.2-3: Requirements for GSM-R interworking

	Reference
	Description
	Solution

	[R-7.2-001]
	Interworking between the MCData SDS and GSM-R SMS shall be supported.
	Rel-17 (standalone SDS only)


4.6.3
External systems

Table 4.6.3-1 contains the list of requirements applicable for external systems interworking in 3GPP TS 22.280.

Table 4.6.3-1: Requirements for interworking with external systems

	Reference
	Description
	Solution

	[R.6.17.3.2-001]
	The MCX Service system shall support a mechanism for the MCX Service Administrator to also allow the usage of functional alias and/or MCX User Identity as addressing scheme for use by non-MCX services (e.g. Machine Type Communication).
	The usage of functional alias by external systems is not precluded by the present document.

	[R.6.17.3.2-002]
	The MCX Service system shall enable interworking with PLMN and PSTN telephony services.
	To be handled by ETSI TC RT.


4.6.4
Telephony services

Table 4.6.4-1 contains the list of requirements applicable for interaction with telephony services in 3GPP TS 22.280.

Table 4.6.4-1: Requirements for interaction with telephony services

	Reference
	Description
	Solution

	[R-6.16-001]
	The MCX Service shall provide a mechanism to allow an MCX Service Administrator to configure whether an MCX User using an MCX UE is able to make and/or receive telephony calls, including public emergency calls.
	


4.7
MCData requirements

4.7.1
Conversation management

The following stage 1 requirements are documented in 3GPP TS 22.282.

Table 4.7.1-1: Conversation management

	Reference
	Description
	Solution

	[R-6.1.1.2-011]
	If configured by the MCX Administrator the MCData Service shall be able to provide a MCX User the data that had previously been distributed in an ongoing MCData group conversation before this MCX User had affiliated or joined.
	Rel-17 (partly)


4.7.2
Robots communication

The following stage 1 requirements are documented in 3GPP TS 22.282.

Table 4.7.2-1: Robots communication

	Reference
	Description
	Solution

	[R-6.1.2.2-001]
	The MCData Service shall support MCData communication between robots.
	

	[R-6.1.2.2-002]
	The MCData Service shall support MCData communication between robots to be initiated and/or terminated by a controller.
	


4.7.3
Data streaming

The following stage 1 requirements are documented in 3GPP TS 22.282.

Table 4.7.3-1: Data streaming capability

	Reference
	Description
	Solution

	[R-5.4.2-009] (NOTE 1, NOTE 2)
	The MCData data streaming capability shall provide setup time of:

-
Less than 1 second for immediate setup of a data communication.

-
Less than 3 second for normal setup of a data communication.
	No solution required.

	NOTE 1:
Setup time of a communication is essential because of their safety related character.

NOTE 2:
Communication setup encompasses the value of the elapsed time between the communication establishment request and the indication of successful communication establishment.


4.7.4
IP connectivity

The following stage 1 requirements are documented in 3GPP TS 22.282.

Table 4.7.4-1: IP connectivity

	Reference
	Description
	Solution

	[R-5.5.2-001]
	The MCData Service shall enable an MCData user to initiate transport of IP data towards a server in the network or another MCData user.
	Rel-17

	[R-5.5.2-002]
	The MCData Service shall enable incoming transport of IP data towards an MCData user, initiated by another MCData user.
	Rel-17

	[R-5.5.2-003]
	The MCData Service shall enable an authorized person for an MCData user to authorize initiation of transport of IP data from that MCData user to specific destinations.

This authorization may be preconfigured or may be provided by the authorized person when IP data transport to a new destination is initiated.

Authorization may be revoked on demand by the authorized person.
	Rel-17

	[R-5.5.2-004]
	The MCData Service shall enable a MCData user or authorized person for this MCData user to authorize initiation of incoming transport of IP data from specific other MCData users.

This authorization may be preconfigured or may be provided by the authorized person when IP data transport from a new destination is initiated.

Authorization may be revoked on demand by the authorized person.
	Rel-17

	[R-5.5.2-005]
	The MCData Service shall support incoming and outgoing IP data transport for a MCData user with a higher per packet priority.
	Rel-17

	[R-5.5.2-006]
	The MCData Service shall enable an authorized person to remotely authorize the use of higher per packet priority for a particular MCData user.
	Rel-17


4.8
List of other requirements

4.8.1
Mission critical common requirements

The following stage 1 requirements are documented in 3GPP TS 22.280.

Table 4.8.1-1: Allowed private communication partners

	Reference
	Description
	Solution

	[R-6.7.3-007]
	The MCX Service shall provide a mechanism for an MCX Service Administrator to configure for a particular authorized MCX User, a set of MCX Users under the same authority to which a Private Communication (without Floor control) can be made by this particular MCX User.
	Rel-17

	[R-6.7.3-007a]
	The MCX Service shall provide a mechanism for an MCX Service Administrator to configure for a particular authorized MCX User, a set of MCX Users under the same authority from which Private Communication (without Floor control) is allowed to this particular MCX User.
	Rel-17


Table 4.8.1-2: Railway emergency alert / communication functionality

	Reference
	Description
	Solution

	[R-5.4.2-007a]
	Depending on meaningful elements of a functional alias the MCX Service shall be able to restrict or allow MCX Users to be involved in more than one MCX Service Emergency Group Communication at a time.
	Rel-17

	[R-5.6.2.4.1-013]
	The MCX Administrator shall be able to configure whether the initiation of a MCX Service Emergency Alert shall also automatically trigger a MCX Service Emergency Group Communication.
	Rel-17


Table 4.8.1-3: Support for multiple devices

	Reference
	Description
	Solution

	[R-5.10-001a]
	The MCX Service shall be able to allow the MCX Service Administrator to limit the number of simultaneous log ins of an MCX User to multiple MCX UEs.
	Rel-17

	[R-6.7.2-005]
	The MCX Service shall provide a mechanism for the Private Communication to be set up with the MCX UE designated by the receiving MCX User to be used for Private Communications when the receiving MCX User has signed on to the MCX Service with multiple MCX UEs.
	IMS functionality, no solution required.


Table 4.8.1-4: Location

	Reference
	Description
	Solution

	[R-5.11-002a]
	The MCX Service shall be able to provide a mechanism for obtaining high accuracy Location information by integrating position information from multiple external sources (e.g. magnetometers, orientation sensors, GNSS).
	Rel-15

	[R-7.8-002]
	An MCX UE shall be capable of providing a mechanism for obtaining the distance between the MCX UE and other MCX UEs within communication range.
	On-network: Rel-15. Off-network: Not addressed.

	[R-7.8-003]
	The Off-Network MCX Service shall provide a means for an authorized MCX User to activate a one-time Location information report of a particular target MCX User within communication range.
	


Table 4.2.8.1-5: Late communication entry

	Reference
	Description
	Solution

	[R-5.3-006]
	When the late entry user(s) become(s) member of the Group communication, all participants may be notified about the late entry member joining the Group communication.
	Rel-16


4.8.2
Mission Critical Push to Talk (MCPTT) requirements

The following stage 1 requirements are documented in 3GPP TS 22.179.

Table 4.8.2-1: Commencement modes for MCPTT Group calls

	Reference
	Description
	Solution

	[R-6.2.1-001a]
	The MCPTT Service shall be capable of allowing an MCPTT Group Call setup request to proceed only if a minimum number of MCPTT Group Members are currently affiliated.
	Rel-17

	[R-6.2.1-001b]
	The MCPTT Service shall be capable of allowing an MCPTT Group Call setup request to proceed only if specific MCPTT Group Member(s) are currently affiliated.
	Rel-17

	[R-6.2.1-010a]
	If an MCPTT Group Call setup request requires acknowledgement from Affiliated MCPTT Group Members, and the required MCPTT Group Members did not acknowledge the call setup within a configured time, the MCPTT Service shall be able to provide the list of MCPTT Group Members who did not acknowledge the call to the initiating MCPTT User.
	Rel-17


Table 4.8.2-2: Private calls

	Reference
	Description
	Solution

	[R-5.6.3-014]
	The MCPTT Service shall provide a mechanism for an authorized MCPTT User to transfer an ongoing MCPTT Private Call (with Floor control) to another MCPTT user.
	Rel-17

	[R-5.6.3-015]
	The MCPTT Service shall provide a mechanism for an authorized MCPTT User to configure forwarding of incoming MCPTT Private Calls (with Floor control) to another MCPTT user in the following situations:

-
Always

-
If the MCPTT User is not reachable

-
If the incoming private call is a call with manual commencement mode and the MCPTT User does not answer within a configured period

-
Based on manual input of the MCPTT User
	Rel-17

	[R-6.7.4-015]
	The MCPTT Service shall provide a mechanism for an authorized MCPTT User to transfer an ongoing MCPTT Private Call (without Floor control) to another MCPTT user.
	Rel-17

	[R-6.7.4-016]
	The MCPTT Service shall provide a mechanism for an authorized MCPTT User to configure forwarding of incoming MCPTT Private Calls (without Floor control) to another MCPTT user in the following situations:

-
Always

-
If the MCPTT User is not reachable

-
If the incoming private call is a call with manual commencement mode and the MCPTT User does not answer within a configured period

-
Based on manual input of the MCPTT User
	Rel-17


4.8.3
Application layer priorities

The following stage 1 requirements are documented in 3GPP TS 22.280.

Table 4.8.3-1: Application layer priorities

	Reference
	Description
	Solution

	[R-6.8.7.2-006]
	The MCX Service shall enable the MCX User to request the priority level for each individual communication.
	Rel-17

	[R-6.8.7.2-007]
	The MCX Service system shall provide a mechanism that enables the MCX User to request any priority level up to the authorised priority level.
	Rel-17

	[R-6.8.7.2-008]
	The MCX Service system shall verify the priority level at communication setup against the maximum authorised priority level.
	Rel-17

	[R-6.8.7.2-009]
	The MCX Service system shall assign the defined priority level to a communication if the MCX User has not requested a priority level at setup.
	Rel-17

	[R-6.8.7.2-010]
	The MCX Service system shall assign the maximum authorised priority level to a communication if the MCX User has requested at setup a priority level higher than the maximum authorised priority level.
	Rel-17


4.8.4
Gateway UE requirements

The following stage 1 requirements are documented in 3GPP TS 22.280.

Table 4.8.4-1: Gateway UE requirements

	Reference
	Description
	Solution

	[R-5.15-001]
	The MCX Service system shall be accessible via gateway MCX UEs by MCX Users.
	

	[R-5.15-002]
	Gateway MCX UEs shall ensure that the content of communications between the MCX Service System and an MCX User attached to the gateway MCX UEs is unaltered.
	

	[R-5.15-003]
	Gateway MCX UEs shall handle the communication traffic attributes, e.g. priority and QoS, of an MCX User attached to a gateway MCX UE independently of other MCX Users concurrently attached to the same gateway MCX UE.
	


4.8.5
Off-network recording and audit requirements

The following stage 1 requirements are documented in 3GPP TS 22.280.

Table 4.8.5-1: Off-network recording and audit requirements

	Reference
	Description
	Solution

	[R-7.14-001a]
	The Off-Network MCX Service shall provide a mechanism for a Mission Critical Organization to record the media content of the transmitting Participant of Group Communications and Private Communications under the organization's authority from MCX UEs operating in off-network mode.

NOTE:
The handling of storage limitation of the UE is out of scope of 3GPP.
	

	[R-7.14-002a]
	Upon return to on-network operation, the MCX Service shall provide a mechanism to retrieve the media content of the transmitting Participant of Group Communications and Private Communications from an MCX UE that has recorded such media content while operating in off-network mode.
	


4.8.6
Temporary Broadcast Groups

The following stage 1 requirements are documented in 3GPP TS 22.280.

Table 4.8.6-1: Temporary Broadcast Groups

	Reference
	Description
	Solution

	[R-6.6.3-001]
	The MCX Service shall enable an authorized MCX User to create a temporary Group-Broadcast Group from a multiplicity of MCX Service Groups within that MCX Service.
	Rel-17

	[R-6.6.3-001a]
	The MCX Service shall enable an authorized MCX User to create a temporary User-Broadcast Group from a multiplicity of MCX Users within that MCX Service.
	Rel-17

	[R-6.6.3-001b]
	The MCX Service shall enable an authorized MCX User to create a temporary Broadcast Group from a combination of a multiplicity of MCX Service Groups and a multiplicity of MCX Users within that MCX Service.
	Rel-17

	[R-6.6.3-002]
	The MCX Service shall only allow the creator of the temporary Group-Broadcast Group to transmit on it.
	Rel-17


4.9
Railway communication functionality

4.9.1
Bulk Transfer of CCTV archives from train to ground

The following stage 1 requirements are documented in 3GPP TS 22.289 [22].

Table 4.9.1-1: Bulk Transfer of CCTV archives from train to ground

	Reference
	Description
	Solution

	[R-4.1.2-1]
	FRMCS shall facilitate the CCTV offload from train to ground when, during the train stops the stations and/or stops, stations, and whenever the train arrives into the stops and at the depot.
	

	[R-4.1.2-2]
	The FRMCS shall be able to support that CCTV archives can be transferred into the ground system in a time and resource efficient way in dedicated places such as stations, train stops or train depots.
	

	[R-4.1.2-3]
	The CCTV offload shall be initiated by the ground communication unit, once the sufficient signal quality is available between the ground and mobile communication units.
	

	[R-4.1.2-4]
	The transfer of CCTV archives shall not affect mission critical communication.
	


4.9.2
Bulk transfer of multimedia from ground to train

The following stage 1 requirements are documented in 3GPP TS 22.289 [22].

Table 4.9.2-1: Bulk transfer of multimedia from ground to train

	Reference
	Description
	Solution

	[R-4.2.2-1]
	FRMCS shall facilitate the transfer of multimedia archives from ground to train.
	

	[R-4.2.2-2]
	The FRMCS shall be able to support that multimedia databases can be transferred from ground to train in a time and resource efficient way, when the train stops at the stations, train stops and at the depot.
	

	[R-4.2.2-3]
	FRMCS shall facilitate communication capabilities provided by the train.
	

	[R-4.2.2-4]
	The transfer of multimedia databases shall not impact mission critical communication.
	


4.9.3
Massive Inter-carriage data transfer

The following stage 1 requirements are documented in 3GPP TS 22.289 [22].

Table 4.9.3-1: Massive Inter-carriage data transfer

	Reference
	Description
	Solution

	[R-4.2.2-1]
	The FRMCS shall facilitate the onboard CCTV communication between carriages of a train, to collect CCTV content at one place on the train for transfer to the ground system.
	

	[R-4.2.2-2]
	The Inter-carriage links shall support at least the same throughput speed as the mobile communication unit of FRMCS providing the link between train and ground system.
	

	[R-4.2.2-3]
	The onboard communication between carriages of a train shall not impact mission critical communication.
	


