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1. Introduction
The present contribution addresses an editor's note in subclause 8.2.5, regarding the definition of the Maximum Response Time advertised by the Edge Application Server when it registers with the Edge Enabler Server.

It also suggests 2 enhancements to the EAS Profile IE and EAS Service KPIs IE to implement parts of Solution #11 "QoS Management for 5G Edge Applications" to Key Issue 13 "Provision of QoS information for the Edge Application Server Key" in TR 23.758 (see subclause 4.13 and 7.11).

For more details see also the discussion paper in S6-200705.

2. Reason for Change

1) Currently there is an editor's note in subclause 8.2.5, regarding the definition of the maximum response time:
Editor's note: It is FFS how the maximum response time is determined (e.g. based on measurements, estimations or a combination of both) and which round-trip time (e.g. UE to EAS, or RAN node to EAS only) is included in the maximum response time.

As discussed in S6-200705, it is proposed to leave the exact method of determination up to EAS implementation. Furthermore, it is proposed to align the definition with the definition of the response time in the AC Service KPIs information element. I.e. the maximum response time is defined to include the complete RTT between UE and EAS.

2) As a consequence of item 1), the maximum response time is substantially dependent on the QoS/5QI of the QoS flow which the UE will use when consuming the edge service.
This means that for the EAS registration the EAS needs to make an assumption about the QoS/5QI of a QoS flow that will be used by a UE at some point in the future. This QoS associated with the maximum response time is an essential information also for the EES, as it may use this when the UE performs EAS discovery
-
to perform a prioritization between 2 EASs, if both fulfil the Response time requirement (and match the other query filters) and the EASs have assumed different QoS/5QIs to be used by the UE, and
-
to determine whether it needs to trigger QoS modification (dependent on the function split between EAS and EES, see item 3 below), when the PDU session currently used by the EEC does not support the required QoS.
It is therefore proposed to add the QoS (5QI) required to meet the advertised maximum response time to the EAS Service KPIs information element which is signalled to the EES during EAS registration.
3) According to Solution #11 in TR 23.758, which was chosen as solution for Key Issue#13, either the EAS or the EES can trigger a PDU session modification to add the necessary QoS to the session. (For details see TR 23.758, section 7.11.) For obvious reasons, only one of them shall modify QoS, not both.

Currently, there is no signalling means for the EAS to inform the EES whether the EES is expected to trigger the PDU session modification (via the N5 reference point towards the PCF) or whether the EAS itself is going to take care of this (via the N33 reference point towards NEF and PCF). 

It is proposed to add a QoS Indicator to the EAS Profile information element which can be used for this.
Furthermore, if the EES is expected to trigger the PDU session modification, then it needs to be informed about the QoS/5QI that is required to use the edge service. As described in item 2) above, this 'Required QoS' is proposed to be added to the EAS Service KPIs information element.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558, v 0.2.0.
* * * First Change * * * *

8.2.4
Edge Application Server Profile

Table 8.2.4-1: Edge Application Server Profile

	Information element
	Status
	Description

	EAS ID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to Application Clients so that application clients can establish contact with the EAS.

	Application Client ID(s)
	O
	Identifies the Application Client(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the EAS Provider 

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Service Area
	O
	The geographical service area that the EAS serves

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	QoS Indicator
	O
	Indicates that the EES is responsible for triggering a QoS modification via N5 reference point, if any is required

	Service continuity support
	O
	Indicates if the EAS supports service continuity or not.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heart beat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Required Service APIs
	O
	A list of the Service APIs that are required by the EAS

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 


Editor's Note: The inclusion of EAS Instance ID (including optionality) is dependent on how the ID is defined and assigned, which is FFS.

Editor's Note: It is FFS whether the Application Client ID(s) should be included and how Application Client ID can be mapped with EAS(s) at an EES.

Editor's Note: The current text in the TS has the definition of a 'service area' IE associated with certain entities (such as the EAS Service Area in the table above). The following are FFS: (1) Which entities should have a 'service area' and (2) What is the relationship between the service areas of the different entities if any.

8.2.5
Edge Application Server Service KPIs

Edge Application Server Service KPIs provide information about service characteristics provided by the Edge Application Server

Table 8.2.5-1: Edge Application Server Service KPIs

	Information element
	Status
	Description

	Maximum Request rate
	O
	Maximum request rate from the Application Client supported by the server. 

	Maximum Response time
	O
	The maximum response time advertised for the Application Client's service requests (NOTE).

	Required QoS
	O
	The QoS (e.g. 5QI) required to meet the maximum response time.

	Availability
	O
	Advertised percentage of time the server is available for the Application Client's use.

	Available Compute
	O
	The maximum compute resource available for the Application Client.

	Available Graphical Compute
	O
	The maximum graphical compute resource available for the Application Client.

	Available Memory
	O
	The maximum memory resource available for the Application Client.

	Available Storage
	O
	The maximum storage resource available for the Application Client.

	NOTE:
The maximum response time includes the round-trip time of the request and response packet, the processing time at the server and the time required by the server to consume 3GPP Core Network capabilities, if any.



* * * Next Change * * * *

8.4.3
Edge Application Server Registration

…

8.4.3.2
Procedure

Pre-conditions:

1.
The Edge Application Server has been configured with an Edge Application Server Identity;

2.
The Edge Application Server has been configured with the address (e.g. URI) of the Edge Enabler Server; and

3.
Both the Edge Application Server and Edge Enabler Server have the necessary credentials to enable communications. 
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Figure 8.4.3.2-1: Edge Application Server Registration procedure

1.
The Edge Application Server determines that registration to the Edge Enabler Server is needed (e.g. the Edge Application Server is instantiated and started up). The Edge Application Server may also determine that its existing registration needs to be updated (e.g. because the Edge Application Server's status or availability schedule has changed). 

2.
The Edge Application Server sends a Registration Request to the Edge Enabler Server. The request indicates if the request is for a new registration or an update to an existing registration. 

The Edge Application Server may include a QoS Indicator to indicate that the Edge Enabler Server is responsible for triggering a QoS modification via N5 reference point, if there is any required for the PDU session used by the Edge Enabler Client.
3.
The Edge Enabler Server performs an authorization check to verify whether the Edge Application Server has the proper privileges to register.

Editor's note: It's FFS whether and how the EAS instances are registered and authorized at the Edge Enabler Server.

4.
Upon successful authorization, the Edge Enabler Server stores the EAS Profile for later use (e.g. for serving Edge Application Server discovery requests received from Edge Enabler Clients, etc.) and replies to the Edge Application Server with a Registration Response. The Edge Enabler Server may provide an expiration time to indicate to the Edge Application Server when the registration will automatically expire. The Edge Application Server shall send a Registration Request message with a Registration Type Indicator of type Update prior to the expiration to maintain the current registration. The Edge Enabler Server will treat the registration expiration as an implicit de-registration.
* * * Next Change * * * *

8.5.2
Edge Application Server Discovery

…

8.5.2.2
Procedure

Pre-conditions:

1.
Information related to the Edge Enabler Server is available with the Edge Enabler Client
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Figure 8.5.2.1-1: Edge Application Server Discovery procedure

1.
The Edge Enabler Client sends an Edge Application Server discovery request to the Edge Enabler Server. The discovery request may contain query filters to retrieve information about a particular Edge Application Server or a category of Edge Application Servers, e.g. gaming applications. Query filters may also indicate a desired level of service permissions (e.g. trial, gold-class, etc.), desired features (e.g. multi-player or single player), or desired location availability. 

2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server checks if the Edge Enabler Client is authorized to discover the requested Edge Application Server(s). The authorization check may apply to an individual Edge Application Server, a category of Edge Application Servers or to the Edge Data Network, i.e. to all the Edge Application Servers. If the discovery request contained query filters that indicated a desired level of service permissions, features, and/or location availability, then the Edge Enabler Server may also check if the discovered Edge Application Servers are able to provide the desired level of service permissions, features, and/or location availability.


The Edge Enabler Server determines a set of discovered Edge Application Servers that match the query filters (e.g. Application Client Profiles) provided in the request. For this task the Edge Enabler Server may take additional information into account, e.g. the QoS required to meet the Maximum response time and the QoS configuration currently assigned to the PDU session used by the Edge Enabler Client.
3.
The Edge Enabler Server sends an Edge Application Server discovery response including information about the discovered Edge Application Servers. For registered discovered Edge Application Servers, this includes endpoint information. Depending on the query filters or Application Client Profiles in the discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, Application Client locations(s) that the Edge Application Servers can support, KPIs, etc. 

Upon receiving the Edge Application Server discovery response, the Edge Enabler Client uses the endpoint information for routing of the outgoing application data traffic to Edge Application Server(s), as needed, and may provide necessary notifications to the Application Client(s).
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