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1. Introduction

This doc proposes the key issue that application layer of factories of futures shall support capability exposure to fulfill the  requirements  of 3GPP TS 22.261.

2. Reason for Change

Contribution with new text.

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745-24 v0.7.0.
* * * First Change * * * *

5
Key Issues

5.X
Key Issue X: Capability Exposure
The requirement of capability exposure is specified in subclause 6.10.2 of 3GPP TS 22.261 [2] and analysed in Table 4.1.2-1.
API requirements of factories of futures are analysed as follows:

geographic location, monitor network resource, communication services, monitor UE status, private slice network status, manage non-public network & private slice(s), private slice infrastructure, automatic configuration services to non-public networks.
Issues include:

-
Whether and how additional service APIs are required to be supported at the factories of the future application enabler layer.

-
Whether and how CAPIF can be leveraged for additional service APIs.
