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\* \* \* \* \* \* \* FIRST CHANGE \* \* \* \* \* \* \*

##### 7.5.2.1.32 MCData query remove file request

Table 7.5.2.1.32-1 describes the information flow for the MCData query remove file request sent from the media storage function of the MCData content server to MCData server.

Table 7.5.2.1.32-1: MCData query remove file request

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user removing file |
| Partner MCData system identity (see NOTE) | O | The identity of the partner MCData system where the file has also been downloaded |
| Content reference | M | URL of the content to be removed |
| NOTE: The identity of the partner MCData system is present when sent from MCData content server to MCData server. |

##### 7.5.2.1.33 MCData query remove file response

Table 7.5.2.1.33-1 describes the information flow for the MCData query remove file response sent from the MCData server to the media storage function of the MCData content server.

Table 7.5.2.1.33-1: MCData query remove file response

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user removing file |
| Partner MCData system identity (see NOTE) | O | The identity of the partner MCData system where the file has also been downloaded |
| Content reference | M | URL of the content to be removed |
| Result | M | An indication whether the MCData user is allowed to remove the file from the content storage or not based on the permissions |
| NOTE: The identity of the partner MCData system is present when sent from MCData content server to MCData server. |

\* \* \* \* \* \* \* SECOND CHANGE \* \* \* \* \* \* \*

##### 7.5.2.8.2 Procedure for single MCData system

The procedure in figure 7.5.2.8.2-1 describes the case where a MCData user is removing the file that was previously uploaded to the MCData content server.

Pre-conditions:

1. The MCData user on the media storage client is registered for receiving MCData service.

2. The file has been successfully uploaded by the MCData user using the procedures defined in subclause 7.5.2.2.

****

**Figure 7.5.2.8.2-1: File removal using HTTP by authorised user**

1. The user on the media storage client decides to remove a file that was previously uploaded.

2. The URL of the file to be removed is included in the request sent to the media storage function on the MCData content server.

3. The media storage function on the MCData content server queries the MCData server based on operator policies to verify whether the requesting MCData user is allowed to remove the file.

NOTE: Step 4 is skipped if the MCData content server does not initiate MCData query remove file request.

4. The MCData server provides MCData query remove file response indicating success or failure.

5. The MCData content server remove the file indicated by the URL.

6. The MCData content server informs the media storage client if the file is successfully removed.

Editor's note: It is FFS if and how the recipients of the file URL need to be notified if the file is no longer available to be downloaded

##### 7.5.2.8.3 Procedure for file removal using HTTP by authorized user

The procedure in figure 7.5.2.8.3-1 describes the case where an MCData user removes the file that was previously uploaded to the primary MCData system MCData content server, and where the file has been made available in the partner MCData system MCData content server.

Pre-conditions:

1. The MCData user on the media storage client is registered for receiving MCData service.

2. The file has previously been uploaded to the MCData content server in the primary MCData system of MCData client 1.

3. The file has been successfully transferred to the MCData content server in the partner MCData system.



**Figure 7.5.2.8.3-1: File removal using HTTP by authorized user**

1. The user on the media storage client decides to remove a file that was previously uploaded.

2. The URL of the file to be removed is included in the request sent to the media storage function on the primary MCData content server.

3. The media storage function on the MCData content server queries the MCData server based on operator policies to verify whether the requesting MCData user is allowed to remove the file or not.

NOTE: Step 4 is skipped if the MCData content server does not initiate MCData query remove file request.

4. The MCData server provides MCData query remove file response indicating whether the requesting user is allowed to remove the file or not.

5. The primary MCData content server removes the file indicated by the URL.

6. As the primary MCData content server has recorded that the file has previously been sent to the partner MCData system, the primary MCData content server sends the MCData remove file request by user to the partner MCData content server, containing the URL of the file which was stored on the primary MCData content server.

7. The partner MCData content server identifies the file to be removed corresponding to the file indicated by the URL received from the Primary MCData content server and removes it.

8. The partner MCData content server informs the primary MCData content server that the file has been successfully removed.

9. The primary MCData content server informs the media storage client if the file is successfully removed.

Editor's note: It is FFS if and how the recipients of the file URL need to be notified if the file is no longer available to be downloaded

##### 7.5.2.8.4 Procedure for file removal using HTTP by authorized user from partner MCData system

The procedure in figure 7.5.2.8.4-1 describes the case where an MCData user from partner MCData system removes the file that was previously uploaded to the primary MCData system MCData content server, and where the file has been made available in the partner MCData system MCData content server.

Pre-conditions:

1. The MCData user on the media storage client is registered for receiving MCData service.

2. The file has previously been uploaded to the MCData content server in the primary MCData system of MCData client 1.

3. The file has been successfully transferred to the MCData content server in the partner MCData system.



Figure 7.5.2.8.4-1: File removal using HTTP by authorized user from partner MCData system

1. The user on the media storage client decides to remove a file that was previously uploaded.

2. The URL of the file to be removed is included in the request sent to the media storage function on the partner MCData content server.

3. As the partner MCData content server has recorded that the file has previously been sent from the primary MCData system, the partner MCData content server sends the MCData remove file request by user to the primary MCData content server. The file URL sent to the primary MCData content server is formed by removing the previously prepended URI of the partner MCData content server, such that the URL identifies the file location in the primary MCData content server.

4. The media storage function on the primary MCData content server queries the primary MCData server based on operator policies to verify whether the requesting MCData user is authorized to remove the file or not.

NOTE: Step 5 is skipped if the MCData content server does not initiate MCData query remove file request.

5. The primary MCData server provides MCData query remove file response indicating success or failure.

6. The primary MCData content server removes the file indicated by the URL.

NOTE: Step 6 may occur at any time following step 5 and before step 9.

7. The primary MCData content server informs the partner MCData content server that the file has been successfully removed.

 NOTE 1: Step 6 and step 7 may occur at same time following step 5.

 NOTE 2: Step 10 may occur following step 7 and before step 8.

8. The partner MCData content server informs the media storage client if the file is successfully removed.

9. As the primary MCData content server has recorded that the file has previously been sent to the partner MCData system, the primary MCData content server sends the MCData remove file request by user to the partner MCData content server, containing the URL of the file that was stored on the primary MCData content server.

10. The partner MCData content server identifies the file to be removed corresponding to the file indicated by the URL received from the Primary MCData content server and removes it.

11. The partner MCData content server informs the primary MCData content server that the file has been successfully removed.

NOTE 1: Step 9 to 11 may occur at any time following step 5.

NOTE 2: Step 9 to Step 11 may not be needed if only one partner MCData system is involved because the partner MCData content server can delete the file on receiving the MCData remove file response by user.

Editor's note: It is FFS to clarify who is an authorized user e.g. dispatcher in a partner system.

\* \* \* \* \* \* \* END CHANGES \* \* \* \* \* \* \*