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\* \* \* \* \* \* \* FIRST CHANGE \* \* \* \* \* \* \*

##### 7.5.2.1.28 MCData query upload data request

Table 7.5.2.1.28-1 describes the information flow for the MCData query upload data request sent from the MCData content server to the MCData server.

Table 7.5.2.1.28-1: MCData query upload data request

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user uploading data |
| Content metadata | M | Metadata of the content to upload |
| Emergency indicator (see NOTE) | O | Indicates that the data request is for MCData emergency communication |

##### 7.5.2.1.29 MCData query upload data response

Table 7.5.2.1.29-1 describes the information flow for the MCData query upload data response sent from the MCData server to the MCData content server.

Table 7.5.2.1.29-1: MCData query upload data response

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user requesting to upload data |
| Result | M | An indication whether the upload to the content storage is allowed or not based on the permissions, transmission control policies etc. |

##### 7.5.2.1.30 MCData query download data request

Table 7.5.2.1.30-1 describes the information flow for the MCData query download data request sent from the MCData content server to the MCData server.

Table 7.5.2.1.30-1: MCData query download data request

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user downloading data |
| Emergency indicator (see NOTE) | O | Indicates that the data request is for MCData emergency communication |

##### 7.5.2.1.31 MCData query download data response

Table 7.5.2.1.31-1 describes the information flow for the MCData query download data response sent from the MCData server to the MCData content server.

Table 7.5.2.1.31-1: MCData query download data response

|  |  |  |
| --- | --- | --- |
| Information element | Status | Description |
| MCData ID | M | The identity of the MCData user requesting to download data |
| Result | M | An indication whether the download from the content storage is allowed or not based on the permissions, reception control policies etc. |

\* \* \* \* \* \* \* SECOND CHANGE \* \* \* \* \* \* \*

##### 7.5.2.2.2 Procedure

The procedure in figure 7.5.2.2.2-1 describes the case where an MCData user is uploading a file to media storage function on the MCData content server.

Pre-conditions:

1. The MCData user on the media storage client is registered for receiving MCData service.



**Figure 7.5.2.2.2-1: File upload using HTTP**

1. The user at the media storage client initiates a file upload request of the chosen file. If MCData emergency state is already set for the media storage client (due to previously triggered MCData emergency alert), the media storage client sets emergency indicator in the request. The media storage client verifies that the size of the file is within the maximum data size for FD for the intended MCData FD request (by checking the group configuration for a group FD request and by checking the service configuration for a one-to-one FD request).

2. The file to be uploaded is received by the media storage client and sent to the media storage function on the MCData content server for storing using the MCData upload data request.

3. The media storage function on the MCData content server queries the MCData server to verify whether the requesting MCData user is allowed to upload the content based on the permission and transmission control policies etc.

NOTE: Whether the requesting MCData user has the permission to upload file to the MCData content server can be validated using the access token. The authentication and authorization aspects of MCData content server storage access are the responsibility of SA3 and thus outside the scope of the present document.

4. The MCData server may apply transmission control policies based on the user profile configuration and provides a MCData query upload data response indicating success or failure.5. The MCData content server provides a MCData upload data response indicating success (along with file URL to the media storage client) or failure.

\* \* \* \* \* \* \* THIRD CHANGE \* \* \* \* \* \* \*

##### 7.5.2.3.2 Procedure

The procedure in figure 7.5.2.3.2-1 describes the case where an MCData user is downloading a file from the media storage function of the MCData content server.

Pre-conditions:

1. The MCData user on the media storage client is registered for receiving MCData service.



**Figure 7.5.2.3.2-1: File download using HTTP**

1. The user at the media storage client initiates a file download request available at the indicated URL.

2. The file available at the URL (received in MCData FD request or MCData group standalone FD request) is requested to be downloaded by the media storage client from the media storage function on the MCData content server using a MCData download data request. If emergency indicator is set in received in MCData FD request or MCData group standalone FD request, the media storage client sets emergency indicator in MCData download data request.

NOTE: the Media storage client can perform partial download requests to complete the missing parts after an incomplete transmission.

3. The media storage function on the MCData content server queries the MCData server to verify whether the requesting MCData user is allowed to download the content based on the permissions and reception control policies etc.

NOTE: Whether the requesting MCData user has the permission to download file from the MCData content server can be validated using the access token. The authentication and authorization aspects of MCData content server storage access are the responsibility of SA3 and thus outside the scope of the present document.

4. The MCData server may apply reception control policies based on the user profile configuration and provides a MCData query download data response indicating success or failure.

5. The media storage function on the MCData content server provides a MCData download data response including the file to the media storage client.

\* \* \* \* \* \* \* END CHANGES \* \* \* \* \* \* \*