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1. Introduction

This paper introduce various clarifications.
2. Reason for Change

Improvement of the text.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to approve the following changes to 3GPP TR 23.755 v0.5.0.
* * * First Change * * * *
3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Remote Identification (Remote ID) of UAS: The ability of a UAS in flight to provide identification and tracking information that can be received by other parties, to facilitate advanced operations for the UAS (such as Beyond Visual Line of Sight operations as well as operations over people), assist regulatory agencies, air traffic management agencies, law enforcement, and security agencies when a UAS appears to be flying in an unsafe manner or where the UAS is not allowed to fly [8].
Unmanned Aerial System (UAS): Composed of Unmanned Aerial Vehicle (UAV) and related functionality, including command and control (C2) links between the UAV and the UAV controller, the UAV and the network, and for remote identification. A UAS may comprise of a UAV and a UAV controller.
UAS Service Supplier (USS): An entity that provides services to support the safe and efficient use of airspace by providing services to the operator / pilot of a UAS in meeting UTM operational requirements. A USS can provide any subset of functionality to meet the provider's business objectives (e.g., UTM, Remote Identification) [7].
UAS Traffic Management (UTM): A set of functions and services for managing a range of autonomous vehicle operations (e.g. authenticating UAV, authorizing UAS services, managing UAS policies, and controlling UAV traffics in the airspace) [7].
UAV:
The Unmanned Aerial Vehicle (also called remotely piloted aircraft or drone) of a UAS.
UAV controller: The UAV controller of a UAS enables a pilot to control a UAV.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

BVLOS
Beyond Visual Line of Sight 

C2
Command and Control

Remote ID
Remote Identification

UAS
Unmanned Aerial System
UAV
Unmanned Aerial Vehicle
UAV-C
Unmanned Aerial Vehicle Controller
USS
UAS Service Supplier
UTM
UAS Traffic Management
* * * Next Change * * * *
7.2
UAS Reference Model
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Figure 7.2-1: UAS model in 3GPP ecosystem

In the UAS reference model:

-
a UAS is composed of one UAV controller and one or more UAV(s).

-
UAVs are connected over cellular connectivity.

-
a UAV may be controlled by a UAV controller connected via the 3GPP mobile network.

-
a UAV may be controlled by a UAV controller not connected via the 3GPP mobile network, using a C2 interface not in 3GPP scope.


-
a UAV controller connected via the 3GPP mobile network may control one or more UAV(s).

-
the UAS exchanges application data traffic with a UAS Service Supplier (USS).

Editor's Note:
The relationship between USS and UTM is FFS.
* * * Next Change * * * *
8.1
Solution #1: Network assisted positioning for USS/UTM
8.1.1
Solution description

8.1.1.1
General

This solution aims to address the gaps identified in Key Issue #3 "UAV location information". The solution proposes to enable network assisted positioning support for both UAV/UAV-C and USS/UTM. The procedures for network assisted positioning used by UAV and USS/UTM respectively are covered. This solution uses existing features for estimating location of a UE by a 3GPP Location Server and the network sending this as supplementary location information to the USS/UTM based on request.

Editor's Note: It is FFS and must be further studied how existing functions for Location Services in 3GPP that can be utilized to provide location services for the USS/UTM, and whether any gaps exist.
Editor's Note: It is FFS and must be further studied what additional location information that is provided from the UAS Clients in the UAV and UAV-C and the USS/UTM.

The solution uses a network function called UAV Control Function (UCF) to process location information from 3GPP Location Services and from the USS/UTM. The UCF will provide the USS/UTM with positioning information that are further processed. The UCF interface options are:

a)
UCF located in 5GC: with a Location Server directly accessible (as a NEF), with UE connected over the control plane (via AMF), with USS/UTM accessible via NEF; and

b)
UCF located outside 5GC: with a Location Server accessible via NEF, with UE connected over user plane, with USS/UTM accessible via interface outside of the 3GPP scope.
NOTE:
Some or all of UCF functionality can be provided by existing functions (e.g. AMF, PCF). Architecture aspects such as the use of a UCF needs to be verified with SA2 once SA2 work has sufficiently progressed.
Editor's Note: whether this solution addresses both the trusted and untrusted location reporting requirement is FFS.
* * * End of Changes * * * *
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1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



