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1. Introduction
In 3GPP TR 23.700-24, Key issue 8 and Solution 3 describe about usage of SEAL in 5G MSG.
	6.3
Solution 3: Group management using SEAL

6.3.1
General

The following solution corresponds to the key issue #8 describing the group management using the procedures in SEAL TS 23.434 [9].

Editor's note:
The solution alignment based on inclusion of SEAL in the architecture figure is FFS.

6.3.2
Solution description for establishing a group

The solution in SEAL TS 23.434 [9] subclause 10.3.3 is used for group creation in MSGin5G Service. The MSGin5G Client (or the Application Server) acts as the Group management client and the MSGin5G Server acts as the Group management server as specified in 3GPP TS 23.434 [9].
6.3.3
Solution description for adding UEs to the group or removing UEs from the group

The solution in SEAL TS 23.434[9] subclause 10.3.5.2 is used for adding UEs to the group or removing UEs from the group in MSGin5G Service. The MSGin5G Client (or the Application Server) acts as the Group management client and the MSGin5G Server acts as the Group management server as specified in 3GPP TS 23.434 [9].
6.3.4
Solution description for configuration of a maximum number of members in a group

The solution in SEAL TS 23.434[9] subclause 10.3.6.1 is used for configuration of a maximum number of members in a group in MSGin5G Service. The MSGin5G Client (or the Application Server) acts as the Group management client and the MSGin5G Server acts as the Group management server as specified in 3GPP TS 23.434 [9].


TR also has an editor's note for representing SEAL in the Application architecture of the MSGin5G Service.
Editor's note:
Representing usage of SEAL in the above application architecture figure 7.1-1 is FFS.

2. Reason for Change
As per the current description in 3GPP TR 23.700-24, SEAL is atleast expected to be used for Group management. It is proposed to update the Application architecture of the MSGin5G Service depicting the SEAL client and SEAL server. Additionally it is proposed to include reference points from SEAL specification coresponding to the Group Management and Configuration Management.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-24 V0.3.0.
* * * First Change * * * *

7
Application architecture of the MSGin5G Service

7.1
Application architecture

Figure 7.1-1 shows the application architecture of the MSGin5G Service.  The MSGin5G Service shall fulfil the MSGin5G service requirements which are enumerated in 3GPP TS 22.262 [2].
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Figure 7.1-1: Application Architecture of the MSGin5G Service

NOTE 1:
Examples of some MSGin5G deployment scenarios are described in clause 4

NOTE 2:  When 3GPP UEs do not support MSGin5G Client functionality, the MSGin5G Server may interwork to legacy 3GPP messaging services (e.g. SMS) to deliver messages to/from these UEs. 

Editor's note:
Representing usage of SEAL in the above application architecture figure 7.1-1 is FFS.

The MSGin5G client(s) interacts with SEAL clients over the MSGin5G-Sc reference point specified for each SEAL service. The MSGin5G server(s) interacts with SEAL servers over the MSGin5G-Ss reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL server is supported by MSGin5G-Suu reference point specified for each SEAL service.

NOTE 3:
The reference points SEAL-C, SEAL-S, SEAL-PC5, SEAL-UU reference points for each SEAL service corresponding to MSGin5G-Sc, MSGin5G-Ss and MSGin5G-Suu reference points respectively are specified in 3GPP TS 23.434 [9].
7.2
Functional elements

7.2.1
General

The functional entities of the application architecture for the MSGin5G Service are described in this clause.

7.2.2
MSGin5G Server

A MSGin5G Server provides server-side functionality to assist UE Application Clients with the sending and receiving of messages via the MSGin5G Service to/from Application Servers and/or Application Clients hosted on other UEs.

Functionalities of MSGin5G Server:

-
Exposing MSGin5G APIs to enable Application Servers to use the MSGin5G Service; 
-
Registration of MSGin5G Clients and MSGin5G Gateway Clients to enable the exchange of configuration information required for proper operation of the MSGin5G Service;
-
Exchanging MSGin5G messages with Application Servers, MSGin5G Clients and MSGin5G Gateway Clients; and
-
Providing information related to the MSGin5G Service, such as client availability, to MSGin5G Clients and MSGin5G Gateway Clients.
7.2.3
MSGin5G Client

A MSGin5G Client provides client-side functionality to assist UE Application Clients with the sending and receiving of messages via the MSGin5G Service to/from Application Servers and/or Application Clients hosted on other UEs.

Functionalities of MSGin5G Client:

-
Exposing MSGin5G APIs to enable Application Clients to use a MSGin5G Service; 

-
Registration of a MSGin5G Client to a MSGin5G Server to enable the exchange of configuration information required to use a MSGin5G Service; and

-
Exchanging MSGin5G messages with a MSGin5G Server.

7.2.4
MSGin5G Gateway Client

A MSGin5G Gateway Client provides functionality to assist a MSGin5G Gateway with the translation between the MSGin5G Service and a non-3GPP message service.  

Functionalities of MSGin5G Gateway Client:

-
Exposing MSGin5G APIs to enable a Non-3GPP Message Server to use a MSGin5G Service; 

-
Registration of a MSGin5G Gateway Client to a MSGin5G Server to enable the exchange of configuration information required to use a MSGin5G Service; and

-
Exchanging MSGin5G messages with a MSGin5G Server.
7.2.5
Application Client 

The Application Client provides client-side application functionality.

NOTE:
The details of the Application Client are out of scope of the present document.

7.2.6
Application Server 

The Application Server provides server-side application functionality.

NOTE:
The details of the Application Server are out of scope of the present document.
7.2.7
3GPP Message Client 

The 3GPP Message Client provides client-side functionality for a legacy 3GPP message service (e.g. SMS).

NOTE:
The details of the 3GPP Message Client are out of scope of the present document.
7.2.8
Non-3GPP Message Client 

The Non-3GPP Message Client provides client-side functionality for a Non-3GPP Message Service.

NOTE:
The details of the Non-3GPP Message Client are out of scope of the present document.
7.2.9
Non-3GPP Message Server 

The Non-3GPP Message Server provides server-side functionality for a Non-3GPP Message Service.

NOTE:
The details of the Non-3GPP Message Server are out of scope of the present document.
7.2.10
SEAL client

The following SEAL clients for MSGin5G Service are supported:

-
Group management client as specified in 3GPP TS 23.434 [9];
-
Configuration management client as specified in 3GPP TS 23.434 [9].
7.2.11
SEAL server
The following SEAL servers for MSGin5G Service are supported:

-
Group management server as specified in 3GPP TS 23.434 [9];
-
Configuration management server as specified in 3GPP TS 23.434 [9].
7.3
Reference Points

7.3.1
General

The reference points of the application architecture for the MSGin5G Service are described in this clause.

7.3.2
MSGin5G-1

The interactions related to enabling MSGin5G message exchange between a MSGin5G Client and a MSGin5G Server are supported by the MSGin5G-1 reference point. This reference point supports:

-
Registration of a MSGin5G Client to a MSGin5G Server; and

-
The exchange of MSGin5G messages.

7.3.3
MSGin5G-2

The interactions related to enabling MSGin5G message exchange between a MSGin5G Server and a 3GPP Network are supported by the MSGin5G-2 reference point. This reference point supports:

-
Access to 3GPP Network functions and APIs for retrieval of network capability information; and

-
Access to 3GPP Network functions and APIs to enable sending and receiving of MSGin5G messages.

7.3.4
MSGin5G-3
The interactions related to enabling MSGin5G message exchange between an Application Server and a MSGin5G Server are supported by the MSGin5G-3 reference point. This reference point supports:

-
Access to MSGin5G Server and APIs to enable sending and receiving of MSGin5G messages; and

-
Adherence to CAPIF as specified in 3GPP TS 23.222 [13].
7.3.5
MSGin5G-4

The interactions related to enabling MSGin5G message exchange between a MSGin5G Gateway Client and a MSGin5G Server are supported by the MSGin5G-4 reference point. This reference point supports:

-
Registration of MSGin5G Gateway Client to MSGin5G Server; and

-
The exchange of MSGin5G messages.

7.3.6
MSGin5G-5

The interactions related to enabling MSGin5G message exchange between an Application Client and a MSGin5G Client are supported by the MSGin5G-5 reference point. This reference point supports:

-
Obtaining information from Application Clients required to enable the MSGin5G Client and MSGin5G Server to exchange and route MSGin5G messages between Application Clients and Application Servers.

-
Configuring Application Clients with information required to enable the MSGin5G Client and MSGin5G Server to exchange and route MSGin5G messages between Application Clients and Application Servers.
-
Receiving outgoing requests from Application Clients to send MSGin5G messages to other Application Clients and Application Servers.
-
Sending notifications to Application Clients of incoming MSGin5G messages received from other Application Clients and Application Servers.
7.3.7
MSGin5G-X

The interactions related to enabling MSGin5G message exchange between an Application Client and a 3GPP Message Client are supported by this reference point.

Editor's note:
It is FFS whether the MSGin5G-X reference point is in scope of the present document.

7.3.8
MSGin5G-Y

The interactions related to enabling MSGin5G message exchange between a 3GPP Message Client and a 3GPP Network are supported by this reference point.

Editor's note:
It is FFS whether the MSGin5G-Y reference point is in scope of the present document.

7.3.9
MSGin5G-Sc
The following SEAL-C reference points for MSGin5G Service are supported:

-
GM-C reference point for group management as specified in 3GPP TS 23.434 [9];

-
CM-C reference point for configuration management as specified in 3GPP TS 23.434 [9].
6.4.9
MSGin5G-Ss
The following SEAL-S reference points for MSGin5G Service are supported:

-
GM-S reference point for group management as specified in 3GPP TS 23.434 [9];

-
CM-S reference point for configuration management as specified in 3GPP TS 23.434 [9].
6.4.11
MSGin5G-Suu
The following SEAL-UU reference points for MSGin5G Service are supported:

-
GM-UU reference point for group management as specified in 3GPP TS 23.434 [9];

-
CM-UU reference point for configuration management as specified in 3GPP TS 23.434 [9].
* * * Next Change * * * *
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