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Abstract: This contribution provide a overall analysis and comparison of all the EAS discovery solutions in X, Y, Z ... aspects.
1. Solution category
In this TR, the solutions for EAS discovery can be categoried as follows:

EES acting as distributed DNS solutions (solution #1, Solution #1+Solution#22, Solution#13a,Solution #23. EES acts as distributed DNS server);

EDN CS acting as centralized DNS soltuion (Solution #13b. EDN CS acts as distributed DNS server);
Traditional DNS based soltuion (solution #24. DNS server is updated via EDN CC and EDN CS); and

EES acting as DNS proxy solution (Solution #x. EES acts as DNS proxy)
2. Principles for solution selection
Principle #1: less UE impacted 
For the EES acting as distributed DNS solutions, EDN CS acting as centralized DNS soltuion and Traditional DNS based soltuion, either the application client or the mobile OS has to be changed to implement these solutions.

For the EES acting as DNS proxy solution, there is no impact to the UE.
Principle #2: Cover more scenarios and deployments
EES acting as distributed DNS solutions fail to satisfy the scenario that EAS is not deployed in some of the EDNs where the EES within those EDN may not have the EAS requesting by the UE.
EDN CS acting as centralized DNS soltuion fails to satisfy the scenario that the MNO provide the EDN CS and the 3rd party provide the EES which the EDN CS may not get the EES and its registered EAS(s).

Traditional DNS based soltuion fails to satisfy the scenario that the distributed DNS servers which are owned by application provider may be not known to EDN CS which is provided by MNO.
EES acting as DNS proxy solution can cover all the scenarios and deployments.

Principle #3: less overlap with SA2
Traditional DNS based soltuion has overlap with SA2 in which the SMF provide the DNS server address to the UE.
EES acting as distributed DNS solutions, EDN CS acting as centralized DNS soltuion and EES acting as DNS proxy solution has no overlap with SA2.

Principle #4: Single solution for EAS discovery
When comes to TS phase, only one solution to EAS discovery should be selected for normative work as the baseline solution considering the Interoperability between different providers of UE and server.

However, if other solutions can provide extra benefit to the baseline soltuion for a certain case, it is can be included under a limited conditions.
3. Conclusion and proposals
As a conclusion, the EES acting as DNS proxy solution is the best solution to EAS discovery which has less impact to UE, cover all the all the scenarios and deployments and has no overlap with SA2, and shall be selected as the baseline solution to the normative work.

Annex :Sumamry of all the solutions
The solutions related to EAS discovery are compared as following table.

	Comparison
	EDN CS role
	EES role
	EEC role / 
EDN CC role
	Impact to UE
	Impact to app client
	Applicable for all scenarios
	complete or dependency on other solutions
	EES granularity 

	Solution #1
	Providing  list of EESs info to UE as a precondition
	Retrieve EAS IP and policy/filter enforcement
	Determine the best matched  EES to connect at its current location.
Initaite EAS discovery.
	May change the trigger for PDU session establish (based on configuration fromn application layer)
	Be aware of the EEC
	Fail if no EAS in the EDN; 


	Not a complete Solution to cover all the scenarios.
has dependency on Solution #2 (pre-condition) and Solution #22
	Per UE / per area

	Solution#1+ #22
	Providing EASs in other EES(s) to target EES(s) 
	Providing EAS IP in other EES(s) to EEC
	Get notified about the EAS (same as solution #7)
	N/A
	Be aware of the EEC
	Fail is no EAS deployed in all EDNs.
	Not a comlete solution for KI#1, but the supplements to solution #1 for Edge Application Server discovery
	Per UE / per area

	Solution #7
	Providing list of EESs info to UE as a precondition
	Get and notify EAS dynamic information update to EEC
	Subscribe from the connecting EES and get notification about EAS within an EDN
	N/A 
	Be aware of the EEC
	Invalid if no requesting EAS in the EDN; 
	has dependency on Solution #2 (pre-condition)
	Per UE / Per area

	Solution #13a (7.13.1.3)
	Providing most suitable Edge Data Network with EES info to UE as a precondition.

Knowing the EAS is deployed in which EDN.
	Retrieve EAS IP and policy/filter enforcement
	Initaite EAS discovery;
Determine the best EAS to connect if multiple EAS returned from EES.
	May change the trigger for PDU session establish (based on configuration fromn application layer)
	Be aware of the EEC
	Depends on the most suitable EDN is per UE or per APP.
	has dependency on other procedure (7.13.1.2)
	Per UE / Per area ?

	Solution #13b (7.13.1.4)
	Providing EAS IP and its associated EES to EEC
	N/A
	EDN CC initiates EAS discovery
	
	Be aware of the EDN CC
	If no EAS in any EDNs, return the default one.
	N/A
	Per APP

	Solution #23
	Providing list of EESs info to UE as a precondition
	Retrieve EAS IP and policy/filter enforcement.
Interactin with other EES get EAP IP.
	EEC initiates EAS discovery
	May change the trigger for PDU session establish (based on configuration fromn application layer)
	Be aware of the EEC
	Depend on the feasibility of interactions between EESs.
	has dependency on Solution #2 (pre-condition)
	Per UE / Per area ?

	Solution #24
	Providing DNS server addr to EDN CC
	N/A
	Request DNS server addr
	DNS client in UE updates DNS server based on EDN CC configuration
	N/A
	Depend on how EDN CS knowing the DNS server addr
	the enhancement to tranditional DNS resolution.
	N/A


