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1. Introduction
This contribution is to update Solution- FF application layer functional model.
2. Reason for Change
In 3GPP TS 22.104, it is required that “the 5G system shall be able to support direct wireless communication (ProSe) between a group of UEs for periodic deterministic communication (both unicast and multicast) with respective service performance requirements in Table 5.2-1 (related to cooperative carrying)”.  So, UE to UE communication reference points should be added in FF application layer function model. 
The FF application need to utilize some common services (which defined in TS 23.434) from SEAL enabler layer. So SEAL enabler and related reference points need to be added in FF application layer functional mode.  
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v0.6.0.
* * * First Change * * * *

7.1.1.2
FF application layer functional model

Figure 7.1.1.2-1 illustrates the FF application layer functional model.
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Figure 7.1.1.2-1: FF application layer functional model

The FF application layer functional entities for the FF UE and the FF application server are grouped into the FF application specific layer and the FF Application Enabler (FAE) layer. The FAE layer offers the FAE capabilities to the FF application specific layer. The FF application specific layer consists of the FF application specific functionalities.  The FF application layer functional model utilizes the SEAL services which specified in 3GPP TS 23.434 [x].
The FF application server (AS) consists of the FAE server and the FF application specific server(s). The FAE server utilizes some common services (like location management, group management, configuration management, identity management, key management and network resource management) from SEAL server(s) via SEAL-S reference point.The FAE server provides the FF application layer support functions to the FF application specific server(s) via FAE-S reference point.
The FF UE consists of the FAE client and the FF application specific client(s). SEAL services are utilized by FAE client via SEAL-C reference point.The FAE client provides the FF application layer support functions to the FF application specific client(s) via FAE-C reference point.
NOTE 1:
The definition of FAE-C reference point is out of scope of the present document.

In the FAE layer, the FAE client communicates with the FAE server over FAE-1 reference point. In the FF application specific layer, the FF application specific client(s) communicates with FF application specific server(s) over FFA-1 reference point.

NOTE 2:
The definition of FFA-1 reference point is out of scope of the present document.
 In the FAE layer, the FAE client interacts with another FAE client over FAE-2 reference point. In the FF application specific layer, the FF application specific client communicates with another FF application specific client via FFA-2 reference point.

NOTE 3:
The definition of FFA-2 reference point is out of scope of the present document.
The FF SEAL client interacts with SEAL server via SEAL-UU reference point. The FF SEAL client interacts another FF SEAL client over SEAL-FF2 reference point. 

NOTE 4:
The definition of SEAL FF-2 and SEAL-UU reference point is FFS in SEAL and out of scope of the present document.
The FAE server interacts with another FAE server over FAE-E reference point.

The FAE server interacts with the 3GPP network system (5GS) over N5/N6/N33 reference points which defined in 3GPP TS 23.501 [7].
 The reference point between SEAL server and 5GS network is defined in 3GPP TS 23.434 [x] and out of scope of this document.
7.1.1.3
Functional entities description

7.1.1.3.1
General

Each subclause is a description of a functional entity corresponding to FF application layer and does not imply a physical entity.

7.1.1.3.2
FF application specific client

The FF application specific client provides the client side functionalities corresponding to the FF applications (e.g. motion control, control-to-control communication, mobile robots, process automation – process monitoring, mobile control panels, remote access and maintenance). The FF application specific client(s) utilizes the FAE client for the FF application layer support functions.

NOTE 4:
The details of the FF application specific client is out of scope of the present document.

7.1.1.3.3
FF application specific server

The FF application specific server provides the server side functionalities corresponding to the FF application(s) (e.g. motion control, control-to-control communication, mobile robots, process automation – process monitoring, mobile control panels, remote access and maintenance). The FF application specific server(s) utilizes the FAE server for the FF application layer support functions.

NOTE 5:
The details of the FF application specific server is out of scope of the present document.

7.1.1.3.4
FAE client

The FAE client provides the UE side FF application layer support functions and supports interactions with the FF application specific client(s).

7.1.1.3.5
FAE server

The FAE server provides the server side FF application layer support functions and supports interactions with FF applications specific server(s). 

The FAE server also support interactions with other FAE server(s).

7.1.1.3.6
SEAL client

The following SEAL client defeined in 3GPP TS 23.434 [x] can be utilized by FF appliations:

-
Location management client;

-
Group management client;

-
Configuration management client;
-
Identity management client;
-
Key management client;
-
Network resource management client.
7.1.1.3.7
SEAL server
The following SEAL server defeined in 3GPP TS 23.434 [X] can be utilized by FF applications:

-
Location management server;

-
Group management server;

-
Configuration management server;
-
Identity management server;
-
Key management server and;

-
Network resource management server.

7.1.1.4
Reference points

7.1.1.4.1
General

The reference points for the FF application layer are described in the following subclauses.

7.1.1.4.2
FAE-1

The interactions related to FF application layer support functions between FAE client and FAE server are supported by FAE-1 reference point. 

7.1.1.4.3
FFA-1
The interactions related to FF application layer support functions between FF application specific client and FF application specific server are supported by FFA-1 reference point. The details of FFA-1 reference point is out of scope of the present document.
7.1.1.4.4
FAE-E
The interactions related to FF application supports functions between the FAE servers are supported by FAE-E reference point.
7.1.1.4.5
FAE-S

The interactions related to FF application layer support functions between FF application specific server and FAE server are supported by FAE-S reference point. 

7.1.1.4.6
FAE-C

The interactions related to FF application layer support functions between FF application specific client and FAE client are supported by FAE-C. The details of FAE-C reference point is out of scope of the present document. 
7.1.1.4.7
FAE-2
The interactions between the FAE clients are supported by FAE-2 reference point. This reference point definition is depened on SA2 output and FFS.

7.1.1.4.8
FFA-2
The interactions between FF application specific clients are supported by FFA-2 reference point. The details of FFA-2 reference point is out of scope of the present document.
.

7.1.1.4.9
SEAL-C
The following SEAL-C reference points for V2X applications can be re-used by FF application(s):

-
LM-C reference point for location management as specified in 3GPP TS 23.434 [x];

-
GM-C reference point for group management as specified in 3GPP TS 23.434 [x];

-
CM-C reference point for configuration management as specified in 3GPP TS 23.434 [x];

-
IM-C reference point for identity management as specified in 3GPP TS 23.434 [x];

-
KM-C reference point for key management as specified in 3GPP TS 23.434 [x]; 

-
NRM-C reference point for network resource management as specified in 3GPP TS 23.434 [x].
7.1.1.4.10
SEAL-S
The following SEAL-S reference points for V2X applications can be re-used by FF application(s):

-
LM-S reference point for location management as specified in 3GPP TS 23.434 [x];

-
GM-S reference point for group management as specified in 3GPP TS 23.434 [x];

-
CM-S reference point for configuration management as specified in 3GPP TS 23.434 [x];

-
IM-S reference point for identity management as specified in 3GPP TS 23.434 [x];

-
KM-S reference point for key management as specified in 3GPP TS 23.434 [x]; 

-
NRM-S reference point for network resource management as specified in 3GPP TS 23.434 [x].
7.1.1.5
External reference points 

7.1.1.5.1
General

The reference points between the FF application layer and the 3GPP network system (5GS) are described in the following subclauses.

7.1.1.5.2
N5
The reference point N5 supports the interactions between the FF AS and the PCF is specified in 3GPP TS 23.501 [7]. The functions for N5 reference point are supported by FAE server.
7.1.1.5.3
N6
The reference point N6 supports the interactions between the UPF and FF AS is specified in 3GPP TS 23.501 [7]. The functions for N6 reference point are supported by FAE server.

7.1.1.5.4
N33
The reference point N33 supports the interactions between the NEF and FF AS is specified in 3GPP TS 23.501 [7]. The functions of N33 interface are supported by FAE server.
* * * Second Change * * * *
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* * * End Change * * * *
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