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Introduction
This contribution proposes to bring  from TR23.758 into the new TS an Application Context Relocation solution based on Solutions 9, 16, 20 and 21 of the TR. 

Specifically, clause 10.6.3.2 reflects solution 9, clause 10.6.3.3 reflects solution 16, clause 10.6.3.4 reflects solution 20 and clause 10.6.3.5 reflects solution 21.
* * * First Change * * * *

10.6
Service Continuity
10.6.1
General 

The Application Context Relocation procedure allows application context to be relocated when services are being transferred between a Source and a Target Edge Application Server. 
10.6.2
Information flows
10.6.2.1 Application Context Relocation Request 
Table 10.6.2.1-1 describes the information flow for an Application Context Relocation Request. This request may be exchanged between:

· Edge Application Servers and Edge Enabler Servers, e.g. Source Edge Application Server to Source Edge Enabler Server as shown in clause 10.6.3.2.
·  Edge Enabler Servers and Edge Application Server e.g. Target Edge Enabler Server to Target Edge Application Server as shown in clause 10.6.3.2., 10.6.3.3, 10.6.3.4, 10.6.3.5
· Two Edge Enabler Servers e.g. Source Edge Application Server to Target Edge Enabler Server as shown in clause 10.6.3.2., 10.6.3.3, 10.6.3.4, 10.6.3.5
· Edge Enabler Clients and Edge Enabler Server, e.g. Edge Enabler Client to Source Edge Enabler Server as shown in clause 10.6.3.5.
Table 10.6.2.1-1: Application Context Relocation Request
	Information element
	Status
	Description

	Originator ID
	M
	Unique identifier of the originator, i.e. an EEC, EAS or EES.

	Request direction
	M
	Indication of request direction, i.e. either source-to-target or target-to-source. The target-to-source direction applies only to requests in clause 10.6.3.4.

	UE Info
	M
	The identifier of the UE (i.e. GPSI or identity token) or UE IP address.

	Source EAS info
	M
	Source EAS information, may include FQDN, IP address.

	Application ID
	M
	Application ID of the application served by the source Edge Application Server

	Target EAS info
	O
	If the request direction is source-to-target, the element optionally provides Target EAS information. 

	Target EDN or EES
	O
	Identifier for the target EDN (e.g. DNAI) or EES. The element is mandatory if the request direction is source-to-target. 

	Application Client Relocation Credential (s)
	O
	Credential previously negotiated with the Source EAS that is used to authorize the relocation request

	Security credentials
	O
	Security credentials received from the Authentication/Authorization Function after successful authorization for the Edge Computing service.

	Application Client Context ID
	O
	Identifier for an Application Client Context 

	CN NF information
	O
	Optional CN NF information (such as the NEF, PCF) included to assist the target Edge Enabler Server to communicate with the 3GPP system.


10.6.2.2 Application Context Relocation Response
Table 10.6.2.2-1 describes the information flow for an Application Context Relocation Response. This response may be exchanged between:

· Edge Enabler Servers and an Edge Application Servers, e.g. Source Edge Enabler Server to Source Edge Application Server as shown in clause 10.6.3.2.

· Edge Application Servers and Edge Enabler Servers e.g. Target Edge Application Server to Target Edge Enabler Server as shown in clause 10.6.3.2., 10.6.3.3, 10.6.3.4, 10.6.3.5

· Two Edge Enabler Servers e.g. Target Edge Application Server to Source Edge Enabler Server as shown in clause 10.6.3.2., 10.6.3.3, 10.6.3.4, 10.6.3.5

· Edge Enabler Servers and Edge Enabler Clients e.g. Source Edge Enabler Server to Edge Enabler Client as shown in clause 10.6.3.5.

Table 10.6.2.2-1: Application Context Relocation Response
	Information element
	Status
	Description

	Response
	M
	Indication of acceptance or denial of the Application Context Relocation Request

	Target EAS info
	O
	Optional Target EAS information. 


10.6.2.3 Application Context Relocation Command 
Table 10.6.2.3-1 describes the information flow for an Application Context Relocation Command to be received by an Edge Application Server and originating at an Edge Enabler Server.
Table 10.6.2.3-1: Application Context Relocation Command
	Information element
	Status
	Description

	Originator ID
	M
	Unique identifier of the originator (Source EES)

	UE Identifier
	M
	The identifier of the UE (i.e. GPSI or identity token)

	Target EAS info
	O
	Information for the Target EAS. If the request direction is source-to-target, the element optionally provides Target EAS information. If the request direction is target-to-source the element mandatorily provides the source EAS information

	Security credentials
	O
	Security credentials received from the Authentication/Authorization Function after successful authorization for the Edge Computing service.

	Application Client Context ID(s)
	O
	Identifier for Application Client Context(s)

	Application Client Relocation Credential (s)
	O
	Credential previously negotiated with the Source EAS that is used to authorize the relocation request


10.6.2.4 Application Context Relocation Command Response
Table 10.6.2.4-1 describes the information flow for an Application Context Relocation Command Response originating at an Edge Application Server and received by an Edge Enabler Server.
Table 10.6.2.4-1: Application Context Relocation Response
	Information element
	Status
	Description

	Response
	M
	Indication of acceptance or denial of the Application Context Relocation Request


10.6.3
Procedures
10.6.3.1
General
10.6.3.2
Source Edge Application Server initiated procedure
Pre-conditions:

1.
The application client at the UE already has a connection to the source Edge Application Server; and
2.
The source Edge Application Server has subscribed to the user plane management event and receives the notifications as described in 3GPP TS 23.502 [x].
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Figure 10.6.3.2-1: Source EAS initiated service continuity procedure
1.
The source Edge Application Server determines the application context for the UE needs to be relocated (e.g. based on the user plane management event notifications, application mobility capability and requirements).

2.
The source Edge Application Server sends the Application Context Relocation Request (Originator ID, Request direction, UE Identifier, Source EAS info, Application ID, Target EAS info, Target EDN or EES) to the source Edge Enabler Server. The message includes some target information, i.e. Target EAS info, or Target EDN or EES information. 
3.
The source Edge Enabler Server determines the target Edge Application Server and its associated target Edge Enabler Server for the application context relocation from the information provided, e.g. based the target DNAI and Target EAS info 

4.
The source Edge Enabler Server sends Application Context Relocation Request (Originator ID, Request direction, UE Info, Source EAS info, Application ID, Target EAS info, Target EDN or EES, Security credentials, CN NF information). The CN NF information (such as the NEF, PCF) may be also included to assist the target Edge Enabler Server to communicate with the 3GPP system.

5.
The target Edge Enabler Server determines the target Edge Application Server corresponding to the source Edge Application Server information, and sends the Application Context Relocation Request  (Originator ID, Request direction, UE Info, Source EAS info, Application ID, Target EAS info, Target EDN or EES, Security credentials, CN NF information) the target Edge Application Server for UE application context transfer. Edge Application Server instantiation or other operations to activate this Edge Application Server may be required if the Target Edge Application Server is not running.
6.
The target Edge Application Server responds with an Application Context Relocation Response (response, optional Target EAS info)
7.
The target Edge Enabler Server returns the Application Context Relocation Response (response, optional Target EAS info)
8.
The source Edge Enabler Server sends the Application Context Relocation Command (Originator ID, Request direction,  UE Info, Target EAS info, Security credentials) to the source Edge Application Server to request the application context transfer.

9. When the source Edge Application Server determines the UE application context can be transferred, the source Edge Application Server delivers it to the target Edge Application Server via the source Edge Enabler Server and target Edge Enabler Server.
10. When the UE application context transfer is completed, an Application Context Transfer Notification is sent from the target Edge Application Server to the source Edge Application Server via Edge Enabler Servers.
11.
When the Application Context Transfer Notification is received, an Application Context Command Response is sent from source Edge Application Server to the source Edge Enabler Server. 
11. The source Edge Enabler Server sends an Application Context Relocation Response (response, optional Target EAS info) to the Source Edge Application Server.
Following this procedure, the source Edge Enabler Server acting as AF may trigger the AF request to influence on traffic routing procedure as described in 3GPP TS 23.502 [x]
10.6.3.3
Source Edge Enabler Server initiated procedure
Pre-conditions:

1.
The application client at the UE already has a connection to the source Edge Application Server; and
2.
The UE is able to communicate with the source Edge Enabler Server.
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Figure 10.6.3.3-1: Source EES initiated service continuity procedure
1.
The Source Edge Enabler Sever determines the application context for the UE needs to be relocated (e.g. based on the EDN service area and UE location information). The Edge Enabler Server may have target Edge Enabler Server information that is pre-provisioned, or it may request information from the Edge Data Network Configuration Server (e.g. by providing UE location information). 

2.
The source Edge Enabler Server sends the Application Context Relocation Request (Originator ID, Request direction, UE Info, Source EAS info, Application ID, Target EAS info, Target EDN or EES, Security credentials, CN NF information) to the target Edge Enabler Server. 

3.
The target Edge Enabler Server determines the target Edge Application Server, if not provided,  based on the received request. The target Edge Enabler Server sends the Application Context Relocation Request (Originator ID, Request direction, UE Info, Source EAS info, Application ID, Security credentials) to the determined Target Edge Application Server.

4.
The target Edge Application Server determines acceptance of the request and sends an Application Context Relocation Response to the target Edge Enabler Server. 

5.
The target Edge Enabler Server sends an Application Context Relocation Response (response, optional Target EAS info) to the source Edge Enabler Server. If the application context relocation is rejected  the following are not conducted.
6.
The source Edge Enabler Server sends an Application Context Relocation Command (Originator ID, Request direction,  UE Info, Target EAS info, Security credentials) to the source Edge Application Server. 

7.
The source Edge Application Server delivers UE application context to the target Edge Application Server via the source Edge Application Server to the target Edge Application Server. 

8.
When the UE application context transfer is completed, an Application Context Transfer Notification is sent from the target Edge Application Server to the source Edge Application Server via Edge Enabler Servers.

9. Upon receiving the Application Context Transfer Notification, the source Edge Application Server sends the Application Context Relocation Command Response to the source Edge Enabler Server. 

Following this procedure, the source Edge Enabler Server acting as AF may trigger the AF request to influence on traffic routing procedure as described in 3GPP TS 23.502 [x]
10.6.3.4
Edge Enabler Client initiated procedure via target Edge Enabler Server
Pre-conditions:

1.
The Application Client and source Edge Application Server exchanged a credential that can later be used by the Application Client to request that its context be transferred to a target Edge Application Server;
2.
The Application Client knows the identity of a target Edge Application Server that it wants to connect to. The Application Client may know this identity based on provisioned information or information that was provisioned on the Edge Enabler Client and discovered by the Application Client;
3.
The Edge Enabler Client and source Edge Enabler Server exchanged a credential that can later be used by the Edge Enabler Client to request that its context be transferred to a target Edge Enabler Server; and
4.
The Edge Enabler Client knows the identity of a target Edge Enabler Server that it wants to connect to. The Edge Enabler Client may know this identity based on provisioned information or information that was received from the Edge Data Network Configuration Server.


[image: image3.emf]Application 

Client

EEC Target EAS

Target 

EES

 Source 

EES 

Source

 EAS

2. Relocation Req

4. App. Context Relocation Req.

5. App. Context 

Relocation Req.

6. App. Context 

Relocation Resp.

7. App. Context 

Relocation Command 8. App. Context 

Relocation Command

12. App. Context 

Relocation Command Resp 

1. Determine that the Application 

Client Context is to be relocated

3. Get the target EES Information

11. App. Context 

Relocation Command Resp.

9. UE Context Transfer

13. App. Context Relocation Resp 

14. Application Context 

Relocation Ind.

10. App. Context Relocation Notif.


Figure 10.6.3.4-1: EEC initiated service continuity via target Edge Application Server 
1.
The Application Client may determine that its context needs to be relocated (e.g. based on UE mobility, the desire to access new features, etc.).

2.
If the Application Client determines that its context needs to be relocated, the Application Client sends a Relocation Request (Application Client Context ID, Application Client Relocation Credential, target Edge Application Server Identity) to the Edge Enabler Client. The Application Client Context ID identifies the Application Client's context which is stored on the source Edge Application Server. The Application Client Relocation Credential is a parameter that was previously negotiated with the Source Edge Application Server and will be used to authorize the relocation request.

3.
If the Edge Enabler Client receives a Relocation Request  or if the Edge Enabler Client determines that context needs to be relocated, the Edge Enabler Client determines the Target Edge Enabler Server Identity based on the target Edge Application Server Identity that was provided in step 2, based on provisioned information, or information that was obtained from the Edge Configuration Server.
4.
The Edge Enabler Client sends an Application Context Relocation Request (Originator ID, Request direction, UE Info, Source EAS info, Application ID, Target EAS info, Target EDN or EES, Security credentials, Application Client Context ID, Application Client Relocation Credential(s), CN NF information) to the target Edge Enabler Server. Application Client Context ID and Application Client Relocation Credential only required if step 2 was executed.

5.
The target Edge Enabler Server sends an Application Context Relocation Request (Originator ID, Request direction, UE Info) to the target Edge Application Server to check if the target Edge Application Server is able to service the Application Context Relocation Request.

6.
The target Edge Application Server replies to the target Edge Enabler Server with an Application Context Relocation Response (response)  indication of whether it is able to service the request. If the target Edge Application Server indicates that it accepts the request, the flow proceeds to step 7. Otherwise, the flow skips to step 12.

7.
The target Edge Enabler Server sends an Application Context Relocation Command (Originator ID, Request direction,  UE Info, Target EAS info, Security credentials, Application Client Context ID, Application Client Relocation Credential, EEC Registration Context ID, Edge Enabler Server Relocation Credential) to the source Edge Enabler Server. The source Edge Enabler Server checks the Edge Enabler Server Relocation Credential and that locally configured policies indicate that it is permitted to send context to the target Edge Enabler Server.

8.
The source Edge Enabler Server sends an Application Context Relocation Command (Originator ID, Request direction,  UE Info, Target EAS info, Security credentials, Application Client Context ID, Application Client Relocation Credential, EEC Registration Context ID, Edge Enabler Server Relocation Credential) to the source Edge Application Server. 

9.
The source Edge Application Server checks the Application Client Relocation Credential to see if the request should be allowed. The Edge Application Server also checks that locally configured policies indicate that it is permitted to send context to the target Edge Application Server.  If allowed, the source Edge Application Server delivers the UE application context to the target Edge Application Server via the source Edge Enabler Server and target Edge Enabler Server. 
10.
When the UE application context transfer is completed, an Application Context Transfer Notification is sent from the target Edge Application Server to the source Edge Application Server via Edge Enabler Servers.

11. The Target Edge Application Server responds to the target Edge Enabler Server with an Application Context Relocation Command Response 

12.
The Source Edge Enabler Server replies to the target Edge Enabler Server with an Application Context Relocation Command Response 

13.
The target Edge Enabler Server replies to the Edge Enabler Client with Application Context Relocation Response (response, optional Target EAS info)

14. The Edge Enabler Client sends the Application Client an Application Context Transfer indication including a cause code. If, in step 3, the Edge Enabler client independently determined that the Application Client's context needed to be relocated and the application context transfer was successful, then the Edge Enabler Client indicates to the Application Client that its context has been relocated.

Following this procedure, the Edge Enabler Client reroutes the UE application data traffic.
10.6.3.5
Edge Enabler Client initiated procedure via source Edge Enabler Server 
Pre-conditions:

1.
The application client at the UE already has a connection to the source Edge Application Server; and
2.
The UE is able to communicate with the source Edge Enabler Server.
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Figure 10.6.3.5-1: EEC initiated  service continuity via source EES
1.
The Edge Enabler Client determines that the application context for the UE needs to be relocated (e.g. based on the EDN service area and UE location information). The Edge Enabler Client may have pre-provisioned target Edge Enabler Server information, or the Edge Enabler Client may obtain target Edge Enabler Server information from the Edge Data Network Configuration Server (e.g. by providing UE location information). 

2.
The Edge Enabler Client sends an Application Context Relocation Request  (Originator ID, Request direction, UE Info, Source EAS info, Application ID, Target EDN or EES, Security credentials) to the source Edge Enabler Server.

3.
The source Edge Enabler Server sends the Application Context Relocation Request  (Originator ID, Request direction, UE Info, Source EAS info, Application ID, Target EDN or EES, Security credentials , EEC Registration Context) to the source Edge Enabler Server. 

4.
The target Edge Enabler Server determines the target Edge Application Server based on the received request from the Edge Enabler Client. The target Edge Enabler Server sends the Application Context Relocation Request (Originator ID, Request direction, UE Info, Source EAS info, Application ID, Target EAS info, Security credentials, EEC Registration Context) to the determined target Edge Application Server.

5.
The target Edge Application Server determines acceptance of the request and sends an Application Context Relocation Response (response, optional Target EAS info) to the target Edge Enablement Server. 

6.
The target Edge Application Server sends an Application Context Relocation Response (response, optional Target EAS info) to the source Edge Enabler Server. If the request is rejected, the Application Context Relocation Response indicates that the relocation request is rejected, and the following are not conducted.
7.
The source Edge Enabler Server sends an Application Context Relocation Command (Originator ID, Request direction,  UE Info, Target EAS info, Security credentials) to the source Edge Application Server. 

8.
The source Edge Application Server delivers UE application context to the target Edge Application Server via the source Edge Enabler Server and the target Edge Enabler Server. 

9.
When the UE application context transfer is completed, an Application Context Transfer Notification is sent from the target Edge Application Server to the source Edge Application Server via Edge Enabler Servers.
10. Upon receiving the Application Context Transfer Notification, the source Edge Application Server sends an Application Context Relocation Command Response to the source Edge Enabler Server. 

11. The source Edge Enabler Server sends an Application Context Relocation Response (response, optional Target EAS info) to the Edge Enabler Client, including the required information that is necessary for rerouting the application data traffic. 
Following this procedure, the Edge Enabler Client reroutes the UE application data traffic.
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