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1. Introduction
The subject of this analysis is to address the key issue 5 in 3GPP TR 23.783. For an adequate solution of key issue 5, investigations and relevant adjustments for the area of QoS model are also required. 
The present document describes the difference is required by 3GPP TR 23.793 between 4G EPS and 5GS in the context of:
· 3GPP system transport bearers;

· Comparing the resouce control models and related QoS treatment;

-
APN allocation.

In the procedure, it is proposed in a first pahse to describe and to agree all necessary adjustments to the common functional architecture 3GPP TS 23.280. The second phase then encompasses the necessary adjustments to the individual MCPTT, MCVideo and MCData capabilties.

2. Reason for Change
With 5GS, the perspective changes to the service-based architecture approach. The resulting functions are addressed using reference points and support the control and monitoring of the user transport services. With this realignment in mind, adjustments are also required in the interaction between the MCX service system and the 3GPP system in the 5GS context.

Hence, the following discource evaluates the differences between the EPS and 5GS and resulting adjustments in the 3GPP MC service system specifications. The following 3GPP Technical Specifications are included in the analysis:

· 3GPP TS 23.401;
· 3GPP TS 23.203;

3GPP TS 23.501.

3.
3GPP system resource control
3.1
DNN (APN)

A Data Network Name (DNN) is equivalent to an APN as defined in TS 23.003 and have an equivalent meaning and contains the same information.

In the 5GS context, a DNN can be used e.g. to:

-
Select the Session Management and User Plane for a PDU Session and its corresponding N6 interface .

-
Determine policies that applies to the corresponding PDU Session.

3.2
Comparison EPS versus 5GS QoS model
There are differnces in the QoS model between 4G EPS and 5GS. While the EPS followed a rather rigid approach, 5GS uses a more flexible approach of multiple different QoS flows within a PDU session as outlined in the figure [x].

Figure [X] Differences between EPS and 5GS QoS model

[image: image1.emf]P-GW S-GW eNODE-B UE

UE

gNODE-B

User Plane Function (UPF)

EPS Bearer 1 /APN 1/ QoS Profile =QCI XX

EPS Bearer 2 /APN 2/QoS Profile =QCI YY

Default EPS Bearer /APN n/QoS Profile = QCI ZZ

Radio

Core

RAN

PDU session (using one APN)

QoS Flow 3

NG-U Tunnel

Radio Bearer

Radio Bearer

QoS Flow 1

QoS Flow 2

LTE-Uu S1-U

S5

5G NR-Uu

N3 N6

SGi

 

An EPS bearer (3GPP TS 23.401) is the level of granularity for bearer level QoS control in the EPC/E-UTRAN. That is, all traffic is mapped to the same EPS bearer that receive the same bearer level packet forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.). Hence different bearer level packet forwarding treatments require separate EPS bearers linked to the corresponding APNs associated with a certain QoS profiles.
While an EPS Bearer with the priority, latency as well as packet error ratio is firmly linked to the bearer, the QoS parameters migrate in the 5G QoS model into individual flows which are detached from a bearer QoS. The 5G QoS model (3GPP TS 23.501) is based on QoS flows that require guaranteed flow rate (GBR QoS Flows) and QoS flows that do not require guaranteed flow rate (Non-GBR QoS Flows). The QoS Flow is the finest granularity of QoS differentiation and uses the QoS Flow ID (QFI) to identify a QoS flow in the 5G System. User Plane traffic with the same QFI within a PDU Session receives the same traffic forwarding treatment (e.g. scheduling, admission threshold). An QFI is used for all PDU Session types and is unique within a PDU Session. The QFI may be dynamically assigned or may be equal to a 5G QoS identifier (5QI). Within the 5GS, a QoS flow associated with the default QoS rule is required to be established for a PDU Session and remains established throughout the lifetime of the PDU Session. It can be concluded that each individual data packet within the QoS flow can be provided with the QoS attributes. Hence, a QoS flow is associated with QoS requirements (QoS Profile) as defined by QoS parameters and QoS characteristics.
The parameter Allocation Retention Priority (ARP) contains information about the priority level, the pre-emption capability and the pre-emption vulnerability. The ARP priority level defines the relative importance of a resource request and is independent to the priorities associated with the QCIs/QIs. This allows deciding whether a bearer/flow establishment or modification request can be accepted or needs to be rejected in case of resource limitations (typically used for admission control of GBR traffic). It can also be used to decide which existing bearers/flows are pre-empted during transport resource limitations. The main difference between the use of ARP in the EPS and 5GS case is that in EPS the ARP is available for the bearer and thus applies to all users of the same bearer at the same time. In the case of the 5GS, ARP can be used differently for each QFI and is therefore user-specific and no longer bearer-specific.
3.3
Comparison EPS QCI and 5GS QI
The table [x] below compares the standardied QCI characteristics (3GPP TS 23.203) applicable within the EPS and the standardised QI characteristics (3GPP TS 23.501 [y]) applicable for the 5GS. This consideration is limited to the common signaling referenced by 3GPP TS 23.280 and QCIs/QIs explicitely used for MC services.
Table [x] Comparison EPS QCI values versus 5GS 5QI values
	EPS QCI value
	EPS Resource Type
	EPS

Priority Level
	EPS Packet Delay Budget
	EPS Packet Error Loss Rate
	5GS 5QI value
	5GS Resource Type
	5GS Default Priority Level
	5GS Packet Delay Budget
	5GS Packet Error Rate 

	65
	GBR
	0.7
	75 ms
	10-2
	65
	GBR
	7
	75 ms
	10-2

	66
	GBR
	2
	100 ms
	10-2
	66
	GBR
	20
	100 ms
	10-2

	67
	GBR
	1.5
	100 ms
	10-3
	67
	GBR
	15
	100 ms
	10-3

	5
	Non-GBR
	1
	100 ms
	10-6
	5
	Non-GBR
	10
	100 ms
	10-6

	8
	Non-GBR
	8
	300 ms
	10-6
	8
	Non-GBR
	80
	300 ms
	10-6

	69
	Non-GBR
	0.5
	60 ms
	10-6
	69
	Non-GBR
	5
	60 ms
	10-6

	70
	Non-GBR
	5.5
	200 ms
	10-6
	70
	Non-GBR
	55
	200 ms
	10-6


From table [x] it can be seen that the QCI and its characteristics were transferred one to one according to 5GS 5QI, with the exception that only integer values were used for the priority level. In addition, not shown in table [x], the values for maximum data burst volume and averaging window were still defined in the 5GS context, which are initially neglected in the rather architecture-driven consideration.
3.4
Changes in the functional architecture 
The Application Functions in the context with the MC service system issues specific requests that impact traffic steering e.g. QI handling for communication. The 5GS, in contrast to the EPC, uses the approaches based on service based architecture. Accordingly, the interaction between AF and PCF is being processed via the reference point N5.
3.5
Authentication/authorization by a Data Network (DN) AAA Server
An PDU Session establishment in the 5GS context to a DN may require authentication/authorization the PDU Session establishment by an DN-AAA Server. For this purpose, the user respectively the UE provides information required to support user authentication by the DN over NAS session management. After the successful DN authentication/authorization, a session is kept between the 5GC and the DN-AAA.
4. Observations and conclusions

Observation

An EPS bearer is limited in the flexibility of QoS handling. Furthermore, the priority associated with the EPS bearer is fixed and all service data flows using the same EPS bearer will always receive the same priority.

Conclusion(s)

· DNN(APN)
In the 5G QoS model, the flexibility within a PDU session is increased using different applications and the associated different characteristics, i.e. reliability and latency. The associated elimination of the rather strict bearer to QoS profile approach would allow the use of a single DNN in the MC service context.

For the backward compatibility from 5GS to EPS, the present APN approach according to 3GPP TS 23.280 need to be maintained. For a pure 5GS environment, without considering the EPS backward compatibility, the number of DNNs could be reduced. In addition, 3GPP TS 23.401 and also 3GPP TS 23.501 pursue the same approaches related to the PDU session type, e.g. IPv4 or IPv6.

· Functional Model 

Due to the adapted 5GS interaction between AF and PCF via the reference point N5, an adjustment is proposed in the functional model for application plane and signalling plane in 3GPP TS 23.280 exemplary. EPS need to be replaced by the generic 3GPP system and the reference point N5 need to be added.

· QCI/QI values

The individual values for latency, packet reliability etc. of the 5G QI definitions for MC services correspond to those of the EPS QCI definitions, with the exception that the priorities are only noted as integer values. To avoid possible overlaps between the application of QCI and 5G QI, dedicated chapters for the EPS and 5GS in 3GPP TS 23.280 are assumed.

· Secondary authentication

Secondary authentication may be required using DN-AAA server.

4.
Solution evaluation
The suggestions for the clauses 5.2.2, 5.2.7, 5.2.9, 7.3.1, 10.1.1.1 and A.6 address the necessary adjustments for the area connectivity (APN / DNN) and QoS in order to operate the MC service system with the 5GS 3GPP system. Hence, it is proposed to agree the following changes to 3GPP TR 23.783 version 0.8.0.

* * * First Change * * * *

5.2.7
Data network access  management

5.2.7.0
General

The MC service UE shall use the following APNs/DNNs:

-
an MC services APN/DNN for the SIP-1 reference point;

-
an MC common core services APN/DNN for the HTTP-1 reference point; and 

-
an MC identity management service APN/DNN for the CSC-1 reference point.
NOTE 1:
In a pure 5GS environment, the mentioned reference points can use a single DNN for MC services knowing that each reference point requires different reliability, latency and priority treatment capabilities.
The value definition of each of these APNs/DNN:

-
may differ;

-
may be the same as other non-MC services that have compatible QoS and PDN/DN (see NOTE); and 
-
shall be made available to the UE either via UE (pre)configuration or via initial UE configuration (see subclause 10.1.1) on a per HPLMN and optionally also a per VPLMN basis.

NOTE:
The APN value of "IMS" is a well-known APN, whose PDN connection characteristics are defined in GSMA PRD IR.92 [23] and GSMA PRD IR.88 [24], and which is used in some deployments for operator IMS‑based services e.g. Voice over LTE. This well-known APN can be used for the MC service APN if the SIP core belongs to the PLMN operator and both the PLMN operator and MC service provider have agreed which QoS aspects to utilise i.e. either the QoS aspects defined in subclause 5.2.7.2 or the QoS aspects defined in GSMA PRD IR.92 [23] and GSMA PRD IR.88 [24].

For an EPS, the MC service UE may utilise PDN access credentials as specified in 3GPP TS 23.401 [17] (e.g. PAP, CHAP) to access the PDNs identified by the MC service APN, the MC common core services APN and the MC identity management service APN. 
For an 5GS, the MC service UE may utilise DN access credentials as specified in 3GPP TS 23.501 to access the DNs identified by the MC service DNN, the MC common core services DNN and the MC identity management service DNN
If PDN/DN access credentials are required, then they shall be made available to the MC service UE via initial MC service UE configuration (see subclause 10.1.1) on a per APN/DNN basis.

The PDN/DN connection to the APNs/DNNs defined within the present subclause can be of type "IPv4", "IPv6" or "IPv4v6" (see 3GPP TS 23.401 [17]/3GPP TS 23.501 [x]). If a PDN/DN connection to an APN/DNN defined within the present subclause is of type "IPv4v6" then the MC service client shall use configuration data to determine whether to use IPv4 or IPv6.

* * * Next Change * * * *

5.2.7.2
3GPP system considerations

5.2.7.2.1
Considerations for the EPS bearer to the MC services PDN

If the PDN connection established during the initial attach by the MC service UE is to an APN other than the MC services APN, then prior to user authentication, the MC service UE shall establish another PDN connection to the MC services APN. PDN connection establishment can also be caused by a SIP registration request for one or more MC services.

The QCI value of 69 (as specified in 3GPP TS 23.203 [8]) shall be used for the EPS bearer that transports SIP-1 reference point messaging.

5.2.7.2.2
Considerations for the EPS bearer to the MC common core services PDN and MC identity management service PDN

The QCI value 8 (as specified in 3GPP TS 23.203 [8]) or better shall be used for the EPS bearer that transports HTTP-1 reference point messaging.

5.2.7.2.3
Considerations for the 5GS PDU session to the MC services DN

If the DN connection established during the initial attach by the MC service UE is to an APN other than the MC services APN, then prior to user authentication, the MC service UE shall establish another PDN connection to the MC services APN. DN connection establishment can also be caused by a SIP registration request for one or more MC services.

The 5QI value of 69 (as specified in 3GPP TS 23.501 [x]) shall be used for the QoS flow of the corresponding PDU session that transports SIP-1 reference point messaging.

5.2.7.2.4
Considerations for the 5GS PDU session to the MC common core services DN and MC identity management service DN

The 5QI value 8 (as specified in 3GPP TS 23.501 [x]) or better shall be used for the QoS flow of the corresponding PDU session that transports HTTP-1 reference point messaging.

* * * Next Change * * * *

5.2.2
Roaming requirements

The MC applications can provide MC services to users in various PLMNs. Roaming is supported using 3GPP system level roaming or IMS-level roaming. 3GPP system level roaming includes EPC level roaming or 5GC system level roaming.
For 3GPP system level roaming, in order to prioritise for network selection PLMNs that allow migration to partner MC systems, the MC service UE's User Preferred PLMN Selector list (see 3GPP TS 22.011 [28]) may be configured with a list of PLMNs that can be used to migrate to one or more partner MC systems (see subclause 5.2.9.2).

* * * Next Change * * * *

5.2.9.2
PLMN utilisation

Migrated MC service users should utilise the HPLMN of the partner MC system to access MC services in the partner MC system, however, utilising the HPLMN of the primary MC system is not precluded.

NOTE 1:
The above recommendation ensures the security policy of the partner MC system is not compromised, the expected QCIs/5QIs are used on the RAN, and ensures service‑level delay requirements are consistently met (which are especially at risk when the HPLMN of the primary MC system and HPLMN of the partner MC system are far apart from a geographical point of view).

NOTE 2:
Whether the HPLMN of partner MC systems or the HPLMN of the primary MC system is used to access MC services in partner MC systems is left to business agreements between MC service providers, and is outside the scope of the present document.

MC service users enabled for migration shall be provisioned with configuration that specifies which PLMNs may be used to migrate to different MC systems.

If the HPLMN of a partner MC system is different from the HPLMN of the primary MC system (i.e. migrating MC service users roam onto the HPLMN of the partner MC system), then:

-
3GPP system‑level roaming (see subclause 5.2.2) is needed between the HPLMN of the primary MC system and HPLMN of the partner MC system;

-
the HPLMN of the partner MC system needs to enable local break-out for the APNs/DNN specified in subclause 5.2.7 that identify the PDNs/DNs of the partner MC system; and

-
the 3GPP system subscriptions (i.e. EPS and/or 5GS) of the HPLMN of the primary MC system utilised by the MC service users who are allowed to migrate to the partner MC system need to be provisioned with, and local break-out enabled for, the APNs/DNNs specified in subclause 5.2.7 that identify the PDNs/DNs of the partner MC system.

If the HPLMN of the partner MC system and the HPLMN of the primary MC system are the same (i.e. migrating MC service users continue to use the HPLMN of their primary MC system), then:

-
the 3GPP system subscriptions (i.e. EPS and/or 5GS) of the HPLMN of the primary MC system utilised by the MC service users who are allowed to migrate to the partner MC system need to be provisioned with the APNs/DNNs specified in subclause 5.2.7 that identify the PDNs/DNs of the partner MC system.

NOTE 3:
Provisioning of APNs/DNNs in all of the above includes provisioning of any needed authentication credentials
.

* * * Next Change * * * *

7.3.1
On-network functional model

Each MC service can be represented by an application plane functional model. The functional model across MC services may be similar but is described by the individual functional entities and reference points that belong to that MC service. Within the application plane for an MC service there is a common set of functions and reference points. The common set is shared across services. This common set of functions and reference points is known as the common services core.

Figure 7.3.1-1 shows the functional model for the application plane for an MC system.
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Figure 7.3.1-1: Functional model for application plane for an MC system
The common services core functions and reference points shown in figure 7.3.1-1 are shared across each MC service. The description of the functions and reference points specific to an MC service is contained in the corresponding MC service TS.
In the model shown in figure 7.3.1-1, the following apply:

-
A specific MC service server is an instantiation of a GCS AS in accordance with 3GPP TS 23.468 [18]. 

-
The functional alias management client is an integrated functional entity of the configuration management client. The functional alias management client is described in subclause 7.4.2.2.12.

-
The functional alias management server is an integrated functional entity of the configuration management server. The functional alias management server is described in subclause 7.4.2.2.13.

Figure 7.3.1-2 shows the functional model for the signalling control plane.
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Figure 7.3.1-2: Functional model for signalling control plane

Figure 7.3.1-3 shows the relationships between the reference points of the application plane of an MC service server and the signalling plane.
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Figure 7.3.1-3: Relationships between reference points of MC service application plane and signalling control planes

NOTE 1:
Application plane reference point CSC-7 makes use of SIP-2 reference point when the group management servers are connected by a single SIP core. Where they are joined by more than one SIP core, CSC-7 also makes use of the SIP-3 reference point.

NOTE 2:
For simplicity, the HTTP proxy, which provides the interconnection between HTTP-1, HTTP-2 and HTTP-3 reference points, is not shown in figure 7.3.1-3. 

NOTE 3:
CSC-5, CSC-9, and CSC-15 make use of SIP-1 and SIP-2 reference points. For simplicity, this mapping relationship is not shown in figure 7.3.1-3.

* * * Next Change * * * *

10
Procedures and information flows

10.1
MC service configuration

10.1.1
General
10.1.1.1
MC service configuration on primary MC system
Depicted in figure 10.1.1.1-1 is a MC service configuration time sequence of the data related to specific MC service, representing the general lifecycle of MC service UE using an MC service.
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Figure 10.1.1.1-1 MC service UE configuration time sequence and associated configuration data 
The MC service UE is provided with initial UE configuration via a bootstrap procedure that provides the MC service UE's clients (e.g. MC service client, group management client, configuration management client, identity management client, key management client, functional alias management client) with critical information needed to connect to the MC system. This includes PDN/DN connection information corresponding to the configured MC services on the MC service UE (see "EPS bearer considerations" in the 3GPP TS 23.379 [16]) 
and on-network server identity information for all application plane servers with which the MC service UE needs to interact. See annex A.6 for more information.

The MC service UE is provided with UE configuration, MC service user profile configuration and group configuration via online configuration. While the MC service UE is using the MC service it may receive online configuration updates. If the MC service user profile configuration contains multiple MC service user profiles for an authenticated MC service user, then the MC service client and MC service server set the active MC service user profile to the configured pre-selected MC service user profile after MC service authorization (which can be updated by the MC service user using the procedure specified in subclause 10.1.4.6). The active MC service user profile can be changed by the MC service user to a different MC service user profile during MC service service (see MC service TSs).
The MC service is configured with the service configuration (not shown in the figure 10.1.1.1-1) which the MC service enforces during the entire phase of MC service UE using the MC service.

Editor's note:
The extent of MC services available to an MC service UE with an unauthenticated MC user or unauthorized MC service user is described as 'limited services' in 3GPP TS 33.180 and is FFS. 

Editor's note:
The decision by the MC service UE to continue use of initial configuration data after MC service authorisation or discontinue its use in favour of configuration data obtained after MC service authorisation is FFS.

* * * Next Change * * * *

A.6
Initial MC service UE configuration data

The initial MC service UE configuration data is essential to the MC service UE to successfully connect to the MC system. The initial MC service UE configuration data can be the same or different across MC service UEs.

Data in table A.6-1 is provided to the MC service UE's clients (e.g. MC service client, group management client, configuration management client, identity management client, key management client) during the bootstrap process (see subclause 10.1.1), and can be configured on the MC service UE offline using the CSC-11 reference point or via other means e.g. as part of the MCPTT client's provisioning on the UE, using a device management procedure. 

Table A.6-1: Initial MC service UE configuration data (on-network)

	Reference
	Parameter description

	Subclause 10.1.1
	PDN/DN connectivity information

	
	> HPLMN ID and optionally VPLMN ID to which the data pertains

	
	> MC services PDN/DN

	
	>> APN/DNN

	
	>> PDN/DN authentication credentials

	
	> MC common core services PDN/DN

	
	>> APN/DNN

	
	>> PDN/DN access credentials

	
	> MC identity management service PDN/DN

	
	>> APN/DNN

	
	>> PDN/DB authentication credentials

	Subclause 10.1.1
	Application plane server identity information

	
	> Identity management server

	
	>> Server URI

	
	> Configuration management server

	
	>> Server URI

	
	> Key management server

	
	>> Server URI (also known as KMSUri for security domain managed by KMS)

	
	> Indication of whether the UE shall use IPv4 or IPv6 for on-network MCPTT

	
	> MCPTT Server

	
	>> Server URI

	
	> Indication of whether the UE shall use IPv4 or IPv6 for on-network MCData

	
	> MCData Server

	
	>> Server URI

	
	> Indication of whether the UE shall use IPv4 or IPv6 for on-network MCVideo

	
	> MCVideo Server

	
	>> Server URI

	
	> Location management server

	
	>> Server URI


* * * End of Changes * * * *

�PAP respectively CHAP are protocols and are not in direct correspondence with the authentication credentials.


�Requires further clarification if the term EPS bearer is correct.
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