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1 Introduction
This contribution proposes to clarify trusted and untrusted location reporting requirements.
2 Reason for Change
2.1 Introduction
One Editor’s Note related to trusted/untrusted locartion reporting is introduced in clause 8.1.1.1
Editor's Note: whether this solution addresses both the trusted and untrusted location reporting requirement is FFS.
The following requirements related to UAV location information can be found in TS 22.125:

[R-5.1-009] The 3GPP system should enable an MNO to augment the data sent to a UTM with the following: network-based positioning information of UAV and UAV controller.

NOTE 1: 
This augmentation may be trust-based (i.e. the MNO informs the UTM that the UAV position information is trusted) or it may be additional location information based on network information, such as OTDOA, cell coordinates, synchronization source, etc.

NOTE 2: 
This requirement will not be applied to the case which the UAS and UTM has direct control communication connection without going through MNO, such as OTDOA, cell coordinates, synchronization source, etc.

 [R-5.1-013] The 3GPP network should be able to provide supplement location information of UAV and its controller to a UTM.

NOTE:
This supplement may be trust-based (i.e. the MNO informs the UTM that the UAV position information is trusted) or it may be additional location information based on network information.
This document addresses the above Editor’s Note with the following clarification: 

This solution aim at addressing the following service requirement "The 3GPP network should be able to provide supplement location information of UAV and its controller to a UTM" by enabling the MNO/network to provide additional location information to USS/UTM based on network information.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to approve the following changes to 3GPP TR 23.755 v0.5.0.
* * * First Change * * * *

8.1.1
Solution description

8.1.1.1
General

This solution aims to address the gaps identified in Key Issue #3 "UAV location information". The solution proposes to enable network assisted positioning support for both UAV/UAV-C and USS/UTM. The procedures for UAV network assisted positioning used by UAV and USS/UTM respectively are covered. This solution uses existing features for estimating location of a UE by a 3GPP Location Server and the network sending this as supplementary location information to the USS/UTM based on request.
Editor's Note: It is FFS and must be further studied how existing functions for Location Services in 3GPP that can be utilized to provide location services for the USS/UTM, and whether any gaps exist. 
Editor's Note: It is FFS and must be further studied what additional location information that is provided from the UAS Clients in the UAV and UAV-C and the USS/UTM. 
The solution uses a network function called UAV Control Function (UCF) to process location information from 3GPP Location Services and from the USS/UTM. The UCF will provide the USS/UTM with positioning information that are further processed. The UCF interface options are:

a)
UCF located in 5GC: with a Location Server directly accessible (via SBA), with UE connected over the control plane (via AMF), with USS/UTM accessible via NEF; and

b)
UCF located outside 5GC: with a Location Server accessible via NEF, with UE connected over user plane, with USS/UTM accessible via interface outside of the 3GPP scope.
NOTE:
Some or all of UCF functionality can be provided by existing functions (e.g. AMF, PCF). Architecture aspects such as the use of a UCF needs to be verified with SA2 once SA2 work has sufficiently progressed.
Editor's Note: whether this solution addresses both the trusted and untrusted location reporting requirement is FFS. 
All location information sent directly from the UAS-client to the USS/UTM is not trusted. This solution enables the MNO/network to provide trusted location information of the UAV (or UAV-C) to the USS/UTM based on network information. The USS/UTM "subscribes" to location information from the network (via UCF/NEF) for location reports provided by the 3GPP system for a given UAV (or UAV-C). The UCF sends location reports based on network location information of the UAV (or UAV-C) to the USS/UTM.
* * * End of Changes * * * *
