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Introduction
This contribution proposes to bring into TS 23.558 an Edge Enabler Client registration solution based on Solution 8 of TR 23.758
* * * First Change * * * *

10.x
Registration

10.x.1
General 

Registration procedures allow entities in the edge deployment to deliver information to other entities in order to request use of their edge capabilities.

An Edge Enabler Client performs registration with an Edge Enabler Server in order to use Edge enabling services offered by that Edge Enabler Server, e.g. to discover Edge Application Servers in an area of interest. The procedure enables initialization or state changes of the Edge Enabler Client context information at the Edge Enabler Server. The context may be further used for edge-specific operations or processing, e.g. analytics.
Editor’s Note: It is FFS whether the Edge Enabler Client Registration may be considered optional. It is FFS to determine which EES functionality (e.g. discovery) needs to rely upon maintaining EEC context in the system.
An Edge Application Server performs registration with an Edge Enabler Server in order to use edge enabling services offered by that Edge Enabler Server, e.g. exposure of its capabilities to Edge Enabler Clients. 

An Edge Enabler Server performs registration with an Edge Configuration Server in order to use Edge configuration services offered by that Edge Configuration Server, e.g. provisioning with EDN-specific information. 

* * * Second Change * * * *

10.x.2
Edge Enabler Client Registration

10.x.2.1
General 

The Edge Enabler Client Registration procedure allows an Edge Enabler Client to obtain services from an Edge Enabler Server by providing information regarding its identity and security credentials. The procedure enables initialization or update of the Edge Enabler Client context information at the Edge Enabler Server. The context may be used for further Edge-specific operations or processing, e.g. analytics.

Editor’s Note: It is FFS whether the Edge Enabler Client Registration may be considered optional. It is FFS to determine which EES functionality (e.g. discovery) needs to rely upon maintaining EEC context in the system.
10.x.2.2
Procedure

Pre-conditions:

1. The Edge Enabler Client is authorized to access the Edge Enabler Server for the purpose of performing registration and has received relevant security credentials 

Editor’s Note: The authorization procedure required to receive the relevant security credentials is FFS

2.
The Edge Enabler Client has received configuration information from the Edge Configuration Server, including information for accessing the Edge Enabler Server.
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Figure 10.x.2.2-1: Edge Enabler Client registration procedure

1. The Edge Enabler Client sends Edge Enabler Client registration request to the Edge Enabler Server. The request from the client includes the security credentials received after successful authorization for Edge Computing services. The request also optionally includes  information indicating to the Edge Enabler Server how the Edge Enabler Client expects to use the services of the Edge Enabler Server. 

The Edge Enabler Client registration request indicates if the request is a new registration or a registration update. A registration update may be used to send new or updated Application Client Profile(s) to the Edge Enabler Server.

If the Edge Enabler Client is moving from the purview of a source Edge Enabler Server to this Edge Enabler Server, the request from the Edge Enabler Client may include the identity of the source Edge Enabler Server and an Edge Enabler Client Registration Context ID that was provided by the source Edge Enabler Server. 
2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server validates the registration request and verifies the security credentials. The Edge Enabler Server further determines whether the requirements that were indicated in the Application Client Profile(s) can be fulfilled. 

3.
Upon successful validation of the request, if the received Registration request contains a Context ID and  a source Edge Enabler Server Identifier, the Edge Enabler Server retrieves the Edge Enabler's Registration Context from the source Edge Enabler Server. Otherwise, this step is skipped.

4.
The Edge Enabler Server sends a successful registration response, which may include a newly assigned Context ID. The Edge Enabler Client stores the new Context ID and uses it if it needs to register with a new Edge Enabler Server later on. The Edge Enabler Server also provides a registration expiration value to indicate when the registration will automatically expire. The Edge Enabler Client must send a registration request with an Update Indication prior to the expiration to maintain the current registration. The Edge Enabler Server will treat the registration expiration as an implicit de-registration. If the Edge Enabler Server is not able to fulfil, or provide, the services that are indicated by Application Client Profile(s), then the Edge Enabler Server will indicate this in the Edge Enabler Client registration response.

10.x.2.3
Information elements

10.x.2.3.1 Edge Enabler Client Registration request

Table 10.x.2.3.1-1 describes information elements  in the Edge Enabler Client Registration Request from the Edge Enabler Client to the Edge Enabler Server. 

Table 10.x.2.3.1-1: Edge Enabler Client Registration request

	Information element
	Status
	Description

	UE Identifier
	O
	The identifier of the hosting UE (i.e. GPSI or identity token)

	EEC ID
	M
	Unique identifier of the Edge Enabler Client.

	Registration type indication
	M
	Indication for new or updated registration

	Security credentials
	O
	Security credentials resulting from a successful authorization for the Edge Computing service.

	Application Client Profile(s)
	O
	Profiles of Application Clients for which the EEC provides Edge enabling services. Application Client Profiles are further described in table X1

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	Context ID
	O
	Identifier of the EEC context obtained from a previous registration. 

	Context ID provider EES ID
	O
	If a Context ID is included, identifier of the EES that provided it.

	EAS Identifiers
	O
	Identifiers of already discovered EAS which can support the services needed by the EEC. 


10.x.2.3.2 Edge Enabler Client Registration response

Table 10.x.2.3.2-1 describes information elements in the Edge Enabler Client Registration Response from the Edge Enabler Server to the Edge Enabler Client.
Table 10.x.2.2.2-1: Edge Enabler Client Registration response

	Information element
	Status
	Description

	Result
	M
	Result of the registration operation



	Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a  registration update is required before the expiration time.

	Authorization info
	O
	Information resulting from any authorization procedure performed by the EES based on the registration request, which can be used for future requests.

	Context ID
	O
	Identifier of the  EEC Context information available at the Edge Enabler Server that performed the registration.  

	EAS Information List
	O
	Optional information for the EASs specified in the request or those to which the client information is being forwarded. Each element may include the information detailed below

	>EAS Instance ID
	M
	The identifier of the Edge Application Server Instance

	>EAS ID 
	M
	The identifier of the Edge Application Server

	>EAS Provider Identifier 
	O
	The identifier of the Edge Application Server Provider

	>EAS Endpoint  
	M
	Endpoint  information (e.g. URI, FQDN, IP address) that Application Clients use to send requests to the EAS

	>EAS Available Compute
	O
	The maximum compute resource available for the Application Client

	>EAS Available Graphical Compute
	O
	The maximum graphical compute resource available for the Application Client

	>EAS Available Memory
	O
	The maximum memory resource available for the Application Client

	>EAS Available Storage
	O
	The maximum storage resource available for the Application Client


Editor’s Note: The inclusion of EAS Instance ID (including optionality) is dependent on how the ID is defined and assigned, which is FFS.
Editor’s Note: It is FFS whether EAS Profiles should replace several of the IEs in the Discovered EAS List.
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