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1. Introduction
This contribution proposes update to FFAPP architecture in solution#1
2. Reason for Change
Remove N6 reference point as it is between UPF and DN in 5GS and not between UPF and AF.
For the following key issues, the services of SEAL can be utilized:

a. KI#2 (Geographic location and positioning information support) can utilize location management service of SEAL to provide different 5G positioning services for FFAPP use.

b. KI#7 (Device onboarding) can utilize configuration management service of SEAL to configure the onboarded device.

c.  KI#11 (QoS coordination) can utilize network resource management service of SEAL for communication related to network resources.

Hence, it is required to utilize SEAL in FFAPP architecture.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.745 v0.6.0.
* * * First Change * * * *

7.1
Solution #1: FF application layer functional model 
7.1.1
Solution description

7.1.1.1
General

This solution provides the architecture and functional model required for addressing the application layer support aspects.

7.1.1.2
FF application layer functional model

Figure 7.1.1.2-1 illustrates the FF application layer functional model.



Figure 7.1.1.2-1: FF application layer functional model

The FF application layer functional entities for the FF UE and the FF application server are grouped into the FF application specific layer and the FF Application Enabler (FAE) layer. The FAE layer offers the FAE capabilities to the FF application specific layer. The FF application specific layer consists of the FF application specific functionalities.

The FF application server (AS) consists of the FAE server and the FF application specific server(s). The FAE server provides the FF application layer support functions to the FF application specific server(s) via FAE-S reference point.
The FF UE consists of the FAE client and the FF application specific client(s). The FAE client provides the FF application layer support functions to the FF application specific client(s) via FAE-C reference point.

NOTE 1:
The definition of FAE-C reference point is out of scope of the present document.

In the FAE layer, the FAE client communicates with the FAE server over FAE-1 reference point. In the FF application specific layer, the FF application specific client(s) communicates with FF application specific server(s) over FFA-1 reference point.

NOTE 2:
The definition of FFA-1 reference point is out of scope of the present document.
The FAE server interacts with another FAE server over FAE-E reference point.

The FAE server interacts with the 3GPP network system (5GS) over N5/ N33 reference points which defined in 3GPP TS 23.501 [7].
The following SEAL services for FF applications are supported:

-
Location management as specified in 3GPP TS 23.434 [x];

-
Group management as specified in 3GPP TS 23.434 [x];

-
Configuration management as specified in 3GPP TS 23.434 [x];

-
Identity management as specified in 3GPP TS 23.434 [x];

-
Key management as specified in 3GPP TS 23.434 [x]; and

-
Network resource management as specified in 3GPP TS 23.434 [x].

The FAE client interacts with SEAL clients over the SEAL-C reference point specified for each SEAL service. The FAE server interacts with SEAL servers over the SEAL-S reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL server is supported by SEAL-UU reference point specified for each SEAL service.

NOTE 5:
The SEAL-C, SEAL-S, SEAL-UU reference points for each SEAL service is specified in 3GPP TS 23.434 [x].
7.1.1.3
Functional entities description

7.1.1.3.1
General

Each subclause is a description of a functional entity corresponding to FF application layer and does not imply a physical entity.

7.1.1.3.2
FF application specific client

The FF application specific client provides the client side functionalities corresponding to the FF applications (e.g. motion control, control-to-control communication, mobile robots, process automation – process monitoring, mobile control panels, remote access and maintenance). The FF application specific client(s) utilizes the FAE client for the FF application layer support functions.

NOTE 4:
The details of the FF application specific client is out of scope of the present document.

7.1.1.3.3
FF application specific server

The FF application specific server provides the server side functionalities corresponding to the FF application(s) (e.g. motion control, control-to-control communication, mobile robots, process automation – process monitoring, mobile control panels, remote access and maintenance). The FF application specific server(s) utilizes the FAE server for the FF application layer support functions.

NOTE 5:
The details of the FF application specific server is out of scope of the present document.

7.1.1.3.4
FAE client

The FAE client provides the UE side FF application layer support functions and supports interactions with the FF application specific client(s).

7.1.1.3.5
FAE server

The FAE server provides the server side FF application layer support functions and supports interactions with FF applications specific server(s). 

The FAE server also support interactions with other FAE server(s).

7.1.1.3.6
SEAL client

The following SEAL client defeined in 3GPP TS 23.434 [x] can be utilized by FF appliations:

-
Location management client;

-
Group management client;

-
Configuration management client;
-
Identity management client;
-
Key management client;
-
Network resource management client.
7.1.1.3.7
SEAL server
The following SEAL server defeined in 3GPP TS 23.434 [X] can be utilized by FF applications:

-
Location management server;

-
Group management server;

-
Configuration management server;
-
Identity management server;
-
Key management server and;

-
Network resource management server.

7.1.1.4
Reference points

7.1.1.4.1
General

The reference points for the FF application layer are described in the following subclauses.

7.1.1.4.2
FAE-1

The interactions related to FF application layer support functions between FAE client and FAE server are supported by FAE-1 reference point. 

7.1.1.4.3
FFA-1
The interactions related to FF application layer support functions between FF application specific client and FF application specific server are supported by FFA-1 reference point. The details of FFA-1 reference point is out of scope of the present document.
7.1.1.4.4
FAE-E
The interactions related to FF application supports functions between the FAE servers are supported by FAE-E reference point.
7.1.1.4.5
FAE-S

The interactions related to FF application layer support functions between FF application specific server and FAE server are supported by FAE-S reference point. 

7.1.1.4.6
FAE-C

The interactions related to FF application layer support functions between FF application specific client and FAE client are supported by FAE-C. The details of FAE-C reference point is out of scope of the present document. 

7.1.1.4.7
SEAL-C
The following SEAL-C reference points for V2X applications can be re-used by FF application(s):

-
LM-C reference point for location management as specified in 3GPP TS 23.434 [x];

-
GM-C reference point for group management as specified in 3GPP TS 23.434 [x];

-
CM-C reference point for configuration management as specified in 3GPP TS 23.434 [x];

-
IM-C reference point for identity management as specified in 3GPP TS 23.434 [x];

-
KM-C reference point for key management as specified in 3GPP TS 23.434 [x]; 

-
NRM-C reference point for network resource management as specified in 3GPP TS 23.434 [x].
7.1.1.4.8
SEAL-S
The following SEAL-S reference points for V2X applications can be re-used by FF application(s):

-
LM-S reference point for location management as specified in 3GPP TS 23.434 [x];

-
GM-S reference point for group management as specified in 3GPP TS 23.434 [x];

-
CM-S reference point for configuration management as specified in 3GPP TS 23.434 [x];

-
IM-S reference point for identity management as specified in 3GPP TS 23.434 [x];

-
KM-S reference point for key management as specified in 3GPP TS 23.434 [x]; 

-
NRM-S reference point for network resource management as specified in 3GPP TS 23.434 [x].
7.1.1.5
External reference points 

7.1.1.5.1
General

The reference points between the FF application layer and the 3GPP network system (5GS) are described in the following subclauses.

7.1.1.5.2
N5
The reference point N5 supports the interactions between the FF AS and the PCF is specified in 3GPP TS 23.501 [7]. The functions for N5 reference point are supported by FAE server.


7.1.1.5.3
N33
The reference point N33 supports the interactions between the NEF and FF AS is specified in 3GPP TS 23.501 [7]. The functions of N33 interface are supported by FAE server.

7.1.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.

_1635840197.doc

[image: image2.png]FF Application Specific
Client(s)

FAE-C

FF Application Enabler
Client

UE

5GS

FFA-1 FF Application i
Specific Server(s) i
FAE-S
FAE-1 FAE-E
FF Application Enabler [
N5/N6/N33 Server |

FF Application Server






[image: image1]
_1639815762.vsd
�

�

FF Application Enabler Client


FF Application Enabler Server


FF Application Specific CLient(s)


FF Application Specific Server(s)


UE


�

FAE-1


FFA-1


FAE-S


FAE-C


N5


N33


�

SEAL servers


FAE layer


FF application specific layer


5GS


FAE-E


�

SEAL clients


SEAL


SEAL-S


SEAL-UU


SEAL-C


N5



