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1. Introduction
This contribution proposes the 5GC capability exposure to the edge application servers.
2. Reason for Change
The 5GC capabilities can be exposed to the edge application servers via NEF or directly (if edge application server is deployed in the trust domain of the PLMN operator) 
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.0.0.
* * * First Change * * * *

5.3.x
5GC capability exposure to Edge Application Servers
5.3.x.1
General

The requirements for 5GC capability exposure to edge application server is specified in this clause.
5.3.x.2
Requirements

[AR-5.6.2-a]
The edge application architecture shall provide support for exposure of 5GC's capabilities to the Edge Application Servers via interactions with NEF.

[AR-5.6.2-b]
When a Edge Application Server is trusted by the PLMN operator, then the edge application architecture shall support direct interactions between the Edge Application Server and the 5GC entities as specified in 3GPP TS 23.501 [a].

