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1. Introduction
This contribution proposes the 5GC capability exposure to the edge application servers.
2. Reason for Change
The 5GC capabilities can be exposed to the edge application servers via NEF or directly (if edge application server is deployed in the trust domain of the PLMN operator) 
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v0.0.0.
* * * First Change * * * *

5.3.x
5GC capability exposure to Edge Application Servers
5.3.x.1
General

The requirements for 5GC capability exposure to edge application server is specified in this clause.
5.3.x.2
Requirements

[AR-5.6.2-a]
The edge application architecture shall support for exposure of 5GC's capabilities to the Edge Application Servers via interactions with NEF.

[AR-5.6.2-b]
When a Edge Application Server is trusted by the PLMN operator, then the edge application architecture shall support direct interactions between the Edge Application Server and the 5GC entities as specified in 3GPP TS 23.501 [a].

[AR-5.6.2-c]
The edge application architecture shall be compliant with CAPIF as specified in 3GPP TS 23.222 [x] to allow Edge Application Server(s) to consume 5GC network capabilities exposed via NEF.

* * * Next Change * * * *

Annex X: 5GC network capability exposure to Edge Application Server
X.1
General

The Edge Application Server(s) can consume the 5GC network capabilities via NEF or directly based on the trust relationship of Edge Application Server(s) with the PLMN operator.
X.2
 CAPIF supported 5GC network capability exposure
The Edge Enabler Server can support Edge Application Server access to northbound APIs exposed by NEF by providing CAPIF functions as shown in Figure X.2-1.
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Figure X.2.-1: CAPIF supported 5GC network capability exposure
The Edge Data Networks reside outside the PLMN trust domain as shown in Figure X.2-1. In Edge Data Network 2, the Edge Application Server and Edge Enabler Server are within the same ECSP trust domain. While in Edge Data Network 1, the Edge Enabler Server and the Edge Application Server are in the different ECSP trust domain.

The Edge Enabler Server of an Edge Data Network acts as the API exposing function as specified in 3GPP TS 23.222 [4] to expose the service APIs from NEF to the Edge Application Servers via proxy or gateway function.

The CAPIF core function in the PLMN trust domain supports onboarding of Edge Application Servers (API invokers), publish of service APIs, discovery of service APIs and charging of service APIs invocations as specified in 3GPP TS 23.222 [X].

The following procedures are performed as specified in 3GPP TS 23.222 [X]:

-
The NEF act as API exposing function and the service APIs from NEF (Nnef) are published to the CAPIF core function. The service APIs exposed by the Edge Enabler Servers are published to the CAPIF core function.

-
The Edge Application Server acts as an API invoker and is onboarded to the CAPIF core function residing outside of the Edge Data Network.

-
The Edge Application Servers (API invokers) are authenticated with the CAPIF core function.

-
The Edge Application Server discovers the service APIs published by the NEF via the CAPIF core function including the end point address of the API exposing function where the service API invocation is to be performed.

-
The Edge Application Server obtains authorization to invoke the service APIs of the NEF from the CAPIF core function.

-
The Edge Application Server invokes the service APIs of the NEF after performing authentication with the Edge Enabler Server (API exposing function) and obtaining the UE identifier. The Edge Enabler Server (API exposing function) further invokes the service APIs of the NEF in the 5GC. EDGE-2 supports CAPIF-7 interactions corresponding to N33 (for NEF). 

X.3
Direct invocation of 5GC network capabilities
As shown in Figure X.3-1, the Edge Enabler Server deployed within the PLMN trust domain can support Edge Application Server (owned by 3rd party or by PLMN operator) access to northbound APIs exposed by NEF by assuming the role of NEF. The Edge Application Server deployed within the PLMN trust domain can access the network capabilities via direct interaction with the 5GC entities.
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Figure X.3.-1: Direct invocation of 5GC network capabilities
For the sake of simplicity, the CAPIF core function of the PLMN trust domain is not shown in Figure X.3.-1.

The Edge Enabler Server of an Edge Data Network acts as the API exposing function as specified in 3GPP TS 23.222 [X] to expose the service APIs of NEF to the Edge Application Servers.
The following procedures are performed as specified in 3GPP TS 23.222 [X]:

-
The Edge Enable Server assumes the role of NEF and acts as API exposing function. The service APIs from NEF (Nnef) are published to the CAPIF core function.

-
The 3rd party Edge Application Server acts as an API invoker and is onboarded to the CAPIF core function.

-
The 3rd party Edge Application Servers (API invokers) are authenticated with the CAPIF core function.

-
The 3rd party Edge Application Server discovers the service APIs published by the Edge Enabler Server via the CAPIF core function including the end point address of the API exposing function (Edge Enabler Server) where the service API invocation is to be performed.

-
The 3rd party Edge Application Server obtains authorization to invoke the service APIs of the NEF from the CAPIF core function.

-
The 3rd party Edge Application Server authenticates and invokes the service APIs of the NEF on the Edge Enabler Server. The Edge Enabler Server further interacts with the 5GC using the respective interfaces provided by the 5GC network entities. EDGE-2 supports direct interaction with 5GC using 5GC reference points as specified in 3GPP TS 23.501 [a].
-
The PLMN deployed Edge Application Server accesses the network capabilities via direct interactions with the 5GC. EDGE-7 supports direct interaction with 5GC using 5GC reference points as specified in 3GPP TS 23.501 [a].
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