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* * * First Change * * * *

7.X
Solution #X: EAS discovery based on EES acting as DNS proxy
7.X.1
Solution description

The following solution corresponds to the key issue #4 on Edge Application Server discovery as specified in clause 4.4. 
The Edge Enabler Server is acting as the DNS proxy and receiving DNS query message from UE. The Edge Enabler Server further resolves the DNS query itself or forwards it to the DNS server.

Figure 7.x.1-1 illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for Edge Application Server discovery. 

Preconditions:

1.
5GC is configured with one or more EES information for routing the DNS query from the UE.

2.
A local DNS server is deployed in the EDN to resolve the EAS IP address.
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Figure 10.X.3-1: Solution X – Edge Application Server Discovery 

1.
Certain configured trigger condition, APP launched. The UE sends a DNS query including the FQDN of requesting application.
2.
Upon receiving the DNS query, the 5GC selects a suitable Edge Enabler Server based on current UE’s location (e.g. cell ID, or TAI) and the knowledge of FQDNs deployments as described in 3GPP TS 23.501 [x] clause 5.6.7 and 3GPP TS 23.503[y] clause 6.3. The 5GC routes the DNS query to the selected Edge Enabler Server.

3.
The Edge Enabler Server may resolve the DNS query itself, or further forward it to a DNS server which has the capability to handle this DNS query. The DNS server may belongs to the ASP, or ECSP.
4.
The Edge Enabler Server sends DNS query to the DNS server.

5. 
The DNS server resolves the DNS query and provides the EAS IP address information in the DNS response. 

6.
The Edge enabler Server forwards the DNS response to the 5GC.

7.
The 5GC forwards the DNS response to the UE.
7.x.2
Solution evaluation

This solution allows an UE to use the DNS query to discover the EAS IP address deployed in Edge Data Network. The solution has no impact to UE. In this solution, the Edge Enabler Serve/EDN is selected by 5GC which can guarantee that the EAS discovered in this EDN has most optimal network connectivity path to UE, rather than the closest geographical distance.
This solution relates to key issue #4 and, satisfies [AR-5.5.2-a] and [AR-5.5.2-b].

* * * Next Change * * * *

11.3.1
General

All the key issues and solutions specified in this technical report are listed in Table 11.3.1-1. It includes the mapping of the key issues (clause 4) to the solutions and corresponding solution evaluations. It also lists the dependencies on other working groups that will need consideration during the Release 17 normative phase.

Table 11.3.1-1 Key issue and solutions 

	Key issues
(evaluation clause reference)
	Solution
	Solution


(clause reference)
	Dependency on other working groups

	#1: Service provisioning and configuration
	#2: Provisioning of Edge Data Network configuration
	7.2
	SA2

	#2: Edge Data Network discovery and registration
(11.3.2)
	#3: Edge Data Network using LADN 
	7.3
	-

	
	#8: Registering Edge Enabler Client on Edge Enabler Server
	7.8
	-

	
	#17: Registering Edge Enabler Server on Edge Data Network
	7.17
	-

	#3: Edge Application Server enablement on the Edge Hosting Environment
(11.3.3)
	#12: Edge Application Server Enablement
	7.12
	SA3

	#4: Edge Application Server discovery 
(11.3.4)
	#1: Edge Application Server Discovery
	7.1
	-

	
	#13: Discovery of Edge Data Network and Edge Application Server
	7.13
	-

	
	#22: Distributing Edge Application Server information
	7.22
	-

	
	#23: EAS discovery without registration to EES
	7.23
	-

	
	#24: Edge Application Server Discovery using DNS
	7.24
	-

	
	#X: EAS discovery based on EES acting as DNS proxy
	7.X
	SA2

	#5: Capability Exposure to Edge Application Server
	#4: Location Reporting API
	7.4
	-

	
	#5: UE Identifier API
	7.5
	SA2, SA3

	
	#10: Network capability exposure to edge applications using CAPIF
	7.10
	-

	
	#14: User plane management event API
	7.14
	SA2

	
	#15: Edge Application Server's service APIs publish and discovery using CAPIF
	7.15
	-

	
	#18: Fetch target Edge Application Server API
	7.18
	-

	
	#25: Client Information API
	7.25
	-

	
	#26: Enhancements to CAPIF with serving area information
	7.26
	-

	#6: Edge Computing Service authorization
	#6: Service Authorization for Edge Computing service
	7.6
	SA2, SA3

	#7: Flexible deployment
(11.3.5)
	#2: Provisioning of Edge Data Network configuration
	7.2
	SA2

	
	#3: Edge Data Network using LADN 
	7.3
	-

	#8: Edge Data Network selection
	#2: Provisioning of Edge Data Network configuration
	7.2
	SA2

	#9: Preserving Service Continuity
(11.3.6)
	#9: Relocation of application context
	7.9
	SA2

	
	#16: Edge Enabler Server initiated application context relocation
	7.16
	SA2

	
	#17: Registering Edge Enabler Server on Edge Data Network
	7.17
	-

	
	#18: Fetch target Edge Application Server API
	7.18
	-

	
	#19: Fetching target Edge Enabler Server information from EDNCS
	7.19
	-

	
	#20: Application Client initiated relocation of application context
	7.20
	SA2

	
	#21: Edge Enabler Client initiated application context relocation
	7.21
	SA2

	
	#27: Relocation of application context considering analytics
	7.27
	SA2

	#10: Dynamic availability
	#7: Dynamic availability of Edge Application Servers
	7.7
	-

	
	#28: EEC subscription for EDNCS events
	7.28
	-

	#11: User consent/authorization for network capability exposure to Edge Application Servers
	-
	-
	SA3

	#12: Lifecycle management
	#29: Lifecycle management
	7.29
	SA5

	#13: Provision of QoS information for the Edge Application Server
	#11: QoS Management for 5G Edge Applications
	7.11
	SA2

	#x: Exposure of Application Client KPIs
	-
	-
	-


* * * Next Change * * * *

11.3.4
Key Issue 4 Solutions

For Key Issue #4 on Edge Application Server discovery there are several proposed solutions: solution #1, the Edge Application Server discovery part of solution #13, solution #23, solution #24 and solution X.

The solution #23 "EAS discovery without registration to EES" solves key issue 4. And solution #24 "EAS discovery using DNS" also solves key issue 4 by using DNS
One main difference between the solution #1 and the Edge Application Server discovery part of solution #13 is the type of information included in the discovery request in order to identify and filter the desired Edge Application Servers. 

In solution #1, the information is provided as query filters and may include: Edge Application Server instance or category (e.g. gaming applications) desired level of access permissions (e.g. trial, gold-class, etc.), desired features (e.g. multi-player or single player), and desired location availability. The request may also include the identities of Application Client(s) that may initiate application data traffic with the discovered Edge Application Server(s). If no query filter is included, it indicates a request to discover all available Edge Applications Server.

In solution #13-a (clause 7.13.1.3) the information includes Application Client ID, Application provider, Application description and Application Characteristics for the Application Clients. This requires that the receiving Edge Enabler Server is able to translate this information into features relevant to the Edge Enabler Client and the Edge Application clients. The dependency is currently captured by an open Editor's Note. 

Due to the great variety of Application Clients, allowing the Edge Enabler Client to translate Application Client requirements into query filters would allow for the discovery response to provide more meaningful and usable information. In the example of the gaming application where the Edge Enabler Client needs to discover specific features (e.g. single vs. multi-player), the Edge Enabler Server would need to be aware of many characteristics of the Application Clients in order to provide this information, characteristics which may not be captured by the Application Client Information. In addition, the cases in which the query request is made in preparation for future activity by Application Clients currently not known by the Edge Enabler Server, the information about the individual Application Clients may be exposed unnecessarily. 

A solution based on solution #1 may include optionally the Application Client Information described in Solution #13. and be used independent of topology. 
Solution #13-b (clause 7.13.1.3) is optimized for a centralized EDN Configuration Server topology which also considers the network connectivity path to UE. 
Solution #X "EAS discovery based on EES acting as DNS proxy" solves key issues #4. This solution enables UE to discover EAS from EES by making 5GC to select and route the DNS query to the most optimal Edge Enabler Server to resolve the EAS FQDN. This solution guarantees that the EAS returned to UE is the EAS with most optimal network connectivity path to UE. This solution has not impact to UE, i.e., no impact to both application client and the mobile OS.
These solutions may be applicable individually or together for different deployment models of Edge Computing service, in which case Edge Enabler Client needs to be indicated as to which mechanism should be used.

* * * Next Change * * * *

12
Conclusions

This technical report fulfils the objectives of the study on application architecture for enabling Edge Applications. The report includes the following:
1.
Definition of terms and abbreviations used in the study (clause 3);

2.
Key issues identified by the study (clause 4) and corresponding architectural requirements (clause 5);

3.
A detailed application architecture for enabling Edge Applications, corresponding to the key issues and architectural requirements (clause 6);

4.
Individual solutions addressing the key issues (clause 7);

5.
A list of identities and commonly used values (clause 8); 

6.
Set of deployment options (clause 9) and involved business relationships (clause 10); and

7.
Overall evaluations of all the solutions (clause 11).

Some of the individual solutions have dependency on other working groups within 3GPP. This dependency is summarized in overall evaluations (clause 11).

The study concludes with following considerations for the normative work:

1.
Definition of terms and abbreviations captured in clause 3 will be reused;

2.
List of identities and commonly used values captured in clause 8 will be reused with appropriate enhancements;

3.
Architectural requirements identified in clause 5 will be used as baseline architectural requirements;

4.
The application architecture for enabling Edge Applications, as specified in clause 6 will be used as baseline architecture;

5.
Following individual solutions, corresponding to the key issues, will be considered as candidate solutions:

a.
for Key issue #1 (Service provisioning and configuration):

i.
Solution #2 (Provisioning of Edge Data Network configuration)

b.
for Key issue #2 (Edge Data Network discovery and registration):

i.
Solution #8 (Registering Edge Enabler Client on Edge Enabler Server); and

ii.
Solution #17 (Registering Edge Enabler Server on Edge Data Network Configuration Server);

c.
for Key issue #3 (Edge Application Server enablement on the Edge Hosting Environment):

i.
Solution #12 (Edge Application Server Enablement);

d.
for Key issue #4 (Edge Application Server discovery):

i.
Solution #1 (Edge Application Server Discovery); and

ii.
Solution #13 (Discovery of Edge Data Network and Edge Application Server);
iii.
Solution #X (EAS discovery based on EES acting as DNS proxy)
e.
for Key issue #5 (Capability Exposure to Edge Application Server):

i.
Solution #4 (Location Reporting API);

ii.
Solution #5 (UE Identifier API);

iii.
Solution #10 (Network capability exposure to Edge Application Server using CAPIF);

iv.
Solution #14 (User plane management event API);

v.
Solution #15 (Edge Application Server's service APIs publish and discovery using CAPIF);

vi.
Solution #25 (Client Information API); and

vii.
Solution #26 (Enhancements to CAPIF with serving area information);

f.
for Key issue #6 (Edge Computing Service authorization):

i.
Solution #6 (Service Authorization for Edge Computing service); and

g.
for Key issue #7 (Flexible deployment):

i.
Solution #2 (Provisioning of Edge Data Network configuration); and

ii.
Solution #3 (Edge Data Network using LADN)

h.
for Key issue #8 (Edge Data Network selection):

i.
Solution #2 (Provisioning of Edge Data Network configuration);

i.
for Key issue #9 (Preserving Service Continuity):

i.
Solution #9 (Relocation of application context);

ii.
Solution #16 (Edge Enabler Server initiated application context relocation);

iii.
Solution #20 (Application Client initiated relocation of application context); and

iv.
Solution #21 (Edge Enabler Client triggered application context relocation);

j.
for Key issue #10 (Dynamic availability):

i.
Solution #7 (Dynamic availability of Edge Application Servers); and

ii.
Solution #28 (EEC subscription for EDNCS events); 

k.
for Key issue #13 (Provision of QoS information for the Edge Application Server):

i.
Solution #11 (QoS Management for 5G Edge Applications)

6.
Individual solutions, not listed under bullet 5 may be adopted in technical specification with appropriate enhancements;

7.
Deployment scenarios and involved business relationships will be considered as captured in clause 9 and clause 10 respectively. New application layer deployment models and their implications on the solutions will be considered;

8.
Analysis of related work in other standards bodies e.g. ETSI ISG MEC, based on Annex A of the 3GPP TR 23.758 will be considered; and

9.
EDGE-5 reference point for interactions between the Application Client and Edge Enabler Client will not be pursued in release 17.
