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Introduction
This contribution proposes to bring into TS 23.558 an Edge Application Server discovery solution based on Solutions 1 and 13 of TR 23.758.
* * * First Change * * * *

10.3
Discovery

10.3.1
General 

Discovery procedures enable entities in an Edge deployment to obtain information about servers and services available, based on specified criteria of interest. 

* * * Second  Change * * * *

10.3.2
Edge Application Server Discovery
10.3.2.1
General 

Edge Application Server discovery enables Edge Enabler Clients to obtain information about available Edge Application Servers of interest. 
10.3.2.2
Information flows
10.3.2.2.1 Edge Application Server discovery request

Table 10.3.2.2.1-1 describes the information flow for an Edge Application Server Discovery Request from the Edge Enabler Client to the Edge Enabler Server. Table 10.3.2.2.1-2 provides further detail about the Query Filter information element.
Table 10.3.2.2.1-1: Edge Application Server discovery request

	Information element
	Status
	Description

	UE Identifier
	M
	The identifier of the UE (i.e. GPSI or identity token)

	EEC ID
	M
	Unique identifier of the Edge Enabler Client.

	Query Filter
	O
	List of characteristics for discovery purposes, as detailed in table 10.3.2.2.1-2. If no query filter is included, the receiver may identify EAS based on the Application Client Profiles. If neither list is provided, it indicates a request to discover all available Edge Applications Server.

	Application Client Profile(s)
	O
	Profiles of Application Clients based on which the receiver shall perform the discovery. This element may be included if no Query Filter is included, in which case the receiver discovers EAS based on the Application Client Profiles. If neither list is provided, it indicates a request to discover all available Edge Applications Server. Application Client Profiles are further described in table 10.1.2.1-2

	Application Client ID(s)
	O
	Identities of Application Client(s) that may initiate application data traffic with the discovered Edge Application Server(s)


Table 10.3.2.2.1-2: Query Filters
	Information element
	Status
	Description

	Service type(s)
	O
	Type of  service to be discovered e.g. gaming.

	EAS list
	O
	List of EAS to be considered in the discovery request, if available.

	Application provider(s)
	O
	Provider of the Application Client

	Service permission level(s)
	O
	Desired level of service permissions e.g. trial, gold-class

	Desired feature(s)
	O
	Desired service features e.g. single vs. multi-player gaming service

	Location availability
	O
	The desired location(s) (e.g. geographical area, route) where the service should be available.


10.3.2.2.2 Edge Application Server discovery response

Table 10.3.2.2.2-1 describes the information flow for an Edge Application Server Discovery Response from the  Edge Enabler Server to the Edge Enabler Client.
Table 10.3.2.2.2-1: Edge Application Server discovery response

	Information element
	Status
	Description

	Discovered EAS list
	M
	List of discovered EAS, with an option to indicate an empty list. Each element includes the information described below.

	>EAS Instance Identifier 
	M
	The identifier of the instance of the Edge Application Server instance

	>EAS instance name
	O
	Name of the instance of the Edge Application Server instance

	>EAS instance description
	O
	Human-readable description of the application instance

	>EAS Point-of-Contact 
	M
	Information for establishing a connection to the EAS (e.g. FQDN or IP address)

	>Edge Data Network information 
	O
	Edge Data Network information (e.g. DNN, S-NSSAI, DNAI etc.)

	>EES Point-of-Contact
	O
	For EAS registered to a different EES, it provides connection information for the EES it is registered to

	>Service type
	O
	Type of services supported e.g. gaming.

	>Supported features
	O
	Supported service features e.g. single vs. multi-player gaming service

	>Service permission level
	O
	Supported level of service permissions e.g. trial, gold-class

	>Location availability
	O
	The desired location(s) (e.g. geographical area, route) where the service should be available.

	>Time of operation
	O
	The operation time during which the Edge Application Server instance is available


10.3.2.3
Procedure
Pre-conditions:

1.
Trigger conditions for initiating an Edge Application Server discovery request are configured in the Edge Enabler Client;
2.
Information related to the Edge Enabler Server is available with the Edge Enabler Client; and
3.
Optionally, the Edge Enabler Server has received the information of Edge Application Servers in other Edge Data Networks from the Edge Data Network Configuration Server 
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Figure 10.3.2.3-1: Edge Application Server Discovery procedure
1.
Certain configured trigger condition, for e.g. establishment of PDU Session or PDN connectivity to the Edge Data Network, connecting to the Edge Enabler Sever for the first time, expiry of a periodic timer, entering or exiting a geographic area (i.e. Edge Data Network service area) etc., or a combination of configured trigger conditions met at the Edge Enabler Client.

2.
As a result of Step 1, the Edge Enabler Client sends an Edge Application Server discovery request to the Edge Enabler Server. The discovery request may contain query filters to retrieve information about a particular Edge Application Server or a category of Edge Application Servers, for e.g. gaming applications. Query filters may also indicate a desired level of access permissions (e.g. trial, gold-class, etc.), desired features (e.g. multi-player or single player), and desired location availability. The request may also include the identities of Application Client(s) that may initiate application data traffic with the discovered Edge Application Server(s). 
Alternatively, the Edge Enabler Client sends a list of Application Client Profiles based on which the receiver shall perform the discovery. If neither list is provided, it indicates a request to discover all available Edge Applications Server.
3.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server checks if the Edge Enabler Client is authorized to discover the requested Edge Application Server(s). The authorization check may apply to an individual Edge Application Server, a category of Edge Application Servers or to the Edge Data Network, i.e., to all the Edge Application Servers. If the discovery request contained query filters that indicated a desired level of access permissions, features, and/or location availability, then the Edge Enabler Server may also check if the Edge Enabler Server is able to provide access to Edge Application Servers that are able to provide the desired level of access permissions, features, and/or location availability.

4.
If the Edge Enabler client is authorized, the Edge Enabler Server retrieves the information of Edge Application Servers. The information includes a list of FQDN(s) along with a mapping to the IP address(es) of the Edge Application Servers running on the Edge Hosting Platforms in the Edge Data Network. For Edge Application Servers that are available but not instantiated, the Edge Enabler Server includes relevant information. Further, the Edge Enabler Server applies any discovery policies or filters, If additional access permissions were specified in the query filters of the discovery request, the Edge Enabler Server may include additional information regarding the discovered Edge Application Servers. For example, the Edge Enabler Server may indicate the access permissions, the types of features, and the Application Client locations(s) that the Edge Application Servers can support.

5.
The Edge Enabler Server sends the filtered information to the Edge Enabler Client in an Edge Application Server discovery response. For the Edge Application Servers that are hosted on a different Edge Data Network, the Edge Enabler Server in the discovery response should include Edge Data Network information (such as DNN, S-NSSAI, DNAI etc.) along with the Edge Application Server information (such as FQDN or IP address) and may include information of the responsible Edge Enabler Server.
6.
Upon receiving the Edge Application Server discovery response, the Edge Enabler Client uses the FQDN and/or IP address mapping to resolve the domain name requested by the Application Client for routing the outgoing application data traffic and direct it to the instantiated Edge Application Server(s) in the Edge Data Network, as required. Further, the Edge Enabler Client may provide necessary notifications to the Edge-aware Application Client(s).
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