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1. Introduction
During SA6#33 it was discussed that not all applications may be available for the UE in each Edge Data Network, following which, the UE may have to connect to different Edge Application Servers in different Edge Data Networks. The UE will still require to discover the available Edge Application Servers.

The proposal in this contribution is to distribute the Edge Application Server information across relevant Edge Enabler Servers in different Edge Data Networks, based on the requirements of the Edge Application Servers. With that, the Edge Enabler Client will be able to discover information of all available Edge Application Servers while maintaining connection with only one Edge Enabler Server (responsible for the location of the UE).
2. Reason for Change
The Edge Enabler Server now has to facilitate discovery across Edge Data Networks.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v1.0.0.
* * * First Change * * * *

7.x
Solution #x: Distributing Edge Application Server information

7.x.1
Solution description

The following solution describes the actions taken by the Edge Data Network Configuration Server upon receiving requests from an Edge Enabler Server related to registration or a change in Edge Application Server's availability information. 

Figure 7.x.1-1 illustrates the solution for distributing Edge Application Server information across Edge Data Networks.

Preconditions:

1.
Any of the following:

a.
a source Edge Enabler Server registers to the Edge Data Network Configuration Serve with the availability information of the Edge Application Servers registered with the source Edge Enabler Server;

b.
a source Edge Enabler Server de-registers from the Edge Data Network Configuration Server, effectively indicating that the Edge Application Server(s) registered with the source Edge Enabler Server are not available anymore with the source Edge Enabler Server;

c.
a source Edge Enabler Server publishes Edge Application Server's availability information on the Edge Data Network Configuration Server; or

d.
a source Edge Enabler Server updates the published Edge Application Server's availability information on the Edge Data Network Configuration Server (for e.g. due to changes in availability information, Edge Application Server deregistration, etc.).
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Figure 7.x.1-1: Distributing Edge Application Server information across Edge Data Networks

1.
Edge Data Network Configuration Server processes the information received from the source Edge Enabler Server, and determines target Edge Enabler Servers and target Edge Data Networks, which should be updated about the Edge Application Server. The Edge Data Network Configuration Server can use the Edge Application Server's availability information received in the request from the Edge Enabler Server (for e.g. location or service areas requested by the Edge Application Server) or can use the Edge Application Server's availability information stored with the Edge Data Network Configuration Server (for e.g. in case of de-registration).

2.
The Edge Data Network Configuration Server notifies all target Edge Enabler Servers, as determined in step 1. The notification includes information about the source Edge Enabler Server and the source Edge Data Network. If the Edge Application Server information is published or updated, the notification includes information about the Edge Application Server, as received in the publish or update request from the source Edge Enabler Server, information about the source Edge Enabler Server and the source Edge Data Network. If the Edge Application Server is de-registered or is not available anymore, the notification contains relevant information. In case of update, it may result in different notifications to different target Edge Enabler Servers, for e.g. if the location or service area information for an Edge Application Server is updated, it may result as newly available Edge Application Server for some Edge Enabler Servers while a de-registered Edge Application Server for some Edge Enabler Servers.

3.
The target Edge Enabler Server, upon receiving the notification from the Edge Data Network Configuration Server, updates the Edge Application Server information accordingly.

4.
The target Edge Enabler Server notifies the Edge Enabler Clients, which subscribed for notifications about the Edge Application Server or related information as received in step 2.

7.x.2
Solution evaluation

This solution supplements solution #1 for Edge Application Server discovery by enabling discovery of Edge Application Servers running in different Edge Data Networks, via Edge Enabler Servers responsible for the service areas of the aforementioned Edge Application Servers. The solution enables a distributed topology for the discovery of Edge Application Servers. With the distributed topology for discovery, the Edge Enabler Client requires to connect only to one Edge Enabler Server, which is responsible for the current location of the UE, saving resources on the UE. Also, it localizes the discovery queries and responses reducing data traffic in the network.
* * * Next Change * * * *

7.1
Solution #1: Edge Application Server Discovery

7.1.1
Solution description

The following solution corresponds to the key issue #4 on Edge Application Server discovery as specified in clause 4.4. 

The Edge Enabler Server allows the Edge Enabler Client to discover both, the Edge Application Servers running on the Edge Hosting Platform within the Edge Data Network and the Edge Application Servers which can be instantiated on the Edge Hosting Platform within the Edge Data Network. The Edge Enabler Server employs authorization checks and discovery filters and provide requested information to the Edge Enabler Client.

The discovery filters may be used to indicate to the Edge Enabler server what Application Clients might attempt to access the discovered services, what types of access permissions are required by the Application Clients, etc.  The Edge Enabler Server may use this information to filter its response to the Edge Enabler Client in order to avoid, or reduce, situations where Application Client Servers connect to Edge Application Servers before recognizing that the Edge Application Server can not provide the desired services.

Figure 7.1.1-1 illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for Edge Application Server discovery. 

Pre-conditions:

1.
Trigger conditions for initiating an Edge Application Server discovery request are configured in the Edge Enabler Client.

2.
Information related to the Edge Enabler Server is available with the Edge Enabler Client. 
3.
The Edge Enabler Server has received the information of Edge Application Servers in other Edge Data Networks from the Edge Data Network Configuration Server as described in solution #x.
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Figure 7.1.1-1: Solution 1 – Edge Application Server Discovery

1.
Certain configured trigger condition, for e.g. establishment of PDU Session or PDN connectivity to the Edge Data Network, connecting to the Edge Enabler Sever for the first time, expiry of a periodic timer, entering or exiting a geographic area (i.e. Edge Data Network service area) etc., or a combination of configured trigger conditions met at the Edge Enabler Client.

2.
As a result of Step 1, the Edge Enabler Client sends an Edge Application Server discovery request to the Edge Enabler Server. The discovery request may contain query filters to retrieve information about a particular Edge Application Server or a category of Edge Application Servers, for e.g. gaming applications. Query filters may also indicate a desired level of access permissions (e.g. trial, gold-class, etc.), desired features (e.g. multi-player or single player), and desired location availability. The request may also include the identities of Application Client(s) that may initiate application data traffic with the discovered Edge Application Server(s).  If no query filter is included, it indicates a request to discover all available Edge Applications Server.

3.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server checks if the Edge Enabler Client is authorized to discover the requested Edge Application Server(s). The authorization check may apply to an individual Edge Application Server, a category of Edge Application Servers or to the Edge Data Network, i.e., to all the Edge Application Servers. If the discovery request contained query filters that indicated a desired level of access permissions, features, and/or location availability, then the Edge Enabler Server may also check if the Edge Enabler Server is able to provide access to Edge Application Servers that are able to provide the desired level of access permissions, features, and/or location availability.

4.
If the Edge Enabler client is authorized, the Edge Enabler Server retrieves the information of Edge Application Servers. The information includes a list of FQDN(s) along with a mapping to the IP address(es) of the Edge Application Servers running on the Edge Hosting Platforms in the Edge Data Network. For Edge Application Servers that are available but not instantiated, the Edge Enabler Server includes relevant information. Further, the Edge Enabler Server applies any discovery policies or filters, including the filters received in the Edge Application Server discovery request to the retrieved information, if any. . If additional access permissions were specified in the query filters of the discovery request, the Edge Enabler Server may include additional information regarding the discovered Edge Application Servers.  For example, the Edge Enabler Server may indicate the access permissions, the types of features, and the Application Client locations(s) that the Edge Application Servers can support.

5.
The Edge Enabler Server sends the filtered information to the Edge Enabler Client in an Edge Application Server discovery response. For the Edge Application Servers that are hosted on a different Edge Data Network, the Edge Enabler Server in the discovery response should include Edge Data Network information (such as DNN, S-NSSAI, DNAI etc.) along with the Edge Application Server information (such as FQDN or IP address) and may include information of the responsible Edge Enabler Server.

 6.
Upon receiving the Edge Application Server discovery response, the Edge Enabler Client uses the FQDN and/or IP address mapping to resolve the domain name requested by the Application Client for routing the outgoing application data traffic and direct it to the instantiated Edge Application Server(s) in the Edge Data Network, as required. Further, the Edge Enabler Client may provide necessary notifications to the Edge-aware Application Client(s).
_1632148059.vsd
Target Edge Enabler Server


Edge Enabler Client(s)


Target Edge Data Network 1..n


3. Update Edge Application Server information


4. Notify Edge Enabler Client(s)


1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



_1624964066.vsd
�

Edge Enabler Client


Edge Enabler Server


 


2. Edge Application discovery request


5. Edge Application discovery response


 


3. Authorization check


4. Apply discovery policies and filters


1. Trigger conditions met


6. Process the received information



