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1. Introduction
An MC user should be authenticated by the IOPS MC system for the support MC services in the IOPS mode of operation.
2. Reason for Change
Include the general user authentication procedure in the IOPS mode of operation
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to approve the following changes to 3GPP TS 23.180 v0.1.0.
* * * First Change * * * *
10.X
General user authentication in the IOPS mode of operation
10.x.1
General

The following clause describes a high level procedure used for the user authentication in the IOPS mode of operation. The specific user authentication required in the IOPS mode of operation is defined in 3GPP TS 33.180 [x].
Editor's Note:
Specific user authentication aspects and related procedures in the IOPS mode of operation need to be addressed and defined by SA3.

10.x.2
Procedure
A procedure for the user authentication in the IOPS mode of operation is illustrated in figure 10.x.2-1.
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Figure 10.x.2-1 User authentication in the IOPS mode of operation
1. The IOPS connectivity client initiates the user authentication procedure with the IOPS MC connectivity function in the IOPS mode of operation. The MC service user may supply user credentials (e.g. biometrics, secureID, username/password) for verification with the IOPS MC system. A single user authentication can be used for the support of multiple MC services on the IOPS MC system.
* * * Next Change * * * *
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