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1. Introduction
This contribution provides a solution to address the key issue for UAV flight autorisation.
2. Discussion
The new solution is described in the proposed changes below.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.755 v0.4.0.
* * * First Change * * * *

8.X
Solution #X: Procedure for UAV flight authorization 
8.X.1
Solution description

In this solution, flight authorizations are requested and granted by applying application-layer procedures. When a UAS operator wants to request a flight authorization, the UAS operator launches a certain application (e.g. on a tablet, smartphone, PC), which selects and securely connects to a UTM/USS by using pre-configured credentials. Then, the UAS operator provides information associated with a UAV flight and requests authorization from the selected UTM/USS.
A flight authorization request includes the following information:

-
The UAS operator identity 

-
An identifier identifying the UAV

-
An identifier identifying the UAV controller

-
Flight information, e.g., flight route, start time, duration, type of flight.

If the UTM/USS decides to grant authorization for the requested UAV flight, the UTM/USS creates a new flight authorization, assigns a unique identifier to this flight authorization and sends the flight authorization to the UAS operator including the unique identifier. The flight authorization is also securely stored in a datastore so that it can be accessed by other UTMs/USSs operated by different UAS Service Suppliers. The datastore can be realized with a certralized database, a distributed database or even a blockchain.
A system architecture of this solution is illustrated in Figure 8.X.1-1. Note that a flight authorization can be created by one UTM/USS (e.g. UTM-A) but can be accessed by all other UTMs/USSs sharing the same datastore. This enables any UTM/USS sharing the same datastore to confirm if a flight has been authorized and to indicate a 3GPP network if a PDU Session requested for executing an UAV flight operation should be established or not. 
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Figure 8.X.1-1 - UAV flight authorisation components
The detailed procedure for flight authorization is provided below:
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Figure 8.X.1-2 - Procedure for flight authorisation
1.
The UAS operator launches an application to request a flight authorization. The application selects a UTM/USS to communicate with, e.g. by performing a DNS query and receiving the IP address.
2.
A typical login procedure takes place and the UAS Operator is authenticated by the UTM/USS.
3.
The application sends the UAV flight authorization request to the UTM/USS. The request includes UAS operator identity, the UAV identity (UAV Id), the UAV Controller identity (UAV Controller Id), and the Flight Info, such as the flight start time, the duration, the flight route, mission type, etc.
4.
The UTM/USS makes an authorization decision by considering the provided flight information. How this decision is made is outside the scope of 3GPP.
5.
If UTM/USS decides to authorize the requested flight, the UTM/USS creates a new flight authorization and sends a Store Flight Authorization message to store it in the datastore.
6.
If the datastore is a Blockchain, a mining procedure is executed before the new flight authorization is stored in the Blockchain. During this mining procedure, a distributed consensus algorithm is executed, according to the Blockchain technology.
7.
After the flight authorization is stored in the datastore, the UTM/USS receives a confirmation message.
8.
Finally, the application receives a flight authorization response from UTM/USS and informs the UAS operator.
8.1.2
Solution evaluation
Editor's Note:
This subclause will evaluate the solution.

* * * End of Change * * * *
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