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1. Introduction
This solution covers the use case where the user is always expected to get the service when the user wants to use it, regardless of the edge server availability. This means that the Edge Data Network Configuration Server and at least one instance of the (Edge) Application Server is always available for the user. Whenever an optimized Edge Application Server is available for the user then the Application Client will use that one instead.
This simplifies the logic since the UE only connects to the Edge Data Network Configuration Server when the user needs it to get necessary configuration. Due to this the UE does not need to register to the Edge Enabler Server that need to keep track of all UE’s and update all these UE’s with changes in the Edge Data Network. 
With this solution the Application Client in the UE connects to the well-known preconfigured Edge Data Network Configuration Server when the user wants to use the service. This implies that each Application Client in the UE has a single well-known Edge Data Network Configuration Server that will support that application in the UE.
This solution is suitable for UE devices that have more than one connection. For example, a UE that is a smart phone with both 3GPP access and other types of access, for example Wi-Fi. Other types of UE’s that is suitable is also UEs with dual USIM which are able to access two operators at the same time. What is common for these types of UE’s is that whenever possible, they always have access to internet, and they will switch between different access network to get internet access in most efficient way. The applications in these UEs needs to adapt when the UE automatically switched between different access networks. This solution also supports UE’s that are able to set up a second PDU Session to another DNN that is not the internet DNN, for example an LADN. Therefore, this solution is applicable in all deployment scenarios.

4. Proposal

It is proposed to agree the following new solution in 23.758 (all new)
* * * First Change * * * *

7.x
Solution #x: Single EDNCS per Application Client
This solution addresses Key Issues #1, #2, #4, #6, #7, #8, #9, #10 and #13. The key characteristics of this solution is that the Application Client is always able to deliver the service to the user, either via a local Edge Application Server or via a cloud-based Application Server. Since different locations of the UE provides different possible QoS, the application itself needs to optimize the user experience based on possible QoS etc. This solution is based on that the UE is not aware of all available Edge Application Servers or Edge Enabler Servers and how that is changed over time, the Edge Data Network Configuration Server will provide an appropriate Edge Application Server and Edge Enabler Server on request to the UE whenever needed, therefore Key Issue #4 and 10 is not needed. This solution also addresses that different Application Clients may not trust the same Edge Data Networks. For example, a weather Application Client may trust the local Edge Data Network, that does not imply that my Bank Application Client in the same UE trust the visitor networks Edge Data Network. Therefore, this solution does not have a shared Edge Enabler Client in the UE. In this solution each Application Client includes the Edge Enabler Client functionality so the EDGE-5 does not need to be specified.
NOTE:
This solution addresses mobility when the UE is changing connectivity, other solutions covers the case when the mobility only affects for example change of DNAI to the same DNN.

.

7.x.1
Solution description 
It is assumed that the user should be able to run the Application Client whenever the user wants to use it, therefore the Application Client has a pre-configured address (FQDN) to its EDNCS (Edge Data Network Configuration Server) that is always available regardless of which one of the UE’s connectivity that is used. The Edge Data Network Configuration Server will provide the UE with either a suitable local Edge Enabler Server or a cloud based (Edge) Enabler Server since the service is always available for the user. In this solution EDGE-1 and EDGE-4 is only used at the same time by the UE to get information on how to discover the appropriate Edge Application Server, therefore EDGE-4 will provide all needed information to the UE in one single response so EDGE-2 does not apply in this solution.
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Figure 7.x.1
0. Pre-requirements: Each Edge Application Server register itself to the Edge Enabler Server according to KI# 4, in addition, the Edge Application Server also provides the address to the Edge Data Network Configuration Server to the Edge Enabler Server. The Edge Enabler Server also register itself into the Edge Data Network Configuration Server according to for example solution #17, in addition the Edge Enabler Server include possible connectivity information the UE needs to have to access the Edge Enabler Server. This could for example be MCC/MNC or an SSID. The first step is over EDGE-3 and the second over EDGE-6.
1. The User or an application in the UE trigger a request to use a service that may be served by an Edge Application Server if available, or an (Edge) Application Server in the cloud. The UE sends a discovery request over EDGE-4 that includes the possible connectivity information that the UE have, this could for example be according to solution 2. The address to the Edge Data Network Configuration Server is pre-configured in the application in the UE. This could for example be done over HTTPS since the URL is pre-configured. The connection to the Edge Data Network Configuration Server is encrypted, this allows the Application Client to verify that it is from the Application Client’s point of view, a trusted Edge Data Network Configuration Server.

2. Based on the connectivity information from the UE the Edge Data Network Configuration Server will select an appropriate Edge Enabler Server and Edge Application Server to the UE.
3. Optionally, the Edge Data Network Configuration Server may inform Edge Enabler Server and Edge Application server about a new Application Client. This allows them to use EDGE-2 to get detailed network information for the UE and configure or influence the QoS flow or routing for the UE. This is specified in other solutions.

4. The Edge Data Network Configuration Server responds with the address to the Edge Application Server.
5. Dependent of the Edge Network configuration, the UE may need to configure new PDU session or QoS flow.

6. The Application Client in the UE communicates with the appropriate Edge Application Server.
7. Optionally, the UE may change connectivity, this could for example be switching between USIMs, dual registration or switch over to use Wi-Fi

8. Same as step 1 above

9. Same as step 2 above, except that the Edge Data Network Configuration Server will also include policy if User Context data is allowed to be transferred from EAS1 to EAS2. Optionally, latency/QoS to the Edge Application Server in addition to the latency to change Edge Application Server and transfer the user context could be considered.
10. If the Serving Edge Application Server is changed and the User Context is allowed to be transferred, then the User Context will be transferred from EAS1 to EAS2. In addition, step 3 above may be performed.
11. Same as 3 above

12. Dependent of the used application protocol, the Application Client is aware that the serving Edge Application Server is changed, this allows the Application Client to for example to initiate a new TCP Session if that is needed.
7.x.2
Solution Evaluation
This solution has minimal impact on the application in the UE, the application in the UE is able to use a standard secure HTTPS request and validate that the Application Client is connected to a trusted server that will inform the Application Client of the address to the application server. This solution also expect that the user is always able to use the service since Edge Data Network Configuration Server and at least one instance of the Edge Application Server is available to use user if it is not deployed in the Edge to the user. This solution supports the possibility to manage the case if user context is allowed to be transferred between two Edge Application Servers. For example, some private user data may not be allowed to be transferred between two Edge Application Servers if they belong to different legal jurisdictions. This solution also addresses when the UE or some Application Clients may trust a local Edge Data Network, but it does not imply that the all Application Clients in the UE trust the same Edge Data Network. 
* * * End of Change * * * *

