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1. Introduction
This document provides a  Text Proposal to TR 23.758 for a solution to key issue 12 on lifecycle management. This solution is inspired by/aligned with MEC 10-2: RGS/MEC-0010-2v211LcRRM “Multi-access Edge Computing (MEC); MEC Management; Part 2: Application lifecycle, rules and requirements management”
2. Reason for Change
Provide a possible solution to an indentified key issue.
3. Conclusions

The proposal introduces a possible solution for key issue 12 on lifecycle manament.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v1.0.0.
* * * First Change * * * *
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* * * End of first Change * * * *

* * * Second Change * * * *

7.22
Solution #22: lifecycle management assistance
7.22.1
Solution description

7.22.1.1
Procedure

This solution addresses the open issue under Key Issue #12, it is aligned with [18]. The proposed solution allows an Application Service Provider (via the OSS ) to request from the Edge Computing Service Provider the execution of lifecycle management operations. The operations include:

· On-boarding an Edge Application Server  which would typically be instantiated as an Edge Application Server (in subsequent requests).

· Deleting an Edge Appication Server.

· Instantiating an Application instance (from a previously installed Edge Appication Server) as an Edge Application Server
· Terminating an Application an Edge Application Server
· Requesting to change the state of an Edge Application Server (e.g. start, stop, pause, resume)
· Subscribe to get notifications about the status of an Edge Application Server

Editor Note: These procedures would impact the management and orchestration procesdure handled by SA5. 
The high-level signalling flows for lifecycle management are illustrated in figure 7.22.1.1.

Editor’s note: The message flow depicted in figure 7.22.1.1 assumes there is a new interface to be defined by the ASP and ECSP. As an alternative EDGE-3 can be extended for this purpose. 
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Figure 7.22.1.1: Lifecycle management subscriptions
1.
The OSS subscribes to receive notifications about lifecycle management events by specifying the event type and an address, typicaly a URI, where the notifications could be sent. The request will need to specify criteria to trigger the notifications. For instance, the criteria could be about the status of an Edge Application Server such as crash or overload, etc.
2.
The Edge Enabler Server responds after processing and storing information about the subscription.

3. An event pertaining to the subscription occurs, Edge Application Server crashed.

4. The Edge Enabler Server notifies the OSS about the lifecycle management event using the address provided in 1.
7.22.2
Solution Evaluation

This solution provides a suitable solution to key issue #22 to manage the lifecycle of applications and will require close cooperation with SA5.
* * * End second Change * * * *
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