
3GPP TSG-SA WG6 Meeting #34
S6-192340  was S6_192300 ( merge S6-192066, 

192096, 192095, 192111)
Reno, Nevada, 11th – 15th November 2019

Source:
Convida Wireless LLC, Samsung,
Title:
Solutions 20, 21 clean-up and conclusion to Key Issue#9 Preserving Service Continuity
Spec:
3GPP TR 23.758 v1.0.0
Agenda item:
11.5
Document for:
Approval
Contact:
Catalina Mladin, Mladin.Catalina@convidawireless.com
1. Introduction (updated for 192300 merge)
S6-192066 proposes changes to several clauses related to Key Issue #9 as follows:

· Changes to address the Editor’s Notes in clauses 7.20 and 7.21, corresponding to two solutions proposed for this Key Issue. Clause 7.9, corresponding to a third solution, has no Editor’s Notes.
· A new clause 11.3.x with an evaluation of the current solutions proposed for Key Issue #9
S6-192094 provides evaluation of solution #16 and resolves an editor’s note. Editorial changes are also provided, including changes to solution #16 naming. 
S6-192095 provides evaluation of solution #21 and resolves the editor’s notes. Editorial changes are also provided.
S6-192111 attempts to evaluate the solutions for key issue #9 (solution #9, #16, #20, and #21) and to conclude the solutions for normative work.  
S6_192300 merges S6-192066, 192096, 192095, 192111. Contributions are merged with different track marks on understanding that a harmonization of changes (removal of changes on changes and comments) may be eventually required for easy TR implementation.
S6-192340- Add a new sentence “None of the proposed solutions address the ability to relocate the application context between the cloud and the edge.” at the end of clause 11.3.x

- Remove “Fourth Change” from the pCR

- In clause 7.21.1, below step 12, retain the EN.

2. Reason for Change (KI #9 Evaluation description)

Solution #9, #16, #20 and #21 on Preserving Service Continuity address the open issues of Key Issue 9 in clause 4.9. These solutions are complementary according to deployment options or availability of user plane management event notifications.

	
	Source EES based
	Target EES based

	Initiated by EAS/EES
	#9, #16
	-

	Initiated by UE
	#21
	#20


Table 1. Solutions of application context relocation

As shown in Table 1, the solutions of key issue #9 provide both of UE initiated and Edge Server initiated context relocation procedures. Edge Server initiated solutions (#9 and #16) require Edge Application/Enabler Server’s subscription to UP management event notifications and corresponding service level agreement between an MNO and Edge Service provider(s). If the UP management event notifications are not available, solution #20 or #21 (UE initiated solutions) can be utilized (e.g. based on deployment scenarios). 

The solution set (#9, #16, #20 and #21) provides viable options for application context relocation with respect to specified deployment options. Let us consider an LADN deployment scenario (option3). When a UE has moved from the source EDN service area to a target EDN service area, the source EES cannot communicate with the UE, calling for target EES based application context relocation (solution #20). On the other hand, if it is required to initiate the context relocation for a UE in the source EDN service area (i.e., before getting out of the service area), the source EES based solutions can be used. 

As mentioned above, the solutions have complementary relationships each other and provide viable options. It is thus recommended to conclude all of them for normative work. The followings provide more details with summarizes of the solutions.

Summarizes of the solutions

-
Solution #9 allows a source Edge Application Server to initiate application context relocation by utilizing user plane path management event notifications as in 3GPP TS 23.502. After the initiation, the source Edge Enabler Server of sends a request on application context relocation to a selected target Edge Enabler Server.

-
Solution #16 allows the source Edge Enabler Server to initiate application context relocation on behalf of its Edge Application Server(s) by using user plane management event notifications as in 3GPP TS 23.502. The source Edge Enabler Server both triggers the relocation and sends a request on application context relocation to target Edge Enabler server.

-
In solution #20, an Application Client or Edge Enabler Client determines whether application context to be relocated. After this initiation, an application context relocation request is sent by the Edge Enabler Client to a selected target Edge Enabler Server, which sends a context relocation request to the source Edge Enabler Server. 
-
In solution #21, an Edge Enabler Client determines whether application context to be relocated on behalf of corresponding Edge Application Server(s) or Application client(s). After this initiation, an application context relocation request is sent by the Edge Enabler Client to the source Edge Enabler Server, which delivers the request to the target Edge Enabler Server. 
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Figure 1. Schematics of solution #9, #16, #20, and #21 for application context relocation

As shown in Fig. 1, the solutions on key issue #9 can be categorized according to an Edge Enabler Server of which associated entity decides application context relocation. Solution #9, #16 and #21 are classified as the source Edge Enabler Server based application context relocation. Solution #20 is considered as the target Edge Enabler Server based application context relocation, since the request is provided by the target Edge Enabler Server to the source Edge Enabler Server. This target EES based solution tackles situations where the UE cannot communicate with the source Edge Application/Enabler Server (e.g. due to the UE's location in LADN deployment option 3). To embrace these possible situations, it is recommended to conclude that all the solutions (#9, #16, #20, and #21) are selected for normative work. 

This recommendation also provides viable options for operators and Edge Application Service providers according to conditions of their service level agreement (e.g. on user plane management event notifications). Specifically, solution #9 requires each Edge Application Server to mandatorily subscribe to user plane management event notifications as in 3GPP TS 23.502 [7]. Similarly, in solution #16, an Edge Enabler Server preliminarily subscribe to the user plane management event notifications on behalf of its Edge Application Server(s). When the subscription to use plane management event is not available due to lack of service level agreement, solution #20 and # 21 can be adapted for application context relocation. Additionally, this recommendation offers both UE initiated and Edge Server initiated application context relocation. To elaborate this, solution #9 and #16 allow an Edge Enabler Server or Edge Application Servers to trigger application context relocation, whereas solution #20 and #21 enable a UE (Application Client or Edge Enabler Client) to determine whether application context needs to be relocated. 

3. Conclusions

Solutions #9, #16, #20 and #21 have complementary relationships among each other with providing viable options. It is thus recommended to conclude all of them for normative work. 
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v1.0.0.
* * * First Change * * * * (Source S6-192094)
7.16
Solution #16: Edge Enabler Server initiated application context relocation
7.16.1
Solution description

This solution addresses the open issues under Key Issue #9. In this solution, the Edge Enabler Server is responsible to make the decision whether the application context for a UE is to be relocated and to provide the related instruction to the Edge Application Server. The Edge Application Server prepares the required UE application context to be relocated and transfers it to the target Edge Application Server. The required UE application context will be transferred via Edge Enabler Servers to the target Edge Application Server. With this solution the UE will not be aware of the application context of the UE being relocated and preserves the service continuity. Further, the user plane is reconfigured as described in clause 4.3.6 of 3GPP TS 23.502 [7].

NOTE:
This solution may require the application to adapt for relocation of the application context to preserve service continuity.

The high level signalling flows for application context relocation is illustrated in figure 7.16.1-1.

Pre-conditions:

1.
The application client at the UE already has a connection to the source Edge Application Server.

2.
The UE IP address is not changed during the mobility.

3.
The source Edge Enabler Server has subscribed to the user plane path management event and receives the notifications as described in 3GPP TS 23.502 [7].
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Figure 7.16.1-1: Edge Enabler Server initiated application context relocation

1.
The source Edge Enabler Server determines the application context for the UE needs to be relocated (e.g. based on the user plane management event notifications, application mobility capability and requirements).

2.
The source EES determines the target Edge Application Server and its associated target EES for the application context relocation based the target DNAI and target EES information (e.g. the Edge Application Server availability).

3.
The source EES sends application context relocation request (source Edge Application Server info, UE info, CN NF info, Application ID, Edge Enabler Client Registration Context) to the target EES for UE application context transfer. The source Edge Application Server info includes the application FQDN, and the IP address of the source Edge Application Server may be also included. The CN NF information (such as the NEF, PCF) may be also included to assist the target EES to communicate with the 3GPP system. The Application ID is used for determining a target Edge Application Server. The Edge Enabler Client Registration Context is for the Registration to the target Edge Enabler Server.

4.
If target EES accepts the application context relocation, an application context relocation ack may be provided to the source EES.

5.
The target EES determines the target Edge Application Server corresponding to the source Edge Application Server information based on the Application ID and the source Edge Application Server info, and sends the application context relocation request (Source Edge Application Server info, UE info) to the target Edge Application Server for UE application context transfer. Edge Application Server instantiation or other operations to activate this Edge Application Server is required, if the Edge Application Server is not running.

6.
The target Edge Application Server responds with an application context relocation response, indicating success or failure. If it indicates the success, the target Edge Application Server info is included in the application context relocation response.

7.
The target EES returns the application context relocation response (accepted source Edge Application Server info, UE info, and target Edge Application Server info) to the source EES.

8.
The source EES provides the application context relocation command with the target Edge Application Server info to the source Edge Application Server to indicate that the Edge Application Server is ready for UE application context transfer.

9. When the source Edge Application Server receives the application context relocation command and determines the UE application context can be transferred, the source Edge Application Server delivers it to the target Edge Application Server via the source EES and target EES.


NOTE: This step may use methods to transfer directly between the source Edge Application Server and the target Edge Application Server.  These methods are implementation specific and out of scope of this specification.
10.
When the UE application context transfer is completed, an application context transfer ack is sent from the target Edge Application Server to the source Edge Application Server via the EESs. 

11. Upon receiving the application context transfer ack, the source Edge Application Server sends the application context transfer completion notification to the source EES.

12.
The source EES acting as AF triggers the AF request to influence on traffic routing procedure as described in 3GPP TS 23.502 [7].
7.16.2
Solution Evaluation

This solution addresses the key issue #9. This solution allows the source EES to initiate the application context relocation from a source Edge Application Server to a target Edge Application Server (e.g. by utilizing user plane management event notifications as described in in 3GPP TS 23.502 [7]). The source EES is responsible to determine the application context(s) to be relocated on behalf of its corresponding source Edge Application Server(s). 
This solution can be categorized as source EES based application context relocation, such as solution #9 in clause 7.9 and solution #21 in clause 7.21 where context relocation request is provided from the source EES to a target EES.   
This solution and solution #9 can be categorized as Edge Server initiated application context relocation, noting that an Edge Application Server triggers the application context relocation in solution #9.
* * * Second Change * * * * (Source S6-192066)
7.20
Solution #20: Application Client Initiated Relocation of application context

7.20.1
Solution description

This solution addresses the open issues under Key Issue #9. In this solution, the Application Client or the Edge Enabler Client is able to make the decision to relocate application context from a source Edge Application Server to a target Edge Application Server.

The solution assumes that, because of the UE’s location, the UE (i.e. Application Client and Edge Enabler Client) may not be able to communicate with the source Edge Application Server and source Edge Enabler Server when context is transferred. 

The solution relies on the principle that the UE (i.e. Application Client and/or Edge Enabler Client) requests that the target Edge Enabler Server and target Edge Application Server fetch the UE’s context from the source Edge Enabler Server and source Edge Application Server. The required UE Edge Application Server and Edge Enabler Client context will then be transferred via Edge Enabler Servers to the target Edge Application Server.

NOTE:
This solution may require the Application Client to adapt for relocation of the application context to preserve service continuity.

The high-level signalling flow for application context relocation is illustrated in figure 7.20.1-1.

Pre-conditions:

1.
The Application Client and source Edge Application Server exchanged a credential that can later be used by the Application Client to request that its context be transferred to a target Edge Application Server.

2.
The Application Client knows the identity of a target Edge Application Server that it wants to connect to.  The Application Client may know this identity based on provisioned information or information that was provisioned on the Edge Enabler Client and discovered by the Application Client.

3.
The Edge Enabler Client and source Edge Enabler Server exchanged a credential that can later be used by the Edge Enabler Client to request that its context be transferred to a target Edge Enabler Server.

4.
The Edge Enabler Client knows the identity of a target Edge Enabler Server that it wants to connect to.  The Edge Enabler Client may know this identity based on provisioned information or information that was received from the Edge Data Network Configuration Server.
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Figure 7.20.1-1: Edge Enabler Client and Application Context Relocation

1.
The Application Client may determine that its context needs to be relocated (e.g. based on UE mobility, the desire to access new features, etc.).

2.
If the Application Client determines that its context needs to be relocated, the Application Client sends a Relocation Request (Application Client Context ID, Application Client Relocation Credential, target Edge Application Server Identity) to the Edge Enabler Client. The Application Client Context ID identifies the Application Client’s context which is stored on the source Edge Application Server. The Application Client Relocation Credential is a parameter that was previously negotiated with the Source Edge Application Server and will be used to authorize the relocation request.

3.
If the Edge Enabler Client receives the Relocation Request (step 2) or if the Edge Enabler Client determines that context needs to be relocated, the Edge Enabler Client determines the Target Edge Enabler Server Identity based on the target Edge Application Server Identity that was provided in step 2, based on provisioned information, or information that was obtained from the Edge Configuration Server.
4.
The Edge Enabler Client sends a Context Relocation Request (target Edge Application Server Identity, source Edge Enabler Server Identity, source Edge Application Server Identity, Application Client Context ID, Application Client Relocation Credential, Edge Enabler Client Registration Context ID, Edge Enabler Server Relocation Credential) to the target Edge Enabler Server. Application Client Context ID and Application Client Relocation Credential only required if step 2 was executed.

5.
The target Edge Enabler Server sends a Context Relocation Request (UE Info) to the target Edge Application Server to check if the target Edge Application Server is able to service the Application Context Relocation Request.

6.
The target Edge Application Server replies to the target Edge Enabler Server with an indication of whether it is able to service Application Context Relocation Request. If the target Edge Application Server indicates that it accepts the request, the flow proceeds to step 7.  Otherwise, the flow skips to step 12.

7.
The target Edge Enabler Server sends a Context Relocation Request (Application Client Context ID, Application Client Relocation Credential, Edge Enabler Client Registration Context ID, Edge Enabler Server Relocation Credential, target Edge Application Server Identity, source Edge Application Server Identity) to the source Edge Enabler Server.  The source Edge Enabler Server checks the Edge Enabler Server Relocation Credential and that locally configured policies indicate that it is permitted to send context to the target Edge Enabler Server.

8.
The source Edge Enabler Server sends a Context Relocation Request (Application Client Context ID, Application Client Relocation Credential, target Edge Application Server Identity) to the source Edge Application Server. 

9.
The source Edge Application Server checks the Application Client Relocation Credential to see if the request should be allowed. The Edge Application Server also checks that locally configured policies indicate that it is permitted to send context to the target Edge Application Server. The source Edge Application Server replies to the target Edge Enabler Server with an indication of whether the request is allowed. 

10.
The source Edge Enabler Server replies to the target Edge Enabler Server with an indication of whether the requests are allowed.

11.
If, in step 10, the source Edge Application Server replied that the request is allowed, the source Edge Application Server delivers the UE application context to the target Edge Application Server via the source Edge Enabler Server and target Edge Enabler Server.  If, in step 9, the source Edge Enabler Server replied that the request is allowed, the source Edge Enabler Server delivers the UE Edge Enabler context to the target Edge Enabler Server.

NOTE: This step may use methods to transfer directly between the source Edge Application Server and the target Edge Application Server.  These methods are implementation specific and out of scope of this specification


12.
The target Edge Enabler Server replies to the Edge Enabler Client with an indication of whether the request was denied or allowed.  If the request was not allowed, the response may also include a cause code that indicates why the request not allowed.

13.
If the Edge Enabler Client received a Relocation Request in step 2, the Edge Enabler Client replies to the Application Client with an indication of whether the request was denied or allowed. If the request was not allowed, the response may also include a cause code that indicates why the request not allowed. Otherwise, if, in step 3, the Edge Enabler client independently determined that the Application Client’s context needs to be relocated and the Edge Enabler Server indicates that the relocation is allowed, then the Edge Enabler Client sends a notification to the Application Client indicating that its context needs to be relocated.

7.20.2
Solution Evaluation

This solution allows the Application Client or the Edge Enabler Client to initiate the transfer of application context from a source Edge Application Server to a target Edge Application Server in situations where the UE cannot communicate with the source Edge Application Server (e.g. due to the UE’s location).  The solution can also be used in situations where the UE can communicate with the source Edge Application Server but wants to initiate a transfer of application context from a source Edge Application Server to a target Edge Application Server (e.g. to obtain better or different services).


* * * Third Change * * * * (Sources S6-192066, S6-192095)
7.21
Solution #21: Edge Enabler Client triggered application context relocation

This solution addresses the open issues under Key Issue #9. In this solution, the Edge Enabler Client is responsible to trigger the application context relocation from a source Edge Application Server to a target Edge Application Server. The Edge Enabler Client makes the decision whether the application context for a UE needs to be relocated. The Edge Enabler Server determines whether to make the Edge Application Server conduct the application context relocation. 

7.21.1
Solution description

7.21.1.1
Edge Enabler Client triggered and source EES determined Application Context Relocation

In this solution, the Edge Enabler Client triggers the application context relocation and sends a Context relocation request to the source EES. Upon receiving the request, the source EES proceeds application context relocation and provides an instruction for application context relocation to the source Edge Application Server. Then, the application context will be transferred.

The high-level signalling flow for application context relocation is illustrated in figure 7.21.1.1-1.

Pre-conditions:

1. The application client at the UE already has a connection to the source Edge Application Server.

2. The UE is able to communicate with the source Edge Enabler Server.
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Figure 7.21.1.1-1: Edge Enabler Client triggered and source EES determined Application context relocation

1.
The Edge Enabler Client determines the application context for the UE needs to be relocated (e.g. based on the EDN service area and UE location information). The Edge Enabler Client may have target EES information that is provisioned during the procedure for provisioning Edge Data Network configuration in clause 7.2.1.

2.
[Optional] The Edge Enabler Client gets target EES information from the Edge Data Network Configuration Server (e.g. by providing UE location information). 

3.
The Edge Enabler Client sends a Context relocation request (UE info, source Edge Application Server info, target EES information, Application ID) to the source EES.

Table 7.21.1.1-1: Parameters in Context relocation request

	Information element
	Status
	Description

	UE information
	M 
	UE ID or IP address

	Source Edge Application Server information
	M
	FQDN of the source Edge Application Server (the IP address of the source Edge Application Server may be also included)

	Application ID
	M
	Application ID of the application served by the source Edge Application Server

	Target EES information
	M
	The endpoint address (e.g. URI) of the determined target Edge Enabler Server as in Edge Data Network Configuration data in clause 7.2.1.2.


4.
The source EES sends the application context relocation request (UE info, source Edge Application Server info, Application ID, Edge Enabler Client Registration Context) to the target EES. 

5.
The target EES determines the target Edge Application Server based on the received application context relocation request from the Edge Enabler Client. The target EES sends the application context relocation request (UE info, source Edge Application Server info) to the determined target Edge Application Server.

6.
The target Edge Application Server determines acceptance of the application context relocation and sends an application context relocation response to the target EES. 

7.
The target Edge Application Server sends an application context relocation response (target Edge Application Server info) to the source EES. If the application context relocation is rejected, the application context relocation response indicates that the relocation request is rejected, and the following steps 7 – 11 are not conducted, and the indication of the rejection is included in the step 12.

8.
The source EES sends an application context relocation command (target Enabler Application Server info) to the source Edge Application Server. 

9.
The source Edge Application Server delivers UE application context to the target Edge Application Server via the source Edge Application Server to the target Edge Application Server. 

Editor's note:
Whether the application context can be directly transferred from source Edge Application Server to the target Edge Application server is FFS.

10.
When the UE application context transfer is completed, an application context transfer ack is sent from the target Edge Application Server to the source Edge Application Server via EESs.

11. Upon receiving the application context transfer ack, the source Edge Application Server sends a response to the application context relocation command to the source EES. 

12. The source EES sends a Context relocation response (target Edge Application Server info) to the Edge Enabler Client, informing the Context Relocation completion. The Context relocation response also includes the required information that is necessary for rerouting the application data traffic. If the application context relocation is rejected in the step 6, the Context relocation response indicates the rejection.
NOTE: How traffic is managed during this procedure to minimize the impact to the Application Client and Edge Application Server(s) is FFS.
13. Upon receiving the Context relocation response, the Edge Enabler Client reroutes the UE application data traffic.

7.21.2
Solution Evaluation

This solution allows the Edge Enabler Client to initiate the transfer of application context from a source Edge Application Server to a target Edge Application Server before the UE communicates with the target Edge Application Server (e.g. in anticipation of changes to the UE’s location).  Specifically, the Edge Enabler Client is responsible to determine the application context(s) to be relocated on behalf of its corresponding Edge Application Server(s) or application client(s). The solution can be used in situations where the UE can still communicate with the source EES and wants to initiate application context relocation from a source Edge Application Server to a target Edge Application Server. 
This solution can be categorized as source EES based application context relocation such as solution #9 in clause 7.9 and solution #16 in clause 7.16 where context relocation request is provided from the source EES to a target EES. Also, this solution and solution #20 in clause 7.20 are UE (Edge Enabler Client) initiated application context relocation.

* * * Fifth Change * * * * (Sources S6-192066, S6-192111)
11.3.x
 Key Issue 9 Solutions
For Key Issue #9 on Preserving Service Continuity several solutions have been proposed as follows:
Edge Server initiated solutions (#9 and #16) require Edge Application/Enabler Server’s subscription to UP management event notifications and corresponding service level agreement between an MNO and Edge Service provider(s). If the UP management event notifications are not available, solution #20 or #21 (UE initiated solutions) can be utilized (e.g. based on deployment scenarios).
In solution #9, the source Edge Application Server determines that the UE application context needs to be relocated. This solution addresses scenarios where the source Edge Application Server receives user plane management event notifications as in 3GPP TS 23.502 [7] and is aware of application mobility capability and requirements. After the initiation, the source Edge Enabler Server sends a request on application context relocation to a target Edge Enabler Server.
Solution #16 allows the source Edge Enabler Server to initiate application context relocation on behalf of its Edge Application Server(s) by using user plane management event notification as in 3GPP TS 23.502 [7]. The source Edge Enabler Server triggers the relocation and sends a request on application context relocation to a target Edge Enabler Server.
In both solution #20 and solution #21 the UE (e.g. an Application Client) determines that the UE’s application context needs to be relocated. These solutions cover for example scenarios where the UEs make this determination in anticipation of accessing a different feature. In addition, solution #20 addresses the scenario where the UE is no longer able to communicate with the source Edge Enabler Server and Edge Application Server and allows the UE’s context to be preserved and gracefully transferred to a target Edge Enabler Server and Edge Application Server.
Solution #9, #16 and #21 are source Edge Enabler Server based application context relocation, since the context relocation request (originating at a source Edge Application/Enabler Server or an Edge Enabler Client) is provided from the source Edge Enabler Server to a target Edge Enabler Server. Solution #20, on the other hand, is target Edge Enabler Server based application context relocation.
All these scenarios can be addressed by providing in the normative phase:
· An Application Context Relocation Request message between two Edge Enabler Servers including:
· Indication of request direction, i.e. either source-to-target or target-to-source.
· Originating Edge Application Server Info, receiving Edge Application Server Identity and optional Originating Edge Enabler Server Relocation Credential 

· UE info, Application Client Context ID, Application Client Relocation Credential, Edge Enabler Client Registration Context ID, 
· Optionally, CN NF information (such as the NEF, PCF) may be also included to assist the receiving Edge Enabler Server to communicate with the 3GPP system.
This Application Context Relocation Request can be used to execute step 4 in solution #9, step 7 in solution #20 and step 4 in solution #21
· A Context Relocation Request message to be received by an Edge Enabler Server, originating either at an Edge Application Server or an Edge Enabler Client.
· Indication of request direction, i.e. either source-to-target or target-to-source.
· UE info, target DNAI, Application Client Context ID and optional Application Client Relocation Credential, if provided by an Application Client initiating the request.

· Source Edge Application Server info and optionally target Edge Application Server Identity 
NOTE: The target Edge Application Server Identity may be pre-provisioned at the UE or obtained from the Edge Data Network Configuration Server (e.g. by providing UE location information). If the request direction is source-to-target and the target Edge Application Server Identity is not provided, the receiving Edge Enabler Server may derive it from the Edge Data Network Configuration Server (e.g. based on DNAI and Edge Application Server availability).
This Context Relocation Request can be used to execute step 4 in solution #9, step 3 in solution #16, step 4 in solution #20 and step 3 in solution #21
· A credential exchange mechanism for context transfer optimization:
· May be used between an Application Client and source Edge Application Server, providing a credential that can later be used by the Application Client to request that its context be transferred to a target Edge Application Server.
· May be used between an Edge Enabler Client and source Edge Enabler Server, providing a credential that can later be used by the Edge Enabler Client to request that its context be transferred to a target Edge Enabler Server.
· A method to get target Edge Enabler Server information for context transfer:

· Based on provisioned information in Edge Enabler Client, or obtained from the Edge Data Network Configuration Server
A solution based on the mechanisms outlined above incorporates all the advantages of solution #9, solution #16, solution #20 and solution #21 and provides for a variety of traffic scenarios and UE and Edge Application Servers capabilities. Such a solution also provides several options with respect to service level agreement on user plane management event notifications. as well as with respect to Edge deployment choices None of the proposed solutions address the ability to relocate the application context between the cloud and the edge.
[image: image5.png]7. App Context

1. Determination by S-EAS (#9) 6. App Context m
f
5
i ST

1. Determination by S-EES (#16) 2. UE, S-EAS,

1. Determination by EEC or AC (#20)

AC

ﬂl Determination by EEC (#21)

Source EES based context relocation Target EES based context relocation



Source Edge Application Server
Source edge enabler server
Target edge enabler server
Target Edge Application Server
1. Determine the application context relocation
2. Get target EES information
3. Application context relocation req (UE info, Src application instance info, CN NF info, App ID, EEC Registration context)
6. Application context relocation resp (UE info, accepted Src application instance info, target Edge Application Server info)
8. Application context relocation command (target Edge Application Server info, UE info)
5. Application context relocation req (UE Info, Src application instance  info)
7. Application context relocation resp
12. Trigger the AF request to influence on traffic routing.
9.UE application context transfer
10. application context transfer ack
4. Application context relocation ack
11. application context transfer Complete notification



