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Introduction
This contribution proposes changes to several clauses related to Key Issue #3 as follows:

· In clause 7.12:

· Description of Edge Enabler Server-initiated Edge Application Server de-registration procedure, which addresses a related editor’s note 

· Parameter clarifications/corrections to align with existing IDs. Corrections of parameter status. 
· New clarifications in addressing editor’s notes.
· A solution evaluation for Solution #12

· Editorials 

· In clause 11.3: solution evaluation for Key Issue #3

In clause 7.12, the following editor’s note is proposed to be deleted without the need for additional text changes:
· Editor's Note:
SA3 should consider the security implications of exposing information from the EAS Service Profile to Edge Application Clients. 
SA3 needs to consider the security implications of all signalling over the new reference points introduced by this work. A LS addressing this work is expected to be initiated at the end of the Study Item, therefore no specific action item is needed for this issue.
S6-192282 changes (deletion of new text not tracked):

· Removed last sentence in 7.12.1.1 note 
· 7.12.1.4 changes in figure and text for the messaging nomenclature, reflect subscription as pre-condition
S6-192336 changes:

· added Samsung as co-signer

· undid change type to ID in the table 7.12.1.2-1, ID on a new line
· removed 2 new notes under the table (no trackmarks)
· Removed second change (no trackmarks)
* * * First Change * * * *

7.12
Solution #12: Edge Application Server Enablement 
7.12.1
Solution description
7.12.1.1
General
This solution addresses Key Issue #3 as well as requirement [AR-5.4.2-c] in clause 5.4.2.

The solution introduces a registration procedure for Edge Application Server registration with an Edge Enabler Server.  The procedure is used to create a new, or update an existing, registration.  The procedure can be used by the Edge Application Server to provide profile/availability information such as, geographical area of availability, time of operation, etc. to the Edge Enabler Server. 


NOTE: The profile information provided by the Edge Application Server via registration may also be provided to the Edge Enabler Server via pre-configuration.
The solution also introduces an Edge Application Server de-registration procedure. This procedure is used by the Edge Application Server to de-register from an Edge Enabler Server.

The solution also introduces an Edge Application Server subscription procedure.  This procedure is used by the Edge Application Server to subscribe to and receive notifications from the Edge Enabler Server (e.g. notification of changes to the availability of the Edge Enabler Server or Edge Enabler Clients, etc.).


7.12.1.2
Edge Application Server Registration

When registering, the Edge Application Server provides service profile information to the Edge Enabler Server.  

The solution assumes that the Edge Application Server is responsible for triggering the registration to the Edge Enabler Server.  

NOTE 1:
The trigger condition for registering is based on application service logic and is out of scope of this specification.

The signalling flow for Edge Application Server registration is illustrated in figure 7.12.1.2-1.

Pre-conditions:

1.  The Edge Application Server has been configured with an Edge Application Server Identity. 

2. The Edge Application Server has been configured with the address (e.g. URI) of the Edge Enabler Server. 
3.  Both the Edge Application Server and Edge Enabler Server have been configured with the necessary credentials to enable authenticating one another. 

NOTE 2: 
The structure and definition of the credentials required by the Edge Application Server and Edge Enabler Server to authenticate are left for SA3 to define.
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Figure 7.12.1.2-1: Edge Application Server Registration

1.  The Edge Application Server determines that registration to the Edge Enabler Server is needed (e.g. the Edge Application Server is instantiated and started up). The Edge Application Server may also determine that its existing registration needs to be updated (e.g. because the Edge Application Server’s status or availability schedule has changed). 

2. The Edge Application Server sends a Registration Request (New or Update Indication, Service Profile) to the Edge Enabler Server.  The request indicates if the request is for a new registration or an update to an existing registration. The Service Profile information is defined in Table 7.12.1.2-1.

NOTE 3: The Edge Application Server and Edge Enabler Server are assumed to have performed an authentication procedure.  How and when this is done is left for SA3 to define.
Table 7.12.1.2-1: Edge Application Server (EAS) Service Profile
	Information element
	Status
	Description

	EAS Instance ID
	M
	The identifier of the Edge Application Server Instance

	EAS ID 
	M
	The identifier of the Edge Application Server

	EAS Provider Identifier
	O
	The identifier of the Edge Application Server Provider 

	EAS Type
	O
	The category or type of Edge Application Server (e.g. V2X)

	EAS instance description
	O
	Human-readable description of the Edge Application Server instance

	EAS Schedule
	O
	The availability schedule of the Edge Application Server (e.g. time windows)

	EAS Service Area
	O
	The geographical service area that the Edge Application Server serves

	EAS Required KPIs
	O
	The range of KPIs (e.g. latency and data rate) that are required in order for Application Clients to receive services from the EAS.

	EAS Service Continuity Mode
	O
	The Required service continuity mode for the EAS.

	EAS Application Context Relocation Required 
	O
	Indicates whether application context relocation is required or not

	EAS Availability Reporting Period
	O
	The Availability reporting period (i.e. heart beat period) that indicates to the Edge Enabler Server how often it needs to check the Edge Application Server’s availability of the after a successful Registration.

	EAS Required Service APIs
	O
	A list of the Service APIs that are required by the EAS

	EAS Status
	O
	The status of the Edge Application Server (e.g. enabled, disabled, etc.) 

	EAS Point-Of-Contact
	M
	The Point-of-Contact information (e.g. URI, FQDN) that Application Clients use to send requests to the Edge Application Server. This information maybe discovered by Edge Enabler Clients and exposed to Application Clients so that application clients can establish contact with the EAS.






NOTE 4:
The format of the EAS Service Continuity Mode and its use are to be determined in solutions addressing Key Issue #9.
3.  The Edge Enabler Server performs an authorization check to verify whether the Edge Application Server has the proper privileges to register.  
4.  Upon successful authorization, the Edge Enabler Server stores the Service Profile for later use (e.g. for serving Edge Application Server discovery requests received from Edge Enabler Clients, etc.) and replies to the Edge Application Server with a Registration Response.

7.12.1.3
EAS-initiated Edge Application Server De-registration

This procedure assumes that the Edge Application Server is responsible for triggering the de-registration from the Edge Enabler Server.  

By de-registering, the Edge Application Server informs the Edge Enabler Server that it is no longer available for service and wishes to terminate its association with the Edge Enabler Server.    


NOTE:
The trigger condition for de-registering is based on application service logic and is out of scope of this specification.


The signalling flow for EAS-initiated Edge Application Server de-registration is illustrated in figure 7.12.1.3-1.

Pre-conditions:

1. The Edge Application Server is registered to the Edge Enabler Server.
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Figure 7.12.1.3-1: EAS-initiated Edge Application Server De-registration

1.  The Edge Application Server determines that de-registration from the Edge Enabler Server is needed (e.g. the Edge Application Server is shutting down). 

2. The Edge Application Server sends a De-registration Request to the Edge Enabler Server.  The de-registration request includes information as defined in Table 7.12.1.3-1.

Table 7.12.1.3-1: Edge Application Server De-registration Request

	Information element
	Status
	Description

	EAS Instance ID
	M
	The identifier of the Edge Application Server Instance


3.  The Edge Enabler Server replies to the Edge Application Server with a De-registration Response.   The Edge Enabler Server optionally notifies any applicable Edge Client Enabler(s) and Edge Data Network Configuration Servers that Edge Application Server is no longer available for service. 
7.12.1.4 EES-initiated Edge Application Server De-registration

The procedure assumes that the Edge Enabler Server is allowed to de-register an Edge Application Server. By initiating the procedure, the Edge Enabler Server informs the Edge Application Server that its  registration is no longer active.    

NOTE:
The trigger condition for initiating this procedure is out of scope of this specification.

The signalling flow for Edge Enabler Server-initiated Edge Application Server de-registration is illustrated in figure 7.12.1.4-1.

Pre-conditions: 
1. The Edge Application Server is registered to the Edge Enabler Server.
2. (Optional) The Edge Application Server subscribes to receive De-Registration notifications from the Edge Enabler Server.
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Figure 7.12.1.4-1: EES- initiated de-registration of an Edge Application Server
1. The Edge Enabler Server determines that the de-registration of an Edge Application Server is needed (e.g. load balancing at the Edge Enabler Server). 

2. The Edge Enabler Server sends a De-Registration Notification to the Edge Application Server.   The message includes information as defined in Table 7.12.1.4-1. 
3. The Edge Enabler Server performs the actions required to de-register the Edge Application Server. 
The Edge Enabler Server optionally notifies applicable Edge Enabler Client(s) and Edge Data Network Configuration Servers that the Edge Application Server is no longer registered. 
4. The Edge Application Server performs actions based on the receipt of the De-Registration Notification, e.g. it performs Edge Data Network discovery and registration.
Table 7.12.1.4-1: Edge Application Server De-Registration Request Notification
	Information element
	Status
	Description

	EAS Instance ID
	M
	The identifier of the Edge Application Server Instance

	De-Registration Cause
	O
	Optional parameter indicating a cause for the de-registration request e.g. EAS resource constraints, policy changes, etc.


7.12.1.5
Edge Application Server Subscription and Notification

By subscribing to the Edge Enabler Server, the Edge Application Server can receive notifications from the Edge Enabler Server.    


The solution assumes that the Edge Application Server is responsible for deciding when to initiate the subscription to the Edge Enabler Server.  

NOTE:
The trigger conditions for creating a subscription are based on application service logic and are out of scope of this specification.  The possible trigger conditions for notifications are to be specified in the normative phase (e.g. changes to the availability of the Edge Enabler Server or Edge Enabler Clients, etc.)
The signalling flow for an Edge Application Server subscribe operation is illustrated in figure 7.12.5-1.
Pre-conditions:

1. The Edge Application Server is registered to the Edge Enabler Server.
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Figure 7.12.1.5-1: Edge Application Server Subscribe Operation

1.  The Edge Application Server determines that a subscription to the Edge Enabler Server is needed. For example, the Edge Application Server may need to be notified when Edge Enabler Client de-registers.

2.  The Edge Application Server sends a Subscription Request (Notification Criteria, Notification Address) to the Edge Enabler Server.  The Edge Application Server includes Notification Criteria to indicate the events of interest to the Edge Application Server.  A Notification Address is also be included and configured with the address (e.g. URI) of where notifications are sent.  

3.  The Edge Enabler Server replies to the Edge Application Server with a Subscription Response (Subscription ID) indicating that the subscription was created. 

The signalling flow for an Edge Application Server notification operation is illustrated in figure 7.12.5-2.
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Figure 7.12.1.5-2: Edge Application Server Notify Operation

1.   The Edge Enabler Server detects an event that matches the Notification Criteria of an Edge Application Server subscription. 

2.  The Edge Enabler Server sends a Notification Request (Subscription ID, Notification Description) to the Notification Address.  

3.  The Edge Application Server responds with a Notification Response. 

7.12.2
Solution Evaluation

This solution allows an Edge Application Server to create or update a registration on an Edge Enabler Server. The procedure can be used by the Edge Application Server to provide profile and dynamic availability information including geographical area of availability, time of operation, etc. to the Edge Enabler Server. 
The solution also allows an Edge Application Server to be de-registered from the Edge Enabler Server based on triggers originating either at the Edge Application Server or at the Edge Enabler Server. 
The solution also allows an Edge Application Server to subscribe to and be notified about Edge Enabler Server events, e.g. changes to the availability of the Edge Enabler Server or Edge Enabler Clients, etc. 

* * * Second Change * * * *

11.3
Solution evaluations

11.3.1 General
All the key issues and solutions specified in this technical report are listed in table 11.3.1-1. It includes the mapping of the key issues (clause 4) to the solutions and corresponding solution evaluations. It also  lists the dependencies on other working groups that will need consideration during the Release 17 normative phase.

Table 11.3.1-1 Key issue and solution evaluation

	Key issue (evaluation clause reference)
	Solution
	Solution 
clause reference
	Dependency on other working groups

	#1: Service provisioning and configuration
	#2: Provisioning of Edge Data Network configuration
	7.2.2
	FFS

	#2: Edge Data Network discovery and registration 
	#3: Edge Data Network using LADN 
	7.3.2
	-

	
	#8: Registering Edge Enabler Client on Edge Enabler Server
	7.8.2
	-

	#3: Edge Application Server enablement on the Edge Hosting Environment (11.3.x)
	Solution #12: Edge Application Server Enablement 
	7.12
	-

	#4: Edge Application Server discovery
	#1: Edge Application Server Discovery
	7.1.2
	-

	#5: Capability Exposure to Edge Application Server
	#4: Location Reporting API
	7.4.2
	-

	
	#5: UE Identifier API
	7.5.2
	SA2, SA3

	
	10: Network capability exposure to edge applications using CAPIF
	7.10.2
	FFS

	#6: Edge Computing Service authorization
	#6: Service Authorization for Edge Computing service
	7.6.2
	SA2, SA3

	#7: Flexible deployment
	#2: Provisioning of Edge Data Network configuration
	7.2.2
	FFS

	#7: Flexible deployment

#8: Edge Data Network selection
	#3: Edge Data Network using LADN 
	7.3.2
	FFS

	
	FFS
	FFS
	FFS

	#9: Preserving Service Continuity
	#9: Relocation of application context
	FFS
	FFS

	#10: Dynamic availability
	#7: Dynamic availability of Edge Application Servers
	7.7.2
	-

	#11: User consent/authorization for network capability exposure to Edge Application Servers
	-
	-
	SA3


* * * Third Change * * * *

11.3.x Key Issue 3 solutions

Solution #12 on Edge Application Server Enablement (with and without the use of CAPIF) addresses the following open issues of Key Issue #3, as detailed in the Solution #12 evaluation in clause 7.12.2.
-
How the Edge Application Servers are registered on the Edge Enabler Server? How the Edge Enabler Server identifies the registered Edge Application Servers?

-
Whether and how the Edge Application Servers provide availability information such as certain geographical area, time of operation etc. to the Edge Enabler Server?

-
How does the Edge Application Servers de-register from the Edge Enabler Server?
The Key Issue #3 open issue on the parameters required for Edge Application Server's enablement on the Edge Enabler Server is partly addressed in table 7.12.1.2-1. The definition and format of the parameters will be provided in the normative phase. And when using CAPIF for Edge Application Server's enablement, has impacts to 3GPP TS 23.222 [4] to be addressed in the normative phase. 


Edge Application Server
Edge Enabler Server
2. De-Registration Notification
1. Determines De-Registration is required
4. De-Registration Notification 
Processing
3. Performs De-Registration



