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1. Introduction
During discussion of S6-192021 at SA6#34 it was proposed to create a new Key Issue on Application Client Requirement KPIs in the TR. The resolution of the Editor’s note and KPI text from KI-1 and KPI text from KI-2 are moved to the new Key Issue. Those are the only existing KIs which contain such text. 
New Open Issues uncovered during discussions at the meeting are added.

References to the new Key Issue are added to the three existing solutions where KPIs are already included. 

2. Reason for Change
The decision to move all KPI related open issues into a new Key Issue. Where KPI text appears in existing solutions it needs to be referenced to the new Key Issue.
3. Proposal

It is proposed to agree the following changes to 3GPP TR23.758 v1.0.0.
* * * First Change * * * *

4.1
Key Issue 1: Service provisioning and configuration

In order to avail edge computing services deployed in the edge data network, a UE should be able to connect with the Edge Data Network. What is critical is whether the Application Client is able to find an Edge Application Server. 
Open issues:

-
Whether some configuration information is needed by the UE in order to connect with the Edge Data Network or not? If yes, what are the configuration parameters?

-
How the configuration information, if required, is provided to the UE in a secure manner?

-     In the case that multiple Edge Application Servers are available in multiple Edge Data Networks, what application information is  needed  to determine the best suitable Edge Data Network ?

-    

* * * Second Change * * * *

4.2
Key Issue 2: Edge Data Network discovery and registration

The deployment of Edge Data Network may not be available at all the locations due to operational constraints. For certain applications, before attempting to avail edge computing services the UE needs to determine the availability of an Edge Data Network at the UE's location. 
Open issues:

-
Whether and how a UE determines the availability of an Edge Data Network at the UE's location?

-
Whether and how a UE determines the availability of an edge enabler server at the UE's location?


-
Whether and how the UE registers to the Edge Enabler Server before availing Edge Computing services? 

-
If there are changes in the availability of the Edge Data Network, whether and how the UE is notified?

-
If there are any changes in the availability of the edge enabler server, whether and how the UE is notified?

NOTE:
This Key Issue relates to Edge Data Network discovery and registration. Key Issue #8 below relates to the subsequent selection of the optimal Edge Data Network if more than one suitable EDN is discovered.


* * * Third Change * * * *

7.2
Solution #2: Provisioning of Edge Data Network configuration

7.2.1
Solution description

7.2.1.1
General

This solution addresses the key issue #1, key issue #7 and key issue #x. 

The architecture principle of flexible deployment of Edge Data Networks in operator network is described in the clause 5 as follows:

Flexible deployment: There can be multiple Edge Computing Service Providers within a single PLMN operator network. The Edge Data Network can be a subarea of a PLMN.

In this solution, it is assumed that there are multiple Edge Computing Service Providers and the service area of each Edge Data Network is a subarea of PLMN and the possibility that the UE may have more than one connectivity, for example with Dual SIM. 

The UE shall be configured information for with Edge Data Network(s) to identify the availability of Edge Computing service(s) based on the UE location and/or UE's service requirements/preferences and optional the UE's connectivity, to establish the connection(s) to the Edge Data Network(s) and the Edge enabler server(s).

To provision the information, the UE shall connect to the initial provisioning server (i.e. Edge Data Network Configuration Server) in application layer. The provisioning server determines the Edge Data Network(s) that the UE may connect to and provides the following information to the UE:

1.
The information for the UE to connect to the Edge Data Network(s). 

2.
The additional service area identification information

NOTE:
If the DNN is a LADN DNN, service area of Edge Data Network is LADN service area as define in 3GPP TS 23.501 [2] clause 5.6.5.

3.
The information for establishing a connection to Edge Enabler Server(s)

The Edge Enabler Client may provide the Edge Configuration Server with Application Client Profiles that hold information about the Application Clients that the Edge Enabler Client hosts (e.g. type of application, schedule, etc.). The Edge Data Network Configuration Server maybe provisioned with information about what type of Application Clients an Edge Data network can accommodate.  The Edge Data Network Configuration Server may use this provisioned information and the Application Client Profiles that are provided by the Edge Enabler Client to filter its response to the Edge Enabler Client.

7.2.1.2
Procedure for provisioning Edge Data Network configuration

Pre-conditions:

1.
The Edge Enabler Client in UE has been configured with the address (e.g. URI) of the Edge Data Network configuration server. The address can be pre-configured or pre-defined value (e.g. http://edgeconfiguration.<domain>/provisioning) where <domain> is constructed as described in 3GPP TS 23.003 [6] clause 13.2)

2.
The Edge Enabler Client has been authenticated to enable the communication with the Edge Data Network Configuration Server. The UE Identifier is known to the Edge Enabler Client.

NOTE: How to verify the legitimacy of the Edge Enabler Client is within the scope of SA3.
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Figure 7.2.1.2-1: Provisioning of Edge Data Network configuration 

1.
The UE sends the initial provisioning request to the Edge Data Network Configuration Server. The request message includes the UE identifier such as GPSI (See 3GPP TS 23.003 [6] clause 28.8 for the definition of GPSI) and Application Client Profile(s). 

Table 7.2.1.2-1: Provisioning request

	Information element
	Status
	Description

	UE Identifier
	M 
	The identifier of the UE

	Application Client Profile(s)
	O
	Information about what services the Edge Enabler Client wants to connect to. This information will be used by the Edge Data Network Configuration Server to filter its response.

	Connectivity Filter
	O
	List of connectivity information for the UE. For example: PLMN ID, SSID (NOTE)

	NOTE: The UE connectivity is only relevant in the deployment scenarios when the Edge Data Network Configuration Server is centralized for multiple Edge Data Networks.


Table 7.2.1.2-2: Application Client Profile

	Information element
	Status
	Description

	ECSP Filter
	O
	The identity of Edge Computing Service Provider(s) that Edge Enabler Client is willing to connect to. If this field is present, the Edge Data Network Configuration Server may filter its response based on this preference.

	Application Client Type
	O
	The category or type of Application Client (e.g. V2X)

	Application Client Schedule
	O
	The expected operation schedule of the Application Client (e.g. time windows)

	Application Client Service Area
	O
	The expected location of the UE during the Application's operation schedule.

	Application Client KPIs
	O
	The range of KPIs (e.g. latency and data rate) that are required in order for Application Clients to receive their desired services form the EAS.
The information exposed via the KPIs is based on solutions for KI #x



Editor's Note: It is FFS whether the UE Identifier is pre-configured in the Edge Enabler Client or received as a result of Edge Enabler Client authentication step as listed in the pre-condition section above.

2.
The Edge Data Network Configuration Server responds to the UE by sending the list of Edge Data Network configuration(s). When Edge Data Network Configuration Server was configured with information about what services each Edge Data Network can provide, the response may be filtered based on any of the Application Client Profile(s) that were provided in step 1. An Edge Data Network configuration includes the identification of Edge Data Network, service area information, and the information for establishing a connection to the Edge Enabler Server (e.g. URI).

Table 7.2.1.2-2: Provisioning response

	Information element
	Status
	Description

	EDN connection info
	O 
	DNN (or APN), S-NSSAI, etc.

	EDN Service Area 
	O
	Cell list, List of TA, PLMN IDs

	EES connection info
	M
	The endpoint address (e.g. URI) of Edge Enabler Server.

	ECSP info
	O
	Information for Edge Computing Service Provider (see NOTE 1)

	NOTE 1: This IE is present if the Edge Computing Service Provider is different than the PLMN operator that the UE is registered.

NOTE 2: If the URSP is deployed in 5GC and used by the MNO, EDN connection Info may be provided to the UE using URSP.


Editor's Note: It is FFS how to handle the conflicts of EDN connection info with the URSP rules or pre-configurations provisioned by 3GPP network to the UE. Coordination with SA2 may be needed.

* * * Fourth Change * * * *

7.8
Solution #8: Registering Edge Enabler Client on Edge Enabler Server

7.8.1
Solution description

The following solution corresponds to the key issue #2 on Edge Data Network discovery and registration as specified in clause 4.2. It also relates to key issue #x.
The Edge Enabler Client, after receiving the Edge Data Network configuration from the Edge Data Network Configuration Server and security credentials from the Authentication and Authorization function, uses the configuration information and security credentials to register on the Edge Enabler Server. The Edge Enabler Server verifies the validity of the registration request and provides the Edge Enabler Client with an identity. The Edge Enabler Client uses the provided identity in all relevant transactions.

The Edge Enabler Client may already be registered on an Edge Enabler Server (i.e. source Edge Enabler Server) before attempting registration on another Edge Enabler Server (i.e. target Edge Enabler Server). In such a scenario, the Edge Enabler Client provides the target Edge Enabler Server with identity information of the source Edge Enabler Server and the Edge Enabler Client's identity that was assigned by the source Edge Enabler Server. Using the provided information, the target Edge Enabler Server ensures availability of UE's Edge Enabler Server context and thereby uses the UE's Edge Enabler Server context.

Figure 7.8.1-1 illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for registration. 

Pre-conditions:

1.
The UE is authorized for Edge Computing service and has received relevant security credentials from the AAF as described in solution #6, clause 7.6.

2.
The Edge Enabler Client has received configuration from the Edge Data Network Configuration Server, including the information related to the Edge Enabler Server.
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Figure 7.8.1-1: Solution 8 – Edge Enabler Client registration

1.
The Edge Enabler Client sends Edge Enabler Client registration request (New or Update Indication, Application Client Profile(s)) to the Edge Enabler Server. The request from the client includes the security credentials received from the Authentication/Authorization Function after successful authorization for the Edge Computing service, as described in solution #6, clause 7.6. The request also optionally includes Application Client Profile(s) for the Application Clients that use the Edge Enabler's services. The Application Client Profile indicates to the Edge Enabler Server how the Edge Enabler Client expects to use the services of the Edge Enabler Server. The contents of the Application Client Profile are listed in Table 7.8.1-1. The Edge Enabler Client registration request indicates to the Edge Enabler Server if the request is a new registration or a registration update.  A registration update may be used to send new or updated Application Client Profile(s) to the Edge Enabler Server.

If the Edge Enabler Client is moving from the purview of a source Edge Enabler Server to this Edge Enabler Server, the request from the Edge Enabler Client may include the identity of the source Edge Enabler Server and an Edge Enabler Client Registration Context ID that was provided by the source Edge Enabler Server. 
Table 7.8.1-1: Application Client Profile

	Information element
	Status
	Description

	Application Client Type
	O
	The category or type of Application Client (e.g. V2X)

	Application Client Schedule
	O
	The expected operation schedule of the Application Client (e.g. time windows)

	Application Client Service Area
	O
	The expected location of the UE during the Application Client's operation schedule.

	Application Client KPIs
	O
	The range of KPIs (e.g. latency and data rate) that are required in order for Application Clients to receive their desired services form the EAS.
The information exposed via the KPIs is based on solutions for KI #x



2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server validates the registration request and verifies the security credentials. The Edge Enabler Server further determines whether the requirements that were indicated in the Application Client Profile(s) can be fulfilled. 

3.
Upon successful validation of the request, if the received request contained in Edge Enabler Client Registration Context ID and the source Edge Enabler Server Identifier, the Edge Enabler Server retrieves the Edge Enabler's Registration Context from the Source Edge Enabler Server. Otherwise, this step is skipped.

4.
I Edge Enabler Server sends an Edge Enabler Client registration response to the Edge Enabler Client, which includes a unique identity for the Edge Enabler Client, either assigned by the Edge Enabler Server or reused from the UE's former context. The Edge Enabler Client stores the identity and uses it in all future communication with the Edge Enabler Server. If the Edge Enabler Server is not able to fulfil, or provide, the services that are indicated an Application Client Profile(s), then the Edge Enabler Server will indicate this in the Edge Enabler Client registration response.

7.8.2
Solution evaluation

This solution allows an Edge Enabler Client to register on an Edge Enabler Server post successful authorization for the Edge Computing service. The procedure also provides for maintaining the UE's context across Edge Enabler Servers.

* * * Fifth Change * * * *

7.12
Solution #12: Edge Application Server Enablement 

7.12.1
Solution description

7.12.1.1
General

This solution addresses Key Issue #3 and relates to Key Issue #x. 

The solution introduces a registration procedure for Edge Application Server registration with an Edge Enabler Server.  The procedure is used to create a new, or update an existing, registration.  The procedure can be used by the Edge Application Server to provide profile/availability information such as, geographical area of availability, time of operation, etc. to the Edge Enabler Server. 

Editor's Note: It is FFS whether the Registration procedure is mandatory and registration via pre-configuration (e.g. where an Edge Application Server's profile is pre-configured in the Edge Enabler Server).

The solution also introduces an Edge Application Server de-registration procedure. This procedure is used by the Edge Application Server to de-register from an Edge Enabler Server.

The solution also introduces an Edge Application Server subscription procedure.  This procedure is used by the Edge Application Server to subscribe to and receive notifications from the Edge Enabler Server.


7.12.1.2
Edge Application Server Registration

When registering, the Edge Application Server provides service profile information to the Edge Enabler Server.  

The solution assumes that the Edge Application Server is responsible for triggering the registration to the Edge Enabler Server.  

NOTE 1:
The trigger condition for registering is based on application service logic, and is out of scope of this specification.

The signalling flow for Edge Application Server registration is illustrated in figure 7.12.1.2-1.

Pre-conditions:

1.
The Edge Application Server has been configured with an Edge Application Server Identity. 

2.
The Edge Application Server has been configured with the address (e.g. URI) of the Edge Enabler Server. 

3.
Both the Edge Application Server and Edge Enabler Server have been configured with the necessary credentials to enable authenticating one another. 

NOTE 2:
The structure and definition of the credentials required by the Edge Application Server and Edge Enabler Server to authenticate are left for SA3 to define.
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Figure 7.12.1.2-1: Edge Application Server Registration

1.
The Edge Application Server determines that registration to the Edge Enabler Server is needed (e.g. the Edge Application Server is instantiated and started up). The Edge Application Server may also determine that its existing registration needs to be updated (e.g. because the Edge Application Server's status or availability schedule has changed). 

2.
The Edge Application Server sends a Registration Request (New or Update Indication, Service Profile) to the Edge Enabler Server.  The request indicates if the request is for a new registration or an update to an existing registration. The Service Profile information is defined in Table 7.12.1.2-1.

NOTE 3: The Edge Application Server and Edge Enabler Server are assumed to have performed an authentication procedure.  How and when this is done is left for SA3 to define.

Table 7.12.1.2-1: Edge Application Server (EAS) Service Profile

	Information element
	Status
	Description

	EAS Identifier
	O 
	The identifier of the Edge Application Server Instance

	EAS Provider Identifier
	M
	The identifier of the Edge Application Server Provider 

	EAS Type
	O
	The category or type of Edge Application Server (e.g. V2X)

	Edge Application Server instance description
	O
	Human-readable description of the Edge Application Server instance

	EAS Schedule
	O
	The availability schedule of the Edge Application Server (e.g. time windows)

	EAS Service Area
	O
	The geographical service area that the Edge Application Server serves

	EAS Required KPIs
	O
	The range of KPIs (e.g. latency and data rate) that are required in order for Application Clients to receive services from the EAS.

	EAS Service Continuity Mode
	O
	The Required service continuity mode for the EAS.

	EAS Application Context Relocation Required 
	O
	Indicates whether application context relocation is required or not

	EAS Availability Reporting Period
	O
	The Availability reporting period (i.e. heart beat period) that indicates to the Edge Enabler Server how often it needs to check the Edge Application Server's availability of the after a successful Registration.

	EAS Required Service APIs
	O
	A list of the Service APIs that are required by the EAS

	EAS Status
	O
	The status of the Edge Application Server (e.g. enabled, disabled, etc.) 

	EAS Point-Of-Contact
	M
	The Point-of-Contact information (e.g. URI, FQDN) that Application Clients use to send requests to the Edge Application Server. This information maybe discovered by Edge Enabler Clients and exposed to Application Clients so that application clients can establish contact with the EAS.


Editor's Note:
SA3 should consider the security implications of exposing information from the EAS Service Profile to Edge Application Clients. 

Editor's Note:
The format of the EAS Identifier and how it is assigned is FFS.

Editor's Note: The definition and usage of EAS Required KPIs is FFS. 

Editor's Note: It is FFS whether and how EAS Service Continuity Mode is related to the Service and Session Continuity (SSC) Modes in 5GC Session Management.

3.
The Edge Enabler Server performs an authorization check to verify whether the Edge Application Server has the proper privileges to register.  

4.
Upon successful authorization, the Edge Enabler Server stores the Service Profile for later use (e.g. for serving  Edge Application Server discovery requests received from Edge Enabler Clients, etc.) and replies to the Edge Application Server with a Registration Response.

* * * Sixth Change * * * *

4.x Key Issue x: Exposure of Application Client KPIs
During service provisioning and Edge Data Network discovery it is critical that the Application Client is able to find an Edge Application Server in such a manner that the range of required Application Client KPIs (e.g. latency, compute resources) are satisfied.
Application Client KPIs may be included in the application package that is initially onboarded and subsequently instantiated in the Edge Data Network, if they are present. When the Application Client is installed in the UE those KPIs, or a subset of them, can become resident in the UE.
Open Issues:

-
What are the specific application KPIs?
-
Whether and how determination of the availability of a suitable Edge Data Network is based on a range of Application Client KPIs?

-
Whether and how determination of the availability of a suitable Edge Enabler Server is based on a range of Application Client KPIs?

-   What is the range of Application Client KPIs (e.g. latency, compute resources) needed in order for a UE to connect with the best suitable Edge Data Network (e.g., with Edge Application Server available that satisfies the KPIs)? 

-
How to assist the UE to select the optimal Edge Data Network when the serving EDN can no longer meet the performance required by one or more of the Application Client KPIs? 

* * * End of changes * * * *



