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1. Introduction
This contribution proposes solution for the key issue for cleaning up the EEC and EAS resources within the EES when normal deregistration processes are not executed.

2. Reason for Change
During error conditions, an EEC or EAS may not deregister appropriately from the EES. This will result in wasted resources in the EES, thus potentially limiting the number of applications that can be provided  edge services. A solution is necessary to enable recovery of those wasted resources.
3. Conclusions

None.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758.
* * * First Change * * * *

5.3
Edge Enabler Client registration

5.3.1
General

5.3.2
Requirements

[AR-5.3.2-a]
The edge enabling application architecture shall provide mechanisms for a UE to register onto the Edge Enabler Server.

[AR-5.3.2-b]
The edge enabling application architecture shall provide mechanisms for a UE to de-register from the Edge Enabler Server.

 [AR-5.3.2-c]
The edge enabling application architecture shall provide mechanisms for the Edge Enabler Server to detect an abnormal termination of a UE registration.

 [AR-5.3.2-d]
The edge enabling application architecture shall provide mechanisms to notify a UE about relevant changes in availability of the Edge Application Servers.

* * * Second Change * * * *

5.4
Edge Application Server enablement

5.4.1
General

5.4.2
Requirements

[AR-5.4.2-a]
The edge enabling application architecture shall provide mechanisms so that the Edge Application Servers are uniquely identifiable. 
[AR-5.4.2-b]
The edge enabling application architecture shall provide mechanisms for an Edge Application Server to maintain it's availability information based on variable such as time, location etc.

[AR-5.4.2-c]
The edge enabling application architecture shall provide mechanisms to notify an Edge Application Server about relevant changes (e.g. changes in the availability of edge computing services).

[AR-5.4.2-d]
The edge enabling application architecture shall provide mechanisms for an Edge Application Server to register to the Edge Enabler Server.

[AR-5.4.2-e]
The edge enabling application architecture shall provide mechanisms for an Edge Application Server to de-register from the Edge Enabler Server.
 [AR-5.4.2-f]
The edge enabling application architecture shall provide mechanisms for the Edge Enabler Server to detect an abnormal termination of an Edge Application Server registration.

* * * Third Change * * * *

6.4.2
EDGE-1

The interactions related to enabling Edge Computing, between the Edge Enabler Server and the Edge Enabler Client are supported by the EDGE-1 reference point. This reference point supports:

-
Registration and de-registration of the Edge Enabler Client to the Edge Enabler Server;
-
Retrieval and provisioning of configuration information for the UE; and

-
Discovery of Edge Application Servers available in the Edge Data Network.

* * * Fourth Change * * * *

6.4.4
EDGE-3

The interactions related to Edge Enabler Layer, between the Edge Enabler Server and the Edge Application Servers are supported by the EDGE-3 reference point. This reference point supports:

-
Registration of Edge Application Servers with availability information (e.g. time constraints, location constraints);

-
De-registration of Edge Application Servers from the Edge Enabler Server; and

-
Providing access to network capability information (e.g. location information).

* * * Fifth Change * * * *

7.8
Solution #8: Registering Edge Enabler Client on Edge Enabler Server

7.8.1
Solution description

The following solution corresponds to the key issue #2 on Edge Data Network discovery and registration as specified in clause 4.2. 

The Edge Enabler Client, after receiving the Edge Data Network configuration from the Edge Data Network Configuration Server and security credentials from the Authentication and Authorization function, uses the configuration information and security credentials to register on the Edge Enabler Server. The Edge Enabler Server verifies the validity of the registration request and provides the Edge Enabler Client with an identity. The Edge Enabler Client uses the provided identity in all relevant transactions.

The Edge Enabler Client may already be registered on an Edge Enabler Server (i.e. source Edge Enabler Server) before attempting registration on another Edge Enabler Server (i.e. target Edge Enabler Server). In such a scenario, the Edge Enabler Client provides the target Edge Enabler Server with identity information of the source Edge Enabler Server and the Edge Enabler Client's identity that was assigned by the source Edge Enabler Server. Using the provided information, the target Edge Enabler Server ensures availability of UE's Edge Enabler Server context and thereby uses the UE's Edge Enabler Server context.

Figure 7.8.1-1 illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for registration. 

Pre-conditions:

1.
The UE is authorized for Edge Computing service and has received relevant security credentials from the AAF as described in solution #6, clause 7.6.

2.
The Edge Enabler Client has received configuration from the Edge Data Network Configuration Server, including the information related to the Edge Enabler Server.
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Figure 7.8.1-1: Solution 8 – Edge Enabler Client registration

1.
The Edge Enabler Client sends Edge Enabler Client registration request (New or Update Indication, Application Client Profile(s)) to the Edge Enabler Server. The request from the client includes the security credentials received from the Authentication/Authorization Function after successful authorization for the Edge Computing service, as described in solution #6, clause 7.6. The request also optionally includes Application Client Profile(s) for the Application Clients that use the Edge Enabler’s services. The Application Client Profile indicates to the Edge Enabler Server how the Edge Enabler Client expects to use the services of the Edge Enabler Server. The contents of the Application Client Profile are listed in Table 7.8.1-1. The Edge Enabler Client registration request indicates to the Edge Enabler Server if the request is a new registration or a registration update.  A registration update may be used to send new or updated Application Client Profile(s) to the Edge Enabler Server.

If the Edge Enabler Client is moving from the purview of a source Edge Enabler Server to this Edge Enabler Server, the request from the Edge Enabler Client may include the identity of the source Edge Enabler Server and an Edge Enabler Client Registration Context ID that was provided by the source Edge Enabler Server. 
Table 7.8.1-1: Application Client Profile

	Information element
	Status
	Description

	Application Client Type
	O
	The category or type of Application Client (e.g. V2X)

	Application Client Schedule
	O
	The expected operation schedule of the Application Client (e.g. time windows)

	Application Client Service Area
	O
	The expected location of the UE during the Application Client’s operation schedule.

	Application Client Required KPIs
	O
	The range of KPIs (e.g. latency and data rate) that are required in order for Application Clients to receive their desired services form the EAS.


Editor’s Note: The definition and usage of Application Client Required KPIs is FFS. 

2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server validates the registration request and verifies the security credentials. The Edge Enabler Server further determines whether the requirements that were indicated in the Application Client Profile(s) can be fulfilled. 

3.
Upon successful validation of the request, if the received request contained in Edge Enabler Client Registration Context ID and the source Edge Enabler Server Identifier, the Edge Enabler Server retrieves the Edge Enabler’s Registration Context from the Source Edge Enabler Server. Otherwise, this step is skipped.

4.
The Edge Enabler Server sends an Edge Enabler Client registration response to the Edge Enabler Client, which includes a unique identity for the Edge Enabler Client, either assigned by the Edge Enabler Server or reused from the UE's former context. The Edge Enabler Client stores the identity and uses it in all future communication with the Edge Enabler Server. The Edge Enabler Server also provides a lifetime value to indicate to the Edge Data Client when the registration will automatically expire. The Edge Enabler Client must send a registration request with an Update Indication prior to the expiration to maintain the current registration. The Edge Enabler Server will treat the registration expiration as an implicit de-registration. If the Edge Enabler Server is not able to fulfil, or provide, the services that are indicated an Application Client Profile(s), then the Edge Enabler Server will indicate this in the Edge Enabler Client registration response.

7.8.2
Solution evaluation

This solution allows an Edge Enabler Client to register on an Edge Enabler Server post successful authorization for the Edge Computing service. The procedures also provides for maintaining the UE's context across Edge Enabler Servers.

* * * Sixth Change * * * *

7.12.1.1
General

This solution addresses Key Issue #3. 

The solution introduces a registration procedure for Edge Application Server registration with an Edge Enabler Server.  The procedure is used to create a new, or update an existing, registration.  The procedure can be used by the Edge Application Server to provide profile/availability information such as, geographical area of availability, time of operation, etc. to the Edge Enabler Server. 

Editor’s Note: It is FFS whether the Registration procedure is mandatory and registration via pre-configuration (e.g. where an Edge Application Server’s profile is pre-configured in the Edge Enabler Server).

The solution also introduces an Edge Application Server de-registration procedure. This procedure is used by the Edge Application Server to de-register from an Edge Enabler Server.
A lifetime is provided to the Edge Application Server as part of the registration procedure to indicate to the Edge Application Server when the registration will automatically expire resulting in implicit de-registration.

The solution also introduces an Edge Application Server subscription procedure.  This procedure is used by the Edge Application Server to subscribe to and receive notifications from the Edge Enabler Server.


* * * Seventh Change * * * *

7.12.1.2
Edge Application Server Registration

When registering, the Edge Application Server provides service profile information to the Edge Enabler Server.  

The solution assumes that the Edge Application Server is responsible for triggering the registration to the Edge Enabler Server.  

NOTE 1:
The trigger condition for registering is based on application service logic, and is out of scope of this specification.

The signalling flow for Edge Application Server registration is illustrated in figure 7.12.1.2-1.

Pre-conditions:

1.
The Edge Application Server has been configured with an Edge Application Server Identity. 

2.
The Edge Application Server has been configured with the address (e.g. URI) of the Edge Enabler Server. 

3.
Both the Edge Application Server and Edge Enabler Server have been configured with the necessary credentials to enable authenticating one another. 

NOTE 2: 
The structure and definition of the credentials required by the Edge Application Server and Edge Enabler Server to authenticate are left for SA3 to define.
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Figure 7.12.1.2-1: Edge Application Server Registration

1.
The Edge Application Server determines that registration to the Edge Enabler Server is needed (e.g. the Edge Application Server is instantiated and started up). The Edge Application Server may also determine that its existing registration needs to be updated (e.g. because the Edge Application Server’s status or availability schedule has changed). 

2.
The Edge Application Server sends a Registration Request (New or Update Indication, Service Profile) to the Edge Enabler Server.  The request indicates if the request is for a new registration or an update to an existing registration. The Service Profile information is defined in Table 7.12.1.2-1.

NOTE 3: The Edge Application Server and Edge Enabler Server are assumed to have performed an authentication procedure.  How and when this is done is left for SA3 to define.

Table 7.12.1.2-1: Edge Application Server (EAS) Service Profile

	Information element
	Status
	Description

	EAS Identifier
	O 
	The identifier of the Edge Application Server Instance

	EAS Provider Identifier
	M
	The identifier of the Edge Application Server Provider 

	EAS Type
	O
	The category or type of Edge Application Server (e.g. V2X)

	Edge Application Server instance description
	O
	Human-readable description of the Edge Application Server instance

	EAS Schedule
	O
	The availability schedule of the Edge Application Server (e.g. time windows)

	EAS Service Area
	O
	The geographical service area that the Edge Application Server serves

	EAS Required KPIs
	O
	The range of KPIs (e.g. latency and data rate) that are required in order for Application Clients to receive services from the EAS.

	EAS Service Continuity Mode
	O
	The Required service continuity mode for the EAS.

	EAS Application Context Relocation Required 
	O
	Indicates whether application context relocation is required or not

	EAS Availability Reporting Period
	O
	The Availability reporting period (i.e. heart beat period) that indicates to the Edge Enabler Server how often it needs to check the Edge Application Server’s availability of the after a successful Registration.

	EAS Required Service APIs
	O
	A list of the Service APIs that are required by the EAS

	EAS Status
	O
	The status of the Edge Application Server (e.g. enabled, disabled, etc.) 

	EAS Point-Of-Contact
	M
	The Point-of-Contact information (e.g. URI, FQDN) that Application Clients use to send requests to the Edge Application Server. This information maybe discovered by Edge Enabler Clients and exposed to Application Clients so that application clients can establish contact with the EAS.


Editor's Note:
SA3 should consider the security implications of exposing information from the EAS Service Profile to Edge Application Clients. 

Editor's Note:
The format of the EAS Identifier and how it is assigned is FFS.

Editor’s Note: The definition and usage of EAS Required KPIs is FFS. 

Editor’s Note: It is FFS whether and how EAS Service Continuity Mode is related to the Service and Session Continuity (SSC) Modes in 5GC Session Management.

3.
The Edge Enabler Server performs an authorization check to verify whether the Edge Application Server has the proper privileges to register.  

4.
Upon successful authorization, the Edge Enabler Server stores the Service Profile for later use (e.g. for serving  Edge Application Server discovery requests received from Edge Enabler Clients, etc.) and replies to the Edge Application Server with a Registration Response. The Edge Enabler Server provides a lifetime value to indicate to the Edge Application Server when the registration will automatically expire. The Edge Application Server must send a Registration Request message with an Update Indication prior to the expiration to maintain the current registration. The Edge Enabler Server will treat the registration expiration as an implicit de-registration.
* * * End of Changes * * * *
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