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Abstract of the contribution: This contribution proposes a solution that expands over several Key Issues
1	Introduction
This pCR proposes a solution where the discovery of the optimal Edge Aplication server is done on a per need basis, that is at the moment the Application Client requires it. With this proposal, the UE connects to the Edge DN only when the Edge DN applications servers are going to be used, and the Edge Application Server discovery can take into account the latest network status. 
This solution does not require the UE to select and register in the Edge DN: there is no need to create and maintain a UE context in the EES and an Edge DN context in the EEC. Still, the EEC may keep Application server discovery information for efficiency. As a result, some of the key issues do not apply:
KIs #2 & #8: “Edge Data Network discovery and registration” and “Edge Data Network Selection”. They are Not Applicable. It is the optimal Edge Application Server that is selected. There is no Edge data network discovery and registration procedure as such that need to take place outside the actual Edge Application Server selection. 
KI #10: “Dynamic availability”. Does not apply since it is the network (5GC, EEC, and actual AS) that handles this.
This pCR expands over a number of Key Issues, namely:
KI#1: “Service provisioning and configuration”.
KI #4: Edge Application Server discovery
KI #6: Edge Computing Service authorization
KI #7: “Flexible deployment”
KI#13: Provision of QoS information of the Edge Application Server
For the solution to be optimal the selection of the Edge Application Server needs to be paired with the 3GPP 5GC connectivity and the steering of the traffic of that application. This aspect has also been included in this pCR.
During the discussion on the ad-hoc meeting oct. 10, a chicken and egg issue raised for QoS. The QoS is set up for the UE to AS, i.e. a QoS flow may be established for this communication, and the EES or UE will trigger this prior UE starts communicating with the AS.
2	Proposal
[bookmark: _Toc19026899][bookmark: _Toc19034310][bookmark: _Toc19036500][bookmark: _Toc19037498][bookmark: _Toc19048011]***************** START CHANGES *****************
7.x	Solution #x: Per UE Stateless Edge enabling Service
This solution addresses Key Issues #1, #4, #6, #7 and #13. In this solution. The key characteristics of this solution is that the EES does not keep any registration state of the UE, thus no need to solve KI #2. Furthermore, the EDGE 4 as defined in the architecture does not apply. 
It is also assumed that it is the network side of the Edge Enabling Application Architecture that assigns a certain application server for a UE, and thus the UE does not need to do any selection among application servers, by this KI #8 is not needed.
[bookmark: _Toc19026900][bookmark: _Toc19034311][bookmark: _Toc19036501][bookmark: _Toc19037499][bookmark: _Toc19048012]7.x.1	Solution description 
7.x.1.1	Configuration of the UE
URSP Rules in 5GC is used to configure the UE’s usage of DNNs and slices.
It is further assumed that necessary EEC functions are either part of the application (e.g. provided in a library in an SDK) or are provided by the operating system of the UE (also part of the SDK). This depends on mobile OS.
By this, KI #7 is solved since each application will be tied to a certain edge data network.
7.x.1.2	Edge Data network service execution
Assumption:
UE has the edge application SW according to 7.x.1.1 Since the application SW and the mobile OS in the UE may act as the EEC, the flow below uses the term EEC from the architecture, but EEC is not really a separate thing.
NOTE:	Prior to discovery, the UE does not register with the EES, thus the UE has no knowledge about the topology and existance of edge computing. It is only the application that may have a certain behaviour due to edge computing.
An EAS deployed in the Edge Hosting environement either registers in the EES (Key Issue #3) using for example, solution #12, where the solution includes Edge Enabler Server authorization check to verify whether the Edge Application Server has the proper privileges to register as part of the process. Or, the EES is provisioned with the EASes by means of O&M. The latter has no impact on “existing” cloud applications.
If there is a need for a specific QoS class for the communication to the EES, then this is established as part of the PDU session establishment. Thus, this must be configured in the 5GC.


Figure 7.x.1.2-1 Edge Application Server Discovery
There is a trigger to execute an application (internal or by a user). If no established PDU session can be reused, the UE establishes a new PDU session to the corresponding DNN and slice according to URSP. That session is used for the communication described below: 
1. The EAS is identified by a FQDN, the EAS-FQDN. The EEC in the UE does a discovery of an EAS over EDGE-1 by sending a discovery request to the EES with the EAS-FQDN as query parameter. There are examples how this is done in clause 7.x.1.2.1. The EES authenticates and authorizes the UE for this application, for example by using 3GPP credentials. 
2.	If uplink classifier (UL-CL) and/or IPv6 multihoming are used to provide connectivity, the IP address may not be used to determine the EAS closest to the UE, this mean that the EES needs to get the UE location from the 5GC via e.g. NEF or PCF as per TS 23.502. E.g. using the Npcf_PolicyAuthorization_Subscribe service operation with immediate reporting flag set.
3.	 If UL-CL and/or IPv6 multihoming are to be used, the EES influences routing as per TS 23.502, see clause 4.3.6.3 step 2d.
4.	Depending on how the application is built, i.e. if UE or network should initiate QoS flow establishment and if a certain QoS flow is needed for the application. EES may initiate establishment of a QoS flow for this application as per TS 23.502, e.g as in 4.16.5.2. The EES may have gotten the QoS information when EAS registers to EES
NOTE:	step 3 and 4 can happen after step 5.
5.	EES responds with the address of the EAS.
6.	Depending on how the application is built, the UE may initiate a QoS flow establishment (see step 4), according to 23.502 clause 4.3.3.2 step 1a.
7.	Applicaton traffic starts between Application Client EAS (over the QoS flow associated with the default QoS rule, or if QoS flow was established over the established QoS flow)
7.x.1.2.1	Example Discovery methods
See two examples of EAS discovery using IETF protocols in the following sub-clauses
NOTE:	The SA2 WI FS_enh_EC has a KI for discovery. This can also result in more solutions for discovery of the EAS.
7.x.1.2.1.1	HTTPS based protocol
The application/OS uses a HTTPS protocol (e.g. DNS over HTTPS) to discover the EAS by using the EAS-FQDN as a query parameter. A HTTPS connection is set up to the EES. The EES authenticates the UE and authorizes if UE is allowed to use this application as an edge application. How to authenticate (what client credentials to use) is an SA3 issue. 
There are several ways how route the HTTPS connection to the EES:
-	the EES has an anycast address known by the application/OS in the UE. The IP network routes the request to the closest EES;
-	the EES has a FQDN, the EES-FQDN. The DNS in the 5GC has knowledge of the location of the UE and returns to the UE the address of the local EES; or
-	the EES has an EES-FQDN. The EES-FQDN is resolved to any EES. This any EES (e.g. central EES) resolves the EAS location as follows:
1)	this EES may have the address of the EAS for the UE location;
2)	this EES may use HTTP re-direct to another EES (e.g. local EES) that can respond with the address of the EAS in the location of the UE; or
3)	this EES may further interact with other EES (e.g. via normal DNS) to resolve the EAS-FQDN and answer back to the UE using secured HTTP with the address of the EAS.
NOTE: The deployment of such EES and other EES is to be specified.
NOTE: The central EES can have local configuration to discover the local EES. 
7.x.1.2.1.1	Using DNS
In this case it is assumed the the EES is operated by the operator and that the connection between the UPF and EES is secure. If the Internet DNN and slice are used, the EES forwards DNS request the Internet DNS Hierarchy for non-edge applications. There are a number of options:
· the EES may resolve the request and answer back with the EAS for the UE Location; or
· the EES may forward the request to the EES that can resolve it for the UE location.
The EES authenticates the UE and authorizes if UE is allowed to use this application as an edge application. Since 5GC gives the UE an IP address and the connection between EES and UPF is secure, the EES can use the IP address to authenticate and authorize the UE. The EES can get location of the UE and directly query the site DNS for the address of the AS.
[bookmark: _Toc19026902][bookmark: _Toc19034313][bookmark: _Toc19036503][bookmark: _Toc19037501][bookmark: _Toc19048014]7.x.2	Solution Evaluation
This solution (e.g. using DNS) has minimum impact on application in the UE.
From 23.758, “Application Client portability: Changes in logic of Application Clients to interact with Edge Application Servers, compared to existing cloud environment, are avoided.”
The solution has solved many key issues with a simplistic approach.
Therefore, it is proposed that this solution and solution #12 to be the candidate for normative work.
****************** END CHANGES ******************
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