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Introduction
This contribution proposes changes to several clauses related to Key Issue #2 as follows:

· Editorial changes to capitalize the names of the defined functional elements.
· Changes to address the Editor’s Notes in clauses 7.8 and 7.17, corresponding to two solutions proposed for this Key Issue. 

· A new clause 11.3.x with an evaluation of the current solutions proposed for Key Issue #2

Note that the proposed conclusion includes only Solution #8 and Solution #17 because we believe Solution #3 needs some clarifications in order to be fully analysed.
S6-192280 changes:

· Removed first change (abbreviations, no track marks)
· Re-wrote the solution #3 part of the evaluation
* * * Second Change * * * *

7.8
Solution #8: Registering Edge Enabler Client on Edge Enabler Server

7.8.1
Solution description

The following solution corresponds to the key issue #2 on Edge Data Network discovery and registration as specified in subclause 4.2. 

The Edge Enabler Client, after receiving the Edge Data Network configuration from the Edge Data Network Configuration Server and security credentials from the Authentication and Authorization function, uses the configuration information and security credentials to register to the Edge Enabler Server. 
The Edge Enabler Server verifies the validity of the registration request and provides the Edge Enabler Client with an identity. The Edge Enabler Client uses the provided identity in all relevant transactions.

The Edge Enabler Client may already be registered on an Edge Enabler Server (i.e. source Edge Enabler Server) before attempting registration on another Edge Enabler Server (i.e. target Edge Enabler Server). In such a scenario, the Edge Enabler Client provides the target Edge Enabler Server with identity information of the source Edge Enabler Server and the Edge Enabler Client's identity that was assigned by the source Edge Enabler Server. Using the provided information, the target Edge Enabler Server ensures availability of UE's Edge Enabler Client context and thereby uses the UE's Edge Enabler Server context.

Figure 7.8.1-1 illustrates the interactions between the Edge Enabler Client and the Edge Enabler Server for registration. 

Pre-conditions:

1.
The UE is authorized to access the Edge Enabler Server for the purpose of performing registration and has received relevant security credentials from the AAF as described in solution #6, clause 7.6.

2.
The Edge Enabler Client has received configuration from the Edge Data Network Configuration Server, including the information related to the Edge Enabler Server.
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Figure 7.8.1-1: Solution 8 – Edge Enabler Client registration

1.
The Edge Enabler Client sends Edge Enabler Client registration request (New or Update Indication, Application Client Profile(s)) to the Edge Enabler Server. The request from the client includes the security credentials received from the Authentication/Authorization Function after successful authorization for the Edge Computing service, as described in solution #6, clause 7.6. The request also optionally includes Application Client Profile(s) for the Application Clients that use the Edge Application Server’s services. The Application Client Profile(s) indicate to the Edge Enabler Server how the Edge Enabler Client expects to use the services of the Edge Enabler Server. The contents of the Application Client Profile are listed in Table 7.8.1-1. The Edge Enabler Client registration request indicates to the Edge Enabler Server if the request is a new registration or a registration update.  A registration update may be used to send new or updated Application Client Profile(s) to the Edge Enabler Server.
If the Edge Enabler Client is moving from the purview of a source Edge Enabler Server to this Edge Enabler Server, the request from the Edge Enabler Client may include the identity of the source Edge Enabler Server and an Edge Enabler Client Registration Context ID that was provided by the source Edge Enabler Server. 
Table 7.8.1-1: Application Client Profile

	Information element
	Status
	Description

	Application Client Type
	O
	The category or type of Application Client (e.g. V2X)

	Application Client Schedule
	O
	The expected operation schedule of the Application Client (e.g. time windows)

	Application Client Service Area
	O
	The expected location of the UE during the Application Client’s operation schedule.

	Application Client KPIs
	O
	The range of KPIs (e.g. latency and data rate) that are required in order for Application Clients to receive their desired services form the EAS.


NOTE: Application Client KPIs are service requirement indicators which are used to establish a level of service requested on behalf of each of  the Application Clients.  How the Application is pre-configured with the KPIs is outside the scope of this specification.


2.
Upon receiving the request from the Edge Enabler Client, the Edge Enabler Server validates the registration request and verifies the security credentials. The Edge Enabler Server further determines whether the requirements that were indicated in the Application Client Profile(s) can be fulfilled. 
3.
Upon successful validation of the request, if the received request contains the Edge Enabler Client Registration Context ID and the source Edge Enabler Server Identifier, the Edge Enabler Server retrieves the Edge Enabler’s Registration Context from the source Edge Enabler Server. Otherwise, this step is skipped. 

4. 
The Edge Enabler Server sends an Edge Enabler Client registration response to the Edge Enabler Client, which includes a unique identity for the Edge Enabler Client, either assigned by the Edge Enabler Server or reused from the UE's former context. The Edge Enabler Client stores the identity and uses it in all future communication with the Edge Enabler Server. If the Edge Enabler Server is not able to fulfil, or provide, the services that are indicated in the Application Client Profile(s), then the Edge Enabler Server will indicate this in the Edge Enabler Client registration response.
7.8.2
Solution evaluation

This solution allows an Edge Enabler Client to register to an Edge Enabler Server post successful authorization. The solution allows optional Application Client Profile(s) to be provided during the registration, enabling the Edge Enabler Server to determine whether it can fulfil the service requirements of the Application Clients and avoid situations where the registration is completed and it is later determined that the Edge Enabler Server cannot provide the desired services. The procedure also introduces Edge Enabler Client Registration Context IDs that are used for identifying UE context across Edge Enabler Servers when UEs move registration from one Edge Enabler Server to another.
* * * Third Change * * * *

7.17
Solution #17: Registering Edge Enabler Server on Edge Data Network Configuration Server
7.17.1
Solution description

The following solution fulfils the need for making available the Edge Enabler Server information (EES connection info) at the Edge Data Network Configuration Server.

Figure 7.17.1-1 illustrates the solution for registering Edge Enabler Server on the Edge Data Network Configuration Server. 
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Figure 7.17.1-1: Edge Enabler Server registration on Edge Data Network

1.
The Edge Enabler Server sends Edge Enabler Server registration request to the Edge Data Network Configuration Server. The request from the Edge Enabler Server includes the Edge Enabler Server identity, EES connection information. (e.g. IP address), Edge Application Server information (if available, e.g. via Solution #12) and EES security credentials.


NOTE:
The Edge Application Server information included in the registration request is to be determined in the normative phase. The Edge Application Server information includes a range of application requirement KPIs supported. 
2.
Upon receiving the request from the Edge Enabler Server, the Edge Data Network Configuration Server verifies the security credentials of the Edge Enabler Server. Further, the Edge Data Network Configuration Server stores the Edge Enabler Server registration information obtained in step 1. If the Edge Data Network Configuration Server already contained the Edge Enabler Server registration information corresponding to the Edge Enabler Server identity, then the stored Edge Enabler Server  registration information is updated with the received information in step 1.

3.
The Edge Data Network Configuration Server sends an Edge Enabler Server registration response indicating success or failure of the registration operation.

7.17.2
Solution evaluation

This solution satisfies the key issue #2 on Edge Data Network discovery and registration and supplements the solution #2 to obtain the latest EES connection information and also supplements the solution #9 to obtain the target EES information corresponding to the EAS. It is possible that the EES connection info may change due to it hosting requirements in the edge data network.
* * * Fourth Change * * * *

11.3
Solution evaluations

11.3.1 General
All the key issues and solutions specified in this technical report are listed in table 11.3-1. It includes the mapping of the key issues (clause 4) to the solutions and corresponding solution evaluations. It also lists the dependencies on other working groups that will need consideration during the Release 17 normative phase.

Table 11.3.0-1 Key issue and solution evaluation

	Key issues (evaluation clause reference)
	Solution
	Solution 
clause reference
	Dependency on other working groups

	#1: Service provisioning and configuration
	#2: Provisioning of Edge Data Network configuration
	7.2.2
	FFS

	#2: Edge Data Network discovery and registration (11.3.x)

	#3: Edge Data Network using LADN 
	7.3
	-

	
	#8: Registering Edge Enabler Client on Edge Enabler Server
	7.8
	-

	
	#17 Registering Edge Enabler Server on Edge Data Network Configuration Server
	7.17
	-

	#3: Edge Application Server enablement on the Edge Hosting Environment
	FFS
	FFS
	FFS

	#4: Edge Application Server discovery
	#1: Edge Application Server Discovery
	7.1.2
	-

	#5: Capability Exposure to Edge Application Server
	#4: Location Reporting API
	7.4.2
	-

	
	#5: UE Identifier API
	7.5.2
	SA2, SA3

	
	10: Network capability exposure to edge applications using CAPIF
	7.10.2
	FFS

	#6: Edge Computing Service authorization
	#6: Service Authorization for Edge Computing service
	7.6.2
	SA2, SA3

	#7: Flexible deployment
	#2: Provisioning of Edge Data Network configuration
	7.2.2
	FFS

	
	#3: Edge Data Network using LADN 
	7.3.2
	FFS

	#8: Edge Data Network selection
	FFS
	FFS
	FFS

	#9: Preserving Service Continuity
	#9: Relocation of application context
	FFS
	FFS

	#10: Dynamic availability
	#7: Dynamic availability of Edge Application Servers
	7.7.2
	-

	#11: User consent/authorization for network capability exposure to Edge Application Servers
	-
	-
	SA3


* * * Fifth Change * * * *

11.3.x Key Issue 2 solutions
The solutions for Key Issue #2 assume that a method of provisioning Edge Data Network configuration to the Edge Enabler Client (e.g. solution #2) is available. In order to address individual open issues detailed in clause 4.2 several solutions have been proposed:
· Solution #8 allows an Edge Enabler Client to register to an Edge Enabler Server and to provide optional Application Client Profile(s). 
· Solution #17 allows to register an Edge Enabler Server to the Edge Data Network Configuration Server and to provide Edge Enabler Server information to the Edge Data Network Configuration Server. 
In addition, when the Edge Data Network is implemented as LADN, solution #3 allows the Edge Enabler Client to discover the LADN Service Area using the Registration Procedure as defined in 3GPP TS 23.502 [7].
In conjunction, solution #8 and solution #17 enable discovery of Edge Enabler Servers based on a range of Client Application requirement KPIs. 
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