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1. Introduction
This pCR is proposed to introduce a new solution to solve the Key Issue #1.
2. Reason for Change
In previous SA6 meeting,  the scenario depicted in figure 1 that an APP server corresponding to the APP in the UE may be deployed in another EES rather than the EES that the EEC of the UE is currently connected to within the same EDN or different EDN. This was discussed but not well addressed.
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The existing solution #1 and solution #13 where in the EEC discovers the EAS from EES(s) have the following issues:

· UE has to perform discovery with all the EES(s) in a EDN to get the EAS,

· UE has to perform discovery with all the EES(s) in one or more remote EDN(s) to get the EAS,

In this pCR, a new solution is proposed to whereby the discovery of EAS is performed without causing issues mentioned above. In this solution, the EEC discovers the EAS from the EDNCS. The EDNCS obtains the information of all the EES(s) and the EAS(s) deployed by each EES via preconfiguration or via the EES registration and update.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v1.0.0.
* * * First Change * * * *

7.x
Solution #x: Edge Application Server Discovery with EDNCS
7.x.1
Solution description

The following solution corresponds to the key issue #4 on Edge Application Server discovery as specified in clause 4.4. 

The EDNCS allows the Edge Enabler Client to discover both, the Edge Application Servers running on the Edge Hosting Platform within the Edge Data Network and the Edge Application Servers which can be instantiated on the Edge Hosting Platform within the Edge Data Network. The EDNCS employs authorization checks and discovery filters and provide requested information to the Edge Enabler Client.

The discovery filters may be used to indicate to the EDNCS what Application Clients might attempt to access the discovered services, what types of access permissions are required by the Application Clients, etc.  The EDNCS may use this information to filter its response to the Edge Enabler Client in order to avoid, or reduce, situations where Application Client Servers connect to Edge Application Servers before recognizing that the Edge Application Server can not provide the desired services.

Figure 7.x.1-1 illustrates the interactions between the Edge Enabler Client and the EDNCS for Edge Application Server discovery. 

Pre-conditions:

1.
Trigger conditions for initiating an Edge Application Server discovery request are configured in the Edge Enabler Client.

2.
Information related to the EDNCS is available with the Edge Enabler Client.
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Figure 7.x.1-1: Solution x – Edge Application Server Discovery with EDNCS
1.
Certain trigger condition, for e.g. application client launch, connecting to the EDNCS for the first time, expiry of a periodic timer, entering or exiting a geographic area (i.e. Edge Data Network service area) etc., or a combination of trigger conditions met at the Edge Enabler Client.

2.
As a result of Step 1, the Edge Enabler Client sends an Edge Application Server discovery request to the EDNCS. The discovery request may contain FQDNs and query filters to retrieve information about a particular Edge Application Server or a category of Edge Application Servers, for e.g. gaming applications. Query filters may also indicate a desired level of access permissions (e.g. trial, gold-class, etc.), desired features (e.g. multi-player or single player), and desired location availability. The request may also include the identities of the desired Applications. The request may also include the location information (e.g. cell ID, TAI) of the UE. If no parameter is included, it indicates a request to discover all available Edge Applications Server.

3.
Upon receiving the request from the Edge Enabler Client, the EDNCS checks if the Edge Enabler Client is authorized to discover the requested Edge Application Server(s). The authorization check may apply to an individual Edge Application Server, a category of Edge Application Servers or to the one or more Edge Data Networks, e.g. to all the Edge Application Servers. 

4.
If the Edge Enabler client is authorized, the EDNCS retrieves the information of Edge Application Servers based on discovery policies and the parameters, filters if any received in step 2. 

If the discovery request contained query filters that indicated a desired level of access permissions, features, and/or location availability, then the EDN CS may also check if the Edge Enabler Server is able to provide access to Edge Application Servers that are able to provide the desired level of access permissions, features, and/or location availability.
The information includes a list of FQDN(s) along with a mapping to the IP address(es) of the Edge Application Servers running on the Edge Hosting Platforms in the one or more Edge Data Networks. The Edge Enabler server(s) where the Edge Application Servers are managed/registrated on are also included. For Edge Application Servers that are available but not instantiated, the EDNCS includes relevant information. If additional access permissions were specified in the query filters of the discovery request, the EDNCS may include additional information regarding the discovered Edge Application Servers.  For example, the EDNCS may indicate the access permissions, the types of features, and the Application Client locations(s) that the Edge Application Servers can support.

5.
The EDNCS sends the filtered information to the Edge Enabler Client in an Edge Application Server discovery response.

6.
Upon receiving the Edge Application Server discovery response, the Edge Enabler Client uses the FQDN and/or IP address mapping to resolve the domain name requested by the Application Client for routing the outgoing application data traffic and direct it to the instantiated Edge Application Server(s) in the Edge Data Network, as required. The Edge Enabler client may connect to Edge Enabler servers which manage the corresponding discovered Edge Application Server(s). Further, the Edge Enabler Client may provide necessary notifications to the Edge-aware Application Client(s). 
7.x.2
Solution evaluation

This solution allows an Edge Enabler Client to discover the Edge Application Servers, running or available for running, in one or more Edge Data Network(s). The solution also allows discovery and policy based filters for the discovery requests and provides relevant information about the Edge Application Servers to the Edge Enabler Clients.

This solution relates to key issue #4 and, satisfies [AR-5.5.2-a] and [AR-5.5.2-b].
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