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1. Introduction
This contribution proposes new solutions to Key Issue #3, using CAPIF as follows:
1. Edge Application Server Registration using CAPIF
2. Edge Application Server De-registration using CAPIF
2. Reason for Change
During SA6 conf call there were discussions to consider using CAPIF for Edge Application Server (EAS) Registration and De-registration. As per initial assessment on the call CAPIF TS specified On-boarding and Off-boarding procedures could potentially be used for EAS registration and de-registration Edge requirements respectively. Further assessment led to the conclusion that On-boarding and Off-boarding procedures are meant for API Invokers and not for API providers. However CAPIF TS has defined API provider domain registration/de-registration procedures which could be leveraged for EAS registration/de-registration. Hence the proposed solution for EAS registration and de-registration is based on API provider domain registration and de-registration procedures. 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.578 V1.0.0.
* * * First Change * * * *

7.12
Solution #12: Edge Application Server Enablement 

7.12.1
Solution description

7.12.1.1
General

This solution addresses Key Issue #3. 

The solution introduces a registration procedure for Edge Application Server registration with an Edge Enabler Server.  The procedure is used to create a new, or update an existing, registration.  The procedure can be used by the Edge Application Server to provide profile/availability information such as, geographical area of availability, time of operation, etc. to the Edge Enabler Server. 

Editor's Note: It is FFS whether the Registration procedure is mandatory and registration via pre-configuration (e.g. where an Edge Application Server's profile is pre-configured in the Edge Enabler Server).

The solution also introduces an Edge Application Server de-registration procedure. This procedure is used by the Edge Application Server to de-register from an Edge Enabler Server.

The solution also introduces an Edge Application Server subscription procedure.  This procedure is used by the Edge Application Server to subscribe to and receive notifications from the Edge Enabler Server.


When registering, the Edge Application Server provides service profile information to the Edge Enabler Server.  

The solution assumes that the Edge Application Server is responsible for triggering the registration to the Edge Enabler Server.  

NOTE 1:
The trigger condition for registering is based on application service logic, and is out of scope of this specification.

7.12.1.2
Edge Application Server Registration




The signalling flow for Edge Application Server registration is illustrated in figure 7.12.1.2-1.

Pre-conditions:

1.
The Edge Application Server has been configured with an Edge Application Server Identity. 

2.
The Edge Application Server has been configured with the address (e.g. URI) of the Edge Enabler Server. 

3.
Both the Edge Application Server and Edge Enabler Server have been configured with the necessary credentials to enable authenticating one another. 

NOTE 2:
The structure and definition of the credentials required by the Edge Application Server and Edge Enabler Server to authenticate are left for SA3 to define.
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Figure 7.12.1.2-1: Edge Application Server Registration

1.
The Edge Application Server determines that registration to the Edge Enabler Server is needed (e.g. the Edge Application Server is instantiated and started up). The Edge Application Server may also determine that its existing registration needs to be updated (e.g. because the Edge Application Server's status or availability schedule has changed). 

2.
The Edge Application Server sends a Registration Request (New or Update Indication, Service Profile) to the Edge Enabler Server.  The request indicates if the request is for a new registration or an update to an existing registration. The Service Profile information is defined in Table 7.12.1.2-1.

NOTE 3: The Edge Application Server and Edge Enabler Server are assumed to have performed an authentication procedure.  How and when this is done is left for SA3 to define.

Table 7.12.1.2-1: Edge Application Server (EAS) Service Profile

	Information element
	Status
	Description

	EAS Identifier
	O 
	The identifier of the Edge Application Server Instance

	EAS Provider Identifier
	M
	The identifier of the Edge Application Server Provider 

	EAS Type
	O
	The category or type of Edge Application Server (e.g. V2X)

	Edge Application Server instance description
	O
	Human-readable description of the Edge Application Server instance

	EAS Schedule
	O
	The availability schedule of the Edge Application Server (e.g. time windows)

	EAS Service Area
	O
	The geographical service area that the Edge Application Server serves

	EAS Required KPIs
	O
	The range of KPIs (e.g. latency and data rate) that are required in order for Application Clients to receive services from the EAS.

	EAS Service Continuity Mode
	O
	The Required service continuity mode for the EAS.

	EAS Application Context Relocation Required 
	O
	Indicates whether application context relocation is required or not

	EAS Availability Reporting Period
	O
	The Availability reporting period (i.e. heart beat period) that indicates to the Edge Enabler Server how often it needs to check the Edge Application Server's availability of the after a successful Registration.

	EAS Required Service APIs
	O
	A list of the Service APIs that are required by the EAS

	EAS Status
	O
	The status of the Edge Application Server (e.g. enabled, disabled, etc.) 

	EAS Point-Of-Contact
	M
	The Point-of-Contact information (e.g. URI, FQDN) that Application Clients use to send requests to the Edge Application Server. This information maybe discovered by Edge Enabler Clients and exposed to Application Clients so that application clients can establish contact with the EAS.


Editor's Note:
SA3 should consider the security implications of exposing information from the EAS Service Profile to Edge Application Clients. 

Editor's Note:
The format of the EAS Identifier and how it is assigned is FFS.

Editor's Note: The definition and usage of EAS Required KPIs is FFS. 

Editor's Note: It is FFS whether and how EAS Service Continuity Mode is related to the Service and Session Continuity (SSC) Modes in 5GC Session Management.

3.
The Edge Enabler Server performs an authorization check to verify whether the Edge Application Server has the proper privileges to register.  

4.
Upon successful authorization, the Edge Enabler Server stores the Service Profile for later use (e.g. for serving  Edge Application Server discovery requests received from Edge Enabler Clients, etc.) and replies to the Edge Application Server with a Registration Response.

7.12.1.3
Edge Application Server De-registration

By de-registering, the Edge Application Server informs the Edge Enabler Server that it is no longer available for service and wishes to terminate its association with the Edge Application Server.    

The procedure assumes that the Edge Application Server is responsible for triggering the de-registration from the Edge Enabler Server.  

NOTE:
The trigger condition for de-registering is based on application service logic, and is out of scope of this specification.

Editor's Note:
The details of an Edge Enabler Server initiated de-registration procedure are FFS.
The signalling flow for Edge Application Server de-registration is illustrated in figure 7.12.1.3-1.

Pre-conditions

1.
The Edge Application Server is registered to the Edge Enabler Server.
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Figure 7.12.1.3-1: Edge Application Server De-registration

1.
The Edge Application Server determines that de-registration from the Edge Enabler Server is needed (e.g. the Edge Application Server is shutting down). 

2.
The Edge Application Server sends a De-registration Request to the Edge Enabler Server. The de-registration request includes information as defined in Table 7.12.1.3-1.

Table 7.12.1.3-1: Edge Application Server De-registration Request

	Information element
	Status
	Description

	EAS Identifier
	M
	The identifier of the Edge Application Server


3.
The Edge Enabler Server replies to the Edge Application Server with a De-registration Response. The Edge Enabler Server optionally notifies any applicable Edge Client Enabler(s) and Edge Data Network Configuration Servers that Edge Application Server is no longer available for service. 

7.12.1.4
Edge Application Server Subscription and Notification

By subscribing to the Edge Enabler Server, the Edge Application Server can receive notifications from the Edge Enabler Server.    

Editor's Note:
When events can be subscribed to (e.g. changes to the availability of the Edge Enabler Server or Edge Enabler Clients, etc.) are FFS.

The solution assumes that the Edge Application Server is responsible for deciding when to initiate the subscription to the Edge Enabler Server.  

NOTE:
The trigger condition for subscription is based on application service logic, and is out of scope of this specification.

The signalling flow for an Edge Application Server subscribe operation is illustrated in figure 7.12.1.4-1.
Pre-conditions:

1.
The Edge Application Server is registered to the Edge Enabler Server.
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Figure 7.12.1.4-1: Edge Application Server Subscribe Operation

1.
The Edge Application Server determines that a subscription to the Edge Enabler Server is needed. For example, the Edge Application Server may need to be notified when Edge Enabler Client de-registers.

2.
The Edge Application Server sends a Subscription Request (Notification Criteria, Notification Address) to the Edge Enabler Server.  The Edge Application Server includes Notification Criteria to indicate the events of interest to the Edge Application Server.  A Notification Address is also be included and configured with the address (e.g. URI) of where notifications are sent.  

3.
The Edge Enabler Server replies to the Edge Application Server with a Subscription Response (Subscription ID) indicating that the subscription was created. 

The signalling flow for an Edge Application Server notification operation is illustrated in figure 7.12.1.4-2.
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Figure 7.12.1.4-2: Edge Application Server Notify Operation

1.
The Edge Enabler Server detects an event that matches the Notification Criteria of an Edge Application Server subscription. 

2.
The Edge Enabler Server sends a Notification Request (Subscription ID, Notification Description) to the Notification Address.  

3.
The Edge Application Server responds with a Notification Response. 

7.12.1.6
Edge Application Server Registration using CAPIF

The signalling flow for Edge Application Server registration using CAPIF is illustrated in figure 7.12.1.6-1, based on the procedure in 3GPP TS 23.222 [4] subclause 8.28.3.The Edge Application Server would need to go through the registration process proior to allowing the functionality to the API Invokers.

Pre-conditions:

1.
The Edge Application Server has been configured with an Edge Application Server Identity. 

2.
The Edge Application Server has been configured with the address (e.g. URI) of the Edge Enabler Server. 

3.
Edge Application Server has implemented API provider domain function(s) as specified in 3GPP TS 23.222 [4].
4.
Edge Enabler Server has implemented API provider domain registry of CAPIF core function as specified in 3GPP TS 23.222 [4]. 
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Figure 7.12.1.6-1: Procedure for registration of Edge Application Server on CAPIF

1.
For registration of Edge application server on the CAPIF core function (within Edge enabler server), the API management function on the Edge application server sends a new registration request to the CAPIF core function including the Service Profile information as defined in Table 7.12.1.2-1.
NOTE 1: The Edge Application Server and CAPIF core function are assumed to have performed an authentication procedure.  How and when this is done is defined in 3GPP TS 23.222 [4].

2.
The CAPIF core function validates the received request and generates the identity and other security related information for the Edge application server registration listed in the request. The CAPIF core function stores the Service Profile for later use (e.g. for serving Edge Application Server discovery requests received from Edge Enabler Clients, etc.).
3.
Upon successful authorization, the CAPIF core function sends the registration response message to the API management function on the Edge application server.

4.
The API management function on the Edge application server configures the received information.

NOTE 2: Upon successful registration of the Edge Application Server and publishing of the edge application server's service APIs to the CAPIF core function, the API invoking entity uses CAPIF-1/1e as specified in TS 23.222 [4] for onboarding of API invokers and discovery of edge application server's service APIs.

7.12.1.7
Edge Application Server De-registration using CAPIF

The signalling flow for Edge Application Server updating an existing registration (including de-registration) using CAPIF is illustrated in figure 7.12.1.7-1, based on the procedure in 3GPP TS 23.222 [4] subclause 8.29.3.
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Figure 7.12.1.7-1: Procedure for de-registration of Edge Application Server on CAPIF

1.
The Edge Application Server determines that updating an existing registration (e.g. de-registration) from the CAPIF core function is needed (e.g. the Edge Application Server is shutting down). For updating an existing registration (e.g de-registration) of Edge application server on the CAPIF core function, the API management function on the Edge application server sends a registration update request to the CAPIF core function. The request indicates if the request is for an update or de-registration to an existing registration. 
2.
The CAPIF core function validates the received request and updates the identity and other security related information for the Edge application server registration listed in the request. 

3.
The CAPIF core function sends the registration update response message to the API management function on the Edge application server.

4.
The API management function on the Edge application server configures the received information.

7.12.2
Solution Evaluation

In this solution CAPIF can be used for Edge Application Server enablement and in such case Edge enabler server is assumed to be implementing CAPIF core function and Edge application server is assumed to be implementing API provider domain functions as specified in 3GPP TS 23.222 [4]. The procedures specified in 3GPP TS 23.222 [4] need to support Edge Application Server (EAS) Service Profile while registering to Edge enabler server and Edge Application Server discovery requests from the Edge Enabler Clients at the CAPIF core function.
* * * Next Change * * * *
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