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1. Introduction
The Edge Data Network Configuration Server/Edge Enabler Server is offering supported Edge Application Servers to the Application Client or the Edge Enabler Client in the UE. If the Application Client in the UE collects any private user data like positioning data or unique identifier of the UE then the Application Client must be able to verify that it is connected to a legitime Edge Application Server. For example, one weather Client Application in the UE may trust the available weather Edge Application Server, that does not imply that in the same UE the Bank Of America Application Client should trust all Edge Application Servers that is available via Edge Data Network Configuration Server in the V-PLMN or in the local Starbucks Wi-Fi network. Therefore, we also need to study how to enable the Application Client to authorize the Edge Application Server.
4. Proposal

It is proposed to agree the following changes in 23.758
* * * First Change * * * *

4.6
Key Issue 6: Edge Computing Service authorization

To support Edge Computing Service authorization, the following open issues need to be studied.

-
How to enable the mobile network operator to authorize the usage of Edge Computing Service by UE? 

-
How to authorize the UE to use Edge Computing Service by non-MNOs, if required in specific deployments?
-
How to enable the Application Client to authorize the Edge Application Server?
* * * End of Change * * * *

