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1. Discussion
In the SA6#33, solutions using DNS mechanism has been discussed and postponed.
In the SA2#135, the key issue for the discovery of edge application server is agreed. With the key issue, there are three hosting models are discsused which are as follows:
1)  Model 1. MNO hosting model

The operator is in control of the edge and provides the edge computing infrastructure, the connectivity and the application platform, and manages the edge application servers.

2)  Model 2. Operator contracted ECSP hosting model

The operator hosts its own or a 3rd party application platform on its edge computing infrastructure. MNO provides the routing and IP network stitching between the connectivity and the platform which exposes APIs for application management.
3)  Model 3. External ECSP hosting model

The operator provides distributed connectivity to DN, and cloud providers host the application servers on their application platform on the edge.
In addition, the DNS is widely used mechanism for the application client to discover the application server in the internet. To satify various scecnarios for the operator’s edge computing deployment, it is proposed to add DNS-based EAS discovery mechanism in addition to the existing solution #1 as a complementary mechanism.
In operator deployment, the DNS server for EAS address resolution can be isolated with MNO DNS server or integrated with MNO’s DNS server based on the edge hosting models.

For the case of isolated DNS server model, it is enough for the network to configure the UE with the DNS server’s address(es) based on DN or EDN.

For the case of integrated DNS server model, it may require the additional parameter to indicate the IP domain (e.g. EDN domain or DN domain) in order for the DNS server to identify the IP address domain where the UE’s closer EAS is located. 
To address the above issues, it is proposed to add an additional solution for EAS discovery using DNS.
2. Proposal

It is proposed to adopt the proposed text as below.
* * * First Change * * * *

7.X
Solution #X: Edge Application Server Discovery using DNS
7.X.1
Solution description
7.X.1.1
General

The following solution corresponds to the key issue #4 on Edge Application Server discovery as specified in clause 4.4. 
The DNS is widely used mechanism for the application client to discover the application server in the internet. The operator system traditionally provides the system call (e.g. gethostbyname) in order for the application to utlize the DNS resolution. In this solution, the EEC (re-)configures the DNS resolver in the UE with the DNS configuration data provided by the EDN-CS. The DNS configuration data includes the DNS server address and EDN domain ID that are related with the EDN configuration data (e.g. EDN connection info, EDN service area). In this solution, When the EEC is provision with the DNS configuration data and the EEC detects the UE movements across the configured EDN service area, it (re-)configures the DNS configuration data for DNS resolver.
7.X.1.2
Procedure for provisioning DNS configuration data by EDN-CS
Figure 7.X.1.2-1 illustrates the interactions between the EEC in the UE and the EDN-CS for configuraing the DNS configuration in the UE 

Pre-conditions:

1. The pre-conditions are the same as in the solution #2 (see pre-conditions in the clause 7.2.1.2)
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Figure 7.X.1.2-1: Procedure for Edge Application Server Discovery using DNS
1. The step 1 is the same as the step 1 of procedure for provisioning of Edge Data Network configuration (Figure 7.2.1.2-1 in the clause 7.2.1.2)

2. The EDN CS provides DNS configuration data (i.e. DNS server address and optional EDN domain ID) in addition to the information element included in the provisioning response. DNS configuration data is mapped with EDN service area and EDN connection info. EDN domain ID may be sent by the DNS resolver in the UE. The EDN domain ID is used for the DNS server to identify the EDN that the UE is topologically located in.

3. The EEC stores and configures the DNS configuration data (i.e. DNS server address and optional EDN domain ID that are related with EDN service area) for DNS resolver. The EEC indicates the DNS resolver the change of DNS configuration data. When the DNS configuration data is changed, the DNS Resolver may remove the exising DNS cache.

4. When the EEC is notified of the UE movement across EDN service area, the EEC re-configures the DNS configuration for DNS Resolver using DNS configuration data that is previously received from the EDN-CS.

7.X.1.3
Procedure for Edge Application Server Discovery using DNS
Figure 7.X.1.3-1 illustrates the interactions between the UE and the DNS server for Edge Application Server discovery. 

Pre-conditions:

1. Application Client triggers the DNS resolution of EAS FQDN. 

2. DNS resolver is pre-configured with the DNS server address
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Figure 7.X.1.3-1: Procedure for Edge Application Server Discovery using DNS
1. The Application Client installed in the UE triggers DNS resolution to discover EAS’s domain name address (i.e. FQDN). 

2. The Application Client requests the DNS resolution to DNS Resolver for acquiring IP address of EAS.

3. The DNS Resolver sends a DNS query with EAS FQDN to the DNS server which is configured in the DNS resolver during the procedure 7.x.1.2. The DNS resolver may use the DNS extension fields using DNS configuration data.

4. The DNS Server responds the DNS query with sending IP address(es) of EAS.

7.X.2
Solution Evaluation

This solution addresses the key issue #4 on Edge Application Server discovery as specified in clause 4.4. Since this solution only addresses the EAS address discovery, this solution can be an optional feature in addition to Solution #1.

* * * End of Changes * * * *
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