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1. Discussion
1) After evaluating the related solution using EDGE-4, the information is used for the Edge Enabler Client to decide to connect the Edge Enabler Server. Therefore, we conclude that EEC is an appropriate functional element for connecting EDGE-4 to EDN Configuration Server. In addition, if we spilt EDN-Configuration Client from EEC, it makes the architecture more complicated, and raises new questions e.g. the interactions between EEC and the new configuration client. Therefore, it is proposed to keep the current architecture as is with deleting the editor’s note.
2) A new reference point called EDGE-5 was introduced during the last SA#33 meeting for the purpose of the study.
In the industry, the application programing interfaces exposed to UE application (i.e. “Application Client” described in TR 23.758 clause 6.1) within the UE, is normally provided by mobile operating system software vendor(s). Those are not provided by 3GPP participants (e.g. UE’s modem vendor or by UE OEM manufacturers). Therefore it is not useful to define the detailed level of behavior for EDGE-5 reference point, However, there can be potential use cases that may require the reference point for example, IoT device or operator defined module. The group can discuss the use cases and decide whether to define it in the architecture during normative phase.
3) There were missing description for EDGE-7. 
It is propsed to add the description for EDGE-7

2. Proposal

It is proposed to adopt the proposed text as below.
* * * First Change (6.2)* * * *

6.2
Application architecture

The Figure 6.2-1 shows the application architecture for enabling Edge Applications.
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Figure 6.2-1: Application architecture for enabling edge applications

NOTE 1:
It is possible that an application server only resides in the Edge Data Network.

NOTE 2:
The Edge Application Server in the Edge Data Network may or may not be the same as the Application Server in the Cloud.

NOTE 3:
If the Edge Application Server and Application Server in the Cloud are different, the Application Data Traffic may also be different.

NOTE 4.
Example of some deployment scenarios for Edge Data Network are described in clause 8.

NOTE 5.
The Edge Application(s) is able to run in an Edge Hosting Environment that is resident in Edge Data Network. 

NOTE 6.  Although the Edge Application Server(s) can utilize the 3GPP capability exposure functions via the Edge Enabler Server, the Edge Application Server(s) may utilize directly 3GPP Network capability exposure functions (e.g. SCEF, NEF) defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [7], 3GPP TS 23.222 [4], 3GPP TS 29.522 [14] and 3GPP TS 29.122 [5].


6.3
Functional elements

6.3.1
General

The functional entities of the application architecture for enabling edge applications are described in this clause.

6.3.2
Edge Enabler Server

Edge Enabler Server provides supporting functions needed for Edge Application Servers to run in an Edge Data Network

Functionalities of Edge Enabler Server:

-
Provisioning of configuration information to enable the exchange of Application Data Traffic with the Edge Application Server; and

-
Providing information related to the Edge Application Servers, such as availability, to the Edge Enabler Client.

6.3.3
Edge Enabler Client

Edge Enabler Client provides supporting functions needed for Application Client(s).

Functionalities of Edge Enabler Client:

-
Retrieval and provisioning of configuration information to enable the exchange of Application Data Traffic with the Edge Application Server; and

-
Discovery of Edge Application Servers available in the Edge Data Network.

6.2.4
Edge Data Network Configuration Server

Edge Data Network Configuration Server provides supporting functions needed for the UE to connect with an Edge Enabler Server.

Functionalities of Edge Data Network Configuration Server:

-
Provisioning of Edge Data Network configuration information to the Edge Enabler Client. The Edge Data Network configuration information includes the following:

i.
The information for the UE to connect to the Edge Data Networks with its service area information; and 

ii.
The information for establishing a connection with Edge Enabler Servers (such as URI).

NOTE:
The Edge Data Network Configuration Server can be deployed in the MNO domain, or can be deployed in non-MNO domain by service provider who has the agreement with the MNO on Edge Data Network configurations.

6.4
Reference Points

6.4.1
General

The reference points of the application architecture for enabling Edge Application Servers are described in this clause.

6.4.2
EDGE-1

The interactions related to enabling Edge Computing, between the Edge Enabler Server and the Edge Enabler Client are supported by the EDGE-1 reference point. This reference point supports:

-
Retrieval and provisioning of configuration information for the UE; and

-
Discovery of Edge Application Servers available in the Edge Data Network.

6.4.3
EDGE-2

The interactions related to Edge Enabler Layer, between the Edge Enabler Server and the 3GPP Network are supported by the EDGE-2 reference point. This reference point supports:

-
Access to 3GPP Network functions and APIs for retrieval of network capability information, i.e. via SCEF and NEF APIs as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [7], 3GPP TS 29.522 [14] and 3GPP TS 29.122 [5].
6.4.4
EDGE-3

The interactions related to Edge Enabler Layer, between the Edge Enabler Server and the Edge Application Servers are supported by the EDGE-3 reference point. This reference point supports:

-
Registration of Edge Application Servers with availability information (e.g. time constraints, location constraints); and

-
Providing access to network capability information (e.g. location information).

6.4.5
EDGE-4

The interactions related to Edge Enabler Layer, between the Edge Data Network Configuration Server and the Edge Enabler Client are supported by the EDGE-4 reference point. This reference point supports:

-
Provisioning of Edge Data Network configuration information to the Edge Enabler Client in the UE.

6.4.6
EDGE-5

The interactions between Application Client(s) and the Edge Enabler Client in the UE are supported by the EDGE-5 reference point. This reference point supports:

-
Obtaining information about Edge Application Servers that Application Client require to connect; and

-
Notifications about events related to the connection between Application Clients and their corresponding Edge Application Servers.


NOTE: This reference point is specified only for completeness purposes. Whether it is normative reference point or not will be decided during normative phase with appropriate use cases.
6.4.7
EDGE-6

The interactions related to Edge Enabler Layer, between the Edge Data Network Configuration Server and the Edge Enabler Server are supported by the EDGE-6 reference point. This reference point supports:

-
Registration of Edge Enabler Server information to the Edge Enabler Network Configuration Server.

6.4.8
EDGE-7


The EDGE-7 reference point supports direct interactions between the Edge Application Server and the 3GPP Network, based on the network capability information exposed by SCEF and NEF APIs.  
NOTE: The implementation of this reference point is dependent on the direct usage of network capability information, and therefore outside the scope of the present document. 
* * * End of Changes * * * *
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