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1. Introduction
This pCR proposes to add a new RP (EDGE-8) to the architecture. The reasoning behind this proposal is schematically illustrated in the figure below.
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Without the EDGE-8 reference point, as shown in block (A), the communication between the UE and the EES must go through the DN, since there is no local UPF in data path of the PDU Session. Communication throught the DN is inefficient and requires the EES to be reachable via the DN.
However, with the EDGE-8 reference point, as shown in block (B), the EDN CS is able to invoke the NEF traffic-influence API and trigger the 3GPP network to insert a local UPF in the data path of the PDU Session. This enables the communication between the UE and the EES to be carried out through the local UPF. Thus, efficient is improved and there is no need for the EES to be reachable via the DN. 
2. Reason for Change

To enable the communication between the UE and the EES to be carried out through a local UPF, the definition of a new reference point (EDGE-8) needs to be added to the technical report.
4. Proposal

It is proposed to agree to add the new EDGE-8 reference point to 3GPP TR 23.758.
* * * First Change * * * *

6.2
Application architecture

The Figure 6.2-1 shows the application architecture for enabling Edge Applications.
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Figure 6.2-1: Application architecture for enabling edge applications

NOTE 1:
It is possible that an application server only resides in the Edge Data Network.

NOTE 2:
The Edge Application Server in the Edge Data Network may or may not be the same as the Application Server in the Cloud.

NOTE 3:
If the Edge Application Server and Application Server in the Cloud are different, the Application Data Traffic may also be different.

NOTE 4.
Example of some deployment scenarios for Edge Data Network are described in clause 8.

NOTE 5.
The Edge Application(s) is able to run in an Edge Hosting Environment that is resident in Edge Data Network. 

NOTE 6.  Although the Edge Application Server(s) can utilize the 3GPP capability exposure functions via the Edge Enabler Server, the Edge Application Server(s) may utilize directly 3GPP Network capability exposure functions (e.g. SCEF, NEF) defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [7], 3GPP TS 23.222 [4], 3GPP TS 29.522 [14] and 3GPP TS 29.122 [5].

Editor's Note:
It is FFS whether a separate Edge Data Network Configuration Client in the UE is needed 
* * * Second Change * * * *

6.4
Reference Points

6.4.1
General

The reference points of the application architecture for enabling Edge Application Servers are described in this clause.

6.4.2
EDGE-1

The interactions related to enabling Edge Computing, between the Edge Enabler Server and the Edge Enabler Client are supported by the EDGE-1 reference point. This reference point supports:

-
Retrieval and provisioning of configuration information for the UE; and

-
Discovery of Edge Application Servers available in the Edge Data Network.

6.4.3
EDGE-2

The interactions related to Edge Enabler Layer, between the Edge Enabler Server and the 3GPP Network are supported by the EDGE-2 reference point. This reference point supports:

-
Access to 3GPP Network functions and APIs for retrieval of network capability information.

6.4.4
EDGE-3

The interactions related to Edge Enabler Layer, between the Edge Enabler Server and the Edge Application Servers are supported by the EDGE-3 reference point. This reference point supports:

-
Registration of Edge Application Servers with availability information (e.g. time constraints, location constraints); and

-
Providing access to network capability information (e.g. location information).

6.4.5
EDGE-4

The interactions related to Edge Enabler Layer, between the Edge Data Network Configuration Server and the Edge Enabler Client are supported by the EDGE-4 reference point. This reference point supports:

-
Provisioning of Edge Data Network configuration information to the Edge Enabler Client in the UE.

6.4.6
EDGE-5

The interactions between Application Client(s) and the Edge Enabler Client in the UE are supported by the EDGE-5 reference point. This reference point supports:

-
Obtaining information about Edge Application Servers that Application Client require to connect; and

-
Notifications about events related to the connection between Application Clients and their corresponding Edge Application Servers.

Editor's Note: Whether or not any normative work will be done in SA6 scope is FFS.

6.4.7
EDGE-6

The interactions related to Edge Enabler Layer, between the Edge Data Network Configuration Server and the Edge Enabler Server are supported by the EDGE-6 reference point. This reference point supports:

-
Registration of Edge Enabler Server information to the Edge Enabler Network Configuration Server.

6.4.8
EDGE-7

Editor's Note: To be provided.

6.4.9
EDGE-8
The interactions between the Edge Data Network Configuration Server and the 3GPP Network are supported by the EDGE-8 reference point. This reference point supports:

-
Access to 3GPP Network functions and APIs for utilizing network exposure services.

* * * Third Change * * * *

7.2.1.3
Procedure for initial provisioning and connecting to the Edge Enabler Server

Pre-conditions:

1.
The UE is triggered to perform the initial registration (e.g. power-on)


[image: image4.emf]Edge Enabler 

Client

Mobile Terminal 3GPP Network

EDN Configuration 

Server

UE

1. Initial Registration and Session Establishment the DN for internet access

3. Check if the session 

establishment for EDN is 

required

Edge Enabler Server

2. Initial Provisioning Procedure between the Edge Enabler Client and the EDN Configuration Server

5. Edge Application Registration/Discovery Procedure

4. Dedicated session establishment for EDN

(for the deployment option 2 and 3)


Figure 7.2.1.3-1: Procedure Initial Provisioning and Connecting to Edge Enabler Server 

1.
The UE and the 3GPP Network performs the initial registration and session establishment procedure. For the case that 3GPP Network is EPC, the UE and the EPC performs the initial attach procedure as defined in 3GPP TS 23.401 [17] clause 5.3.2. For the case that 3GPP Network is 5GC, the UE and the 5GC performs the initial registration as defined in 3GPP TS 23.502 [7] clause 4.2.2.2 and session establishment procedure as defined in 3GPP TS 23.502 [7] clause 4.3.2. 

NOTE:
This session establishment procedure in step 1 is necessary if the UE must connect to the EDN Configuration Server through the internet access.

2.
The UE performs the initial provisioning procedure as described in Figure 7.2.1.2-1: Provisioning of Edge Data Network configuration. 
3.
The UE checks if DNN (or APN) specified in EDN Configuration is the established session as in the step 1. If the UE knows the EDN service area, the UE should not establish a PDU session for the EDN DNN if the UE is outside the EDN service area. 
4.
If the UE determines that a new session establishment is needed in the step 3, the UE and 3GPP Network performs the session establishment for EDN. The procedure is defined in 3GPP TS 23.502 [7] clause 4.3.2.
5.
If the UE detects that Edge Enabler Server is available in the current location, the Edge Enabler Client initiates a procedure to connect Edge Enabler Server. This procedure is defined in Figure 7.1.1-1.
7.2.1.3
Procedure for initial connecting to the Edge Data Network
Pre-conditions:

1. The UE is registered on the PLMN operator network.
2. Trigger conditions for initiating an Edge Data Network (Edge Enabler Server) discovery request are configured in the Edge Enabler Client. 
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Figure 7.2.1.3-x Procedure for intial connecting to the Edge Data Network 

1. The UE and the 3GPP Network performs the initial registration. 
2. The UE and the 3GPP Network performs the session establishment to access the DN in the cloude procedure. 

3.
The UE performs the initial provisioning procedure as described in Figure 7.2.1.2-1: Provisioning of Edge Data Network configuration. 
4.
Edge Data Network Configuration Server provisions the Traffic Routing Rule to the 3GPP Network. The user plane is reconfigured as described in clause 4.3.6 of 3GPP TS 23.502 [7]. 
5.
The local PSA UPF is inserted as a new user plane for the PDU session.
6.
If the UE detects that Edge Enabler Server is available in the current location, the Edge Enabler Client initiates a procedure to connect Edge Enabler Server via the local UPF. This procedure is defined in Figure 7.1.1-1.

7.2.2
Solution Evaluation

This solution solves the study items addressed in the key issue #1, and the key issue #7: Flexible Deployment. This solution is able to support the regional Edge Data Network deployment and partial Edge Data Network deployment. Also, this solution allows the MNO to deploy multiple Edge Hosting Environments while each Edge Hosting Environment is operated by multiple Edge Computing Service Providers.

This solution is dependant on SA3 to verify the legitimacy of the Edge Enabler Client.

* * * End Change * * * *
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