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1. Introduction
AS described in the discussion on EDGE-5, there is a need for a refernce point between Application Clients and the Edge Enabler Client that is co-located in the UE.
This pCR specifies this RP and adds it to the architecture subclause.

This new key issue defines the need for that collection.

2. Reason for Change
The definition of the new reference point needs to be added to the study documentation. 
4. Proposal

It is proposed to agree to add the new EDGE-5 reference point to 3GPP TR 23.758.
* * * First Change * * * *

6.2
Application architecture

The Figure 6.2-1 shows the application architecture for enabling Edge Applications.


Figure 6.2-1: Application architecture for enabling edge applications

NOTE 1:
It is possible that an application server only resides in the Edge Data Network.
NOTE 2:
The Edge Application Server in the Edge Data Network may or may not be the same as the Application Server in the Cloud.
NOTE 3:
If the Edge Application Server and Application Server in the Cloud are different, the Application Data Traffic may also be different.

NOTE 4.
Example of some deployment scenarios for Edge Data Network are described in clause 8.

NOTE 5.
The Edge Application(s) is able to run in an Edge Hosting Environment that is resident in Edge Data Network. 


Editor's Note:
Interface between Edge Application Server(s) and 3GPP network is FFS.
Editor's Note:
It is FFS whether a separate Edge Data Network Configuration Client in the UE is needed 
* * * 2nd Change * * * *

6.4.x
EDGE-5
The interactions between Application Client(s) and the Edge Enabler Client in the UE are supported by the EDGE-5 reference point. This reference point supports:

-
Obtaining information about Edge Application Servers that Application Client require to connect; and
-
Notifications about events related to the connection between Application Clients and their corresponding Edge Application Servers.
Editor’s Note: Whether or not any normative work will be done in SA6 scope is FFS
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1. Configuration of keying material
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2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)
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