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1. Introduction

This contribution proposes a key issue and solution on QoS management for Edge Application related aspects for Edge Computing study.

2. Reason for Change

The edge enabler server should be able to obtain and manage the QoS of PDU session for edge application.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v0.0.0.

* * * First Change * * * *

4.X
Key Issue X: QoS Management for 5G Edge Network
Edge applications with the same type but provided by different service providers may have different requirement in terms of QoS (e.g., guaranteed bitrate, maximum birate, priority) for edge enabler server. For instance, certain video streaming application may be expected to provide higher QoS than other video streaming applications. In order to achieve it, the application provider may need to pay more service fee to the network operator/edge service provider in order to offer better QoS for its customer compared to other video streaming applications. Meanwhile, the edge application provider may not want to expose its private application-related information (e.g. application identifier and expected QoS parameters) to the network operator. Edge service provider may want to manage the QoS of edge applications at the edge server side in order to dynamically fufill the end-to-end QoS for certain type of video application (e.g. video conferencing) when multiple UEs with different access methods (e.g. 4G/5G) are connected through the edge application.
Open Issues: 
- Whether the information related with QoS (e.g., QoS parameters) can be exposed to the Edge Application. If yes, how to do it.
- Whether to differentiate the QoS requirement for the same type of edge applications but provided by different service providers. If yes, how to do it.
- Whether to prevent private application-related information (e.g. application identifier and expected QoS parameters) from being exposed to the network operator. If yes, how to do it.
- Whether to define certain policy rules (e.g. Certain kind of application is forbidden for QoS modification) for Edge application for the QoS modification request. If yes, how to do it.
* * * End of First Change * * * *

* * * Second Change * * * *

X.1
Solution #X: QoS Management for 5G Edge Network
X.1.1
Solution description
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Figure X.1.1-1: Solution X – QoS Management for 5G Edge Network
1.
The edge application registers its application identifier and application type to the edge enabler server.
2.
The edge enabler server obtains QoS priority information for edge applications with same type but provided by different vendors.
3.
The edge enabler server obtains QoS profiles for different type of applications from 5GC (e.g. PCF).
4.   A PDU session is established for the edge application. The PDU session establishment is triggered by a UE with an edge client which initiates the PDU connection between the UE and the edge application.
5.
The edge enabler server sends a PDU session QoS modification request, containing expected QoS parameters, to the 5GC in order to modify the QoS for the PDU session. Upon the receipt of the request, the 5GC (e.g. SMF) perform the policy control function in order to validate whether the edge enabler server is authorized to make QoS modification for the edge application.

6.  The edge enabler server receives the indication of whether the QoS modification is successful from the 5GC. The indication is carried by a PDU session QoS modification response. 
* * * End of Second Change * * * *
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