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3GPP™ Work Item Description

For guidance, see 3GPP Working Procedures, article 39; and 3GPP TR 21.900.
Comprehensive instructions can be found at http://www.3gpp.org/Work-Items
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Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a … 
	x
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent and child Work Items 
	Parent and child Work Items 

	Unique ID
	Title
	Nature of relationship

	
	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	790024
	Study on mission critical services access aspects
	Stage 2 application architecture solution developed within the study on FS_MCSAA


Dependency on non-3GPP (draft) specification: 
3
Justification

The 3GPP TS 22.179 and 3GPP TS 22.280 specifies requirements on availability of the mission critical (MC) services. This includes several resilient related requirements and also requirements on different access options. 
For the case of a backhaul failure or a nomadic EPS deployment, MC services shall be supported based on the availability of an Isolated E-UTRAN operations for Public Safety (IOPS) system. During the IOPS mode of operation, the IOPS system shall provide local connectivity to public safety users under the coverage of the radio base station(s) forming the IOPS system, as described in 3GPP TS 23.401 Annex K. The Stage 1 service requirements for IOPS are described in 3GPP TS 22.346.

The support of MC services on IOPS mode of operation shall include several application level aspects to ensure service availability, service continuity and security. Based on this, a study on MC services access aspects (FS_MCSAA) has been conducted in SA6 to analyse architecture requirements and functional architecture solutions needed to support MC services over IOPS.
The results of this study are captured in 3GPP TR 23.778 and the conclusions from the study will form the basis for this Stage 2 normative work.
4
Objective

The SA6 objectives are the following:

1. Develop normative work based on the identified solutions and conclusions captured in 3GPP TR 23.778, including (but not limited to):
a) Defining the functional model of the MC service architecture for the IOPS mode of operation,
b) Addressing MC system data synchronization aspects for the IOPS mode of operation,
c) Determining a list of MC users connected to the IOPS MC system.
2. The existing standardized MC service architecture, mechanisms and procedures shall be utilized where possible and justified. 
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	Series
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	TS
	23.XYZ
	Mission critical services support on the isolated operation for public safety (IOPS) mode of operation
	SA#88 (Jun 2020)
	SA#89 (Sept 2020)
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Work item Rapporteur(s)
Camilo Solano, Ericsson, Camilo.solano@ericsson.com
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Work item leadership

SA6 
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Aspects that involve other WGs
SA2 for core network aspects
SA3 for security aspects
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