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1. Introduction
This contributon addresses the key issue#4: Edge Application Server Discovery as specified in subclause 4.4 and describes how to discover Edge Application Server reusing the mechanism of Domain Name System (DNS) without additional impacts on UE.
2. Reason for Change
The Domain Name System is a well-known and widely used solution which is responsible for finding the correct IP address of Application Server based on the FQDN of Application Server. In the progress of SA2, the address of DNS Server is provided to UE by SMF then the UE initiates DNS query to DNS Server and further gets the IP address of Application Server identified by the FQDN. The following text is captured in the clause 5.6.10.1 of 3GPP TS 23.501.
The UE may acquire following configuration information from the SMF, during the lifetime of a PDU Session:

-
Address(es) of P-CSCF(s).

-
Address(es) of DNS server(s).
-
the GPSI of the UE.
However, the existing mechanism of DNS cannot discover Edge Application Server running on the Edge Hosting Platform because the DNS Server cannot decide which Edge Hosting Platform the UE is connecting to due to the lack of UE’s current location information.
In order to avoid some impacts on UE, it is proposed to enhace DNS mechanism by providing UE’s current location information to the DNS Server in the DNS query by the 5GC. Then the DNS query message is forwarded to the DNS Server which is assumed to be capable to discover Edge Application Server running on the Edge Hosting Platform according to the received UE’s location information 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 version 030.
* * * First Change * * * *

7.x
Solution #x: Edge Application Server Discovery
7.x.1
Solution description

This solution addresses the key issue#4: Edge Application Server Discovery as specified in subclause 4.4 and describes how to discover Edge Application Server reusing the mechanism of Domain Name System (DNS) without additional impacts on UE.
According to the clause 5.6.10.1 in 3GPP TS 23.501 [2], the address of DNS Server is provided to UE by the SMF. When the application start to connect to a server identified by the FQDN, the UE initiates a DNS query to the DNS Server as normal. The UE’s location is provided by the 5GC network (e.g., SMF or UPF) to the DNS server in the DNS query. The DNS Server determines the IP address of Edge Application Server that can server this FQDN according to the received UE’s location information and then returns it to the UE.
Pre-conditions:

1. The 5GC has UE’s current location information.
2. The DNS Server stores the knowledge of Edge Hosting Platform deployment based on configuration.
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Figure 7.x.1-1: Solution x – Edge Application Server Discovery based on DNS

1. The UE gets the address of DNS Server from SMF according to the clause 5.6.10.1 in 3GPP TS 23.501 [2].

2. The UE sends DNS query to the DNS Server including the FQDN of requested Application server.

3. When the 5GC receives DNS query from UE, the UE’s location is provided by the 5GC to the DNS Server in the DNS query.

Editor’s Note: The details of this solution should be defined in SA2. It is FFS how UE’s location is provided by the 5GC to the DNS Server in the DNS query. It is FFS which parameter should be provided to the DNS Server as UE’s current location information.

4. The DNS query including the FQDN of requested Application server and UE’s location is forwarded to the DNS Server by the 5GC.

5. The DNS Server stores the knowledge of Edge Hosting Platform deployment and determines the IP address of Edge Application Server that can server the FQDN according to the received UE’s location information.
6. The DNS Server returns DNS Response including the IP address of the Edge Application Server to UE.
7.x.2
Solution evaluation

This solution solve the key issue #4 by enhancing DNS mechanism and requiring SA2 to add UE location in DNS query. This solution has no impact UE. Enhancement and confirmation from SA2 is required to make this solution applicable.
* * * End of Change * * * *
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