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1. Introduction

This contribution proposes a key issue and solution on QoS management for Edge Application Servers 
2. Reason for Change

The edge enabler server should be able to request and obtain its required QoS from the underlying core network on a per-PDU session basis, if possible.
3. Proposal

The procedure in section 4.16.5.2 of SA2’s TS23.502 should be reused, with the Edge Enabler Server acting as the Application Function (AF) in step 1a;
4.16.5.2        PCF initiated SM Policy Association Modification
The PCF may initiate SM Policy Association Modification procedure based on local decision or triggered by other peers of the PCF (AF, CHF, UDR).
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Figure 4.16.5.2-1: PCF initiated SM Policy Association Modification

This procedure may be triggered by a local decision of the PCF or based on triggers from other peers of the PCF (AF, CHF, UDR):

For local breakout roaming, the interaction with HPLMN (e.g. step 1b and step 2) is not used. In local breakout roaming, the V-PCF interacts with the UDR of the VPLMN.

1a. Alternatively, optionally, the AF provides/revokes service information to the PCF e.g. due to AF session signalling, by invoking Npcf_PolicyAuthorization_Create Request or Npcf_PolicyAuthorization_Update Request service operation. The PCF responds to the AF.

1b. Alternatively, optionally, the CHF provides a Spending Limit Report to the PCF as described in clause 4.16.8. and responds to the CHF.

1c  Alternatively, optionally, the UDR notifies the PCF about a policy subscription change by invoking Nudr_DM_Notify (Notification correlation Id, Policy Data, SUPI, updated data, "PDU Session Policy Control Data" | "Accumulated Usage"); The PCF responds to the UDR.

1d Alternatively, optionally, some internal event (e.g. timer) occurs at the PCF.

2.  If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clause 4.16.8.

NOTE:      The PCF ensures that information received in step 1 and 2 can be used by later policy decisions.

3.  The PCF makes a policy decision. The PCF may determine that updated or new policy information need to be sent to the SMF.

      If the AF provided a Background Data Transfer Reference ID in step 1a, the PCF may retrieve it from the UDR by invoking the Nudr_DM_Query (BDT Reference Id, Policy Data, Background Data Transfer) service.

4.  If the PCF has determined that SMF needs updated policy information in step 3 the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with possibly updated policy information about the PDU Session.

5.  The SMF acknowledges the PCF request with a Npcf_SMPolicyControl_UpdateNotify response.

It is proposed to agree the following changes to 3GPP TR 23.758 v0.3.0.

* * * First Change * * * *

4.X
Key Issue X: Provision of QoS information for the Edge Application Server.
Edge application Servers of the same type may have different requirements in terms of QoS (e.g., guaranteed bitrate, maximum birate, priority). For instance, certain video streaming applications may be expected to provide higher QoS than other video streaming applications. 
Open Issues: 
- Whether the information related with QoS (e.g., QoS parameters) can be exposed to the Edge Application Server. If yes, how to do it.

- Whether to differentiate the QoS requirements for the same type of Edge Application Servers. If yes, how to do it.

- Whether to define certain policy rules (e.g. QoS modification is forbidden) for certain Edge Application Servers. If yes, how to do it.

* * * End of First Change * * * *

* * * Second Change * * * *

X.1
Solution #X: QoS Management for 5G Edge Applications 
X.1.1
Solution description


This solution addresses the following open issues under Key Issue X.

- Whether the information related with QoS (e.g., QoS parameters) can be exposed to the Edge Application Server. If yes, how to do it.

- Whether to differentiate the QoS requirements for the same type of Edge Application Servers. If yes, how to do it.- 
- Whether to define certain policy rules (e.g. QoS modification is forbidden) for certain Edge Application Servers. If yes, how to do it.

Pre-condition.

1. The Edge Application Server has registered with the Edge Enabler Server.

The procedure in TS23.502, Section 4.16.5.2 step 1a is reused. The Edge Enabler Server acts as an Application Function communicating with the PCF over the N5 reference point. 

* * * End of Second Change * * * *
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