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1. Introduction
This pCR is proposed to introduce a new solution to Key Issue 4: Edge Application Server discovery. This solution reuses the DNS mechanism by enabling the UE to include the UE in the DNS query.
2. Reason for Change
(1) UE location based DNS mechanism

As discussed in S6-191354 and S6-191338 (SA6#32), the DNS server can not identify the UE locaiton based on its IP address as the UPF serving the UE may be the remote UPF rather than the UPF close to the UE current location and local DN. 
Another alternative is to include the UE location directly in the DNS query as shown in figure 1. 
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Figure 1

However, DNS server may not recognise the UE location if the location is TAI or Cell ID. EDN  information, e.g., DNAI which is known to DNS server can be used as the UE location to perform the DNS resolution. In current functional model in TR 23.758, the Edge Data Network configuration server has all the EDN information, so it is able to provide this DNAI to the UE. 

For the initial DNS query, the UE acquires the EDN information and include it in the DNS query to get the Edge Application Server IP address.
For the DNS update, the UE can subscribe the EDN change event from the EDN CS. When the UE is moving to another EDN, a EDN change event notification is sent to UE, and the UE triggers another DNS query with the latest EDN location information contained in the notification.
(2) Problems idenfied in Solution#1

In the deployment option#1, the Edge Application discovery request may fail in case of an application is not deployed in each Edge Data Networks as shown in figure 2. Then the UE has to initiated another DNS query to another Edge Enabler server or to the DNS server, which cause waste of signalling interactions and latency.
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Figure 2

(3) Control requirements from 3rd party 

In different business models, 3rd party may have different requirements. Some 3rd party would like to have more control to their own application instance schedule and load balance, which current solution#1 fails to fulfill unless each Edge Enabler Server has the latest and full load balance information in all Edge Data Network.
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Figure 3

3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TR23.758 v0.3.0.
* * * First Change * * * *
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7.x
Solution #x: UE based Edge Application Server discovery and update
7.x.1
Solution description

This solution addresses the key issue#4: Edge Application Server Discovery as specified in subclause 4.4.

This solution uses the EDN information associated with UE current location for querying the Edge Application Server to the DNS server that understands the additional DNS extension with EDN information which can identify the EDN.  The DNS server used in the solution is compliant with IETF RFC 6891 [x] and RFC 7871 [y].
Pre-conditions:

1. The DNS Server has the deployment information of Edge Application Server in all the EDN(s).
2. The FQDN of the application is the same to edge and cloud.
3. The EDN CS is managed by the MNO.
4. The application client gets the EDN information from Edge Enabler client, which gets the EDN information from the EDN CS as described in clause 7.2.
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Figure 7.x.1-1: Solution x – UE based Edge Application Server Discovery 

1.
The application client initiates the DNS resolution, which triggers DNS client to add the ECS option with the EDN information associated with UE current location into the DNS query. The ECS option is specified in IETF  RFC 7871[y].
Editor’s note:
The details of EDN information included in DNS query is FFS.
Editor's note:
Support for DNS server compliant with IETF RFC 6891 [x] and IETF RFC 7871 [y] to provide IP address resolution based on EDN network information is FFS.
2.
The UE sends the DNS query to the DNS server as normal.
3.
The DNS Server retrieves the IP address of the Edge Application Server based on the EDN information, and returns it to the UE in the DNS response.

NOTE 1:
When the DNS server in step 2 does not support the ECS option, the UE may not get the expected Edge Application Server IP address.
Editor's note:
It is FFS if the DNS server does not support the ECS option.
NOTE 2:
When UE moves to another EDN service area, the UE may initiate a new DNS query as described in this procedure.
7.x.2
Solution evaluation

This solution enables the application client to get the IP address of the Edge Application Server by including the additional EDN information in the DNS query to achieve the Edge Application Server discovery. By this means, the UE can get the IP address of the application server either deployed in the Edge Data Networks or in the cloud with less signalling interactions and low delay. And, this solution enables 3rd party to have more control of the load balance based on their own service conditions.
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