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1. Introduction
There is an understanding that Key Issue #5 is not just about re-exposure of core network (e.g. SCEF an NEF) services; it is also about exposing the services of the Edge Enabler Server (which may not relate to SCEF and NEF services).
The fundamental reason the Edge Application Server exposes service API(s) to Edge Application Servers is to enable communication between Edge Application Servers and Application Clients. Thus, in terms of exposing services to the Edge Application Server, there are also some other open issues that should be studied. For instance, it should be studied how the Edge Application Server uses the service API(s) of the Edge Enabler Server to communicate with Application Clients via Edge Enabler Client. 

This document proposes to update Key Issue #5 to make it clear that these issues should be covered. The new open issues relate to how Edge Application Servers utilize the services of Edge Enabler Servers and how an Edge Application Server understands what services are available to its Application Clients.
2. Reason for Change
Since Edge Application Servers utilize the services of Edge Enabler Servers, it needs to be explained how an Edge Application Servers knows what services are available to it. Also, since Application Clients utilize the services of Edge Enabler Clients, an Application Server needs to understand what services are available to its Application Clients (to the extent that it might impact how the Application Client behaves).     
3. Conclusions

The questions that are described above should be addressed as part of Key Issue #5. 
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v0.3.0.
* * * First Change * * * *

4.5
Key Issue 5: Capability Exposure to Edge Application Server
3GPP Network capability exposure function (i.e. SCEF, NEF) provides northbound RESTful APIs which can be utilised by 3rd party applications (see TS 29.122 [5] and 29.522 [x] for information regarding available northbound APIs).

In order for a 3rd party Edge Application Server to access such northbound APIs exposed by SCEF/NEF, the 3rd party application developer would need to onboard onto the MNO's platform (e.g., CAPIF) and accept MNO's SLA terms and conditions.

On the other hand, it would be beneficial if the 3rd party Edge Application Servers in the Edge Data Network can utilize service API(s) exposed by the Edge Enabler Server, which may rely on the SCEF/NEF northbound APIs. Some of the service API(s) that are exposed by the Edge Enabler Server may facilitate communication between Application Client(s) and Edge Application Server(s).
For example, in smart factory, Edge Application Server may have the demand to obtain location information of industrial robotics in order to activate corresponding actions or operations based on location. This kind of location-based service requires the Edge Application Server to be authorized to obtain the location information of the UE through the Edge Enabler Server.
Open issues:

-
Whether there is a need for new service API(s) provided by the Edge Enabler Server to the Edge Application Server, and how to support?
-
How Edge Application Servers discover available service API(s) within the Edge Data Network?

-
Whether and How to support the Edge Application Server to access the network capability exposure function directly, e.g., how CAPIF as specified in TS 23.222 [4] can be utilized, and whether there is a need to enhance functionalities of CAPIF?

-
Whether there is a need to support exposure of service API provided by the Edge Application Server to the other Edge Application Server within the Edge Data Network, and how to support?

-
Whether there is a need to support exposure of service API provided by the Edge Application Server to the other Edge Application Server of the different Data Network, and how to support?

-
How the Edge Enabling Server re-exposes service API(s) to the Edge Application Server, where the service API(s) are relying on the SCEF/NEF northbound API(s)?

-
How to uniquely identify the UE between the Edge Application Server and the Edge Enabler Server for utilizing capability exposure API(s) which may rely on the SCEF/NEF northbound API(s)?
-
Whether and how the location information of the UE can be exposed to the Edge Application Server from the Edge Enabler Server. 

-
How the Edge Enabler Server service API(s) are used to provide Edge Application Servers with information about the capabilities of Edge Enabler Clients that host the Edge Application Server’s Application Client(s).
-
How Edge Enabler Server service API(s) facilitate communication between Application Client(s) and Edge Application Server(s). 

* * * Second Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TR 23.503: "Policy and charging control framework for the 5G System (5GS); Stage 2".

[4]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".

[5]
3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".

[6]
3GPP TS 23.003: "Numbering, addressing and identification".

[7]
3GPP TS 23.502: "Procedure for the 5G System; Stage 2".

[8]
IETF RFC 6749: "The OAuth 2.0 Authorization Framework".

[9]
IETF RFC 6750: "The OAuth 2.0 Authorization Framework: Bearer Token Usage".

[10]
IETF RFC 8252: "OAuth 2.0 for Native Apps".

[11]
ETSI GS MEC 003 (V2.1.1): "Multi-access Edge Computing (MEC); Framework and Reference Architecture".

[12]
ETSI GS MEC 011 (V1.1.1): "Mobile Edge Computing (MEC); Mobile Edge Platform Application Enablement".

[13]
ETSI GS MEC 010-2 (V1.1.1): "Mobile Edge Computing (MEC); Mobile Edge Management; Part 2: Application lifecycle, rules and requirements management".
[x]
3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
