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1. Introduction
This contribution provides a proposal to upate the UAS Reference Model in TR 23.755 v 0.3.0 according to discussion and decisions in SA1#87.

2. Reason for Change
SA1 has agreed an UAS Reference Model (S1-192792) to be included into Rel-16 TS 22.215.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.755v0.3.0.
NOTE: SA1decided not to include USS into the SA1 TS 22.125. However, Airbus believes it does have relevance in stage 2 architecture (SA6) and proposes to keep it in the SA6 version of UAS reference model.
* * * First Change * * * *

7.2
UAS Reference Model
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Figure 7.2-1: UAS model in 3GPP ecosystem

In the UAS reference model:

-
an UAS is composed by one UAV controller and one or more UAV(s).

-
UAVs are connected over cellular connectivity.

-
a UAV may be controlled by a UAV controller connected via the 3GPP mobile network.

-
a UAV may be controlled by a UAV controller not connected via the 3GPP mobile network, using a C2 interface not in 3GPP scope.

-
a UAV controller connected via the 3GPP mobile network may control one or more UAV(s).

-
the UAS exchanges application data traffic with a UAS Service Supplier (USS).

Editor’s Note: The relationship between USS and UTM is FFS.
* * * Second change * * * *

A.1
Description

The 3GPP UAS service requirements are specified in 3GPP TS 22.125 [2].

An Unmanned Aerial System (UAS) is the combination of an Unmanned Aerial Vehicle (UAV), sometimes called a drone, and a UAV controller. A UAV is an aircraft without a human pilot onboard – instead, in some cases, the UAV can be controlled from an operator via a UAV controller and will have a range of autonomous flight capabilities. The communication system between the UAV and UAV controller is within the scope of this specification and in some scenarios, provided by the 3GPP system. The UAS model includes also a scenario where the UAV controller communicates with the UAV via mechanisms outside the scope of 3GPP.
Unmanned Aerial System Traffic Management (UTM) is used to provide a number of services to support UAS and their operations including but not limited to UAS identification and tracking, authorisation, enforcement, regulation of UAS operations, and also to store the data required for UAS(s) to operate. It also allows authorised users (e.g., air traffic control, public safety agencies) to query the identity and metadata of a UAV and its UAV controller.
The UAS service requirements specify the use of 3GPP system to provide control plane and user plane communication services for UAS and UTM. It specifies the requirements for remote identification of UAS, centralized UAV traffic management, decentralized UAV traffic management and security.
* * * End of changes * * * *
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2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)
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