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1. Introduction
This contribution proposes an update to solution 9.
2. Reason for Change
In TR 23.758, the following ENs are to be addressed in solution 9.
	Editor's note:
The details of how source EES determines the target Edge Application Server in this solution is FFS.


In solution 9, the source EES faciliates the source Edge AS to achieve application context relocation and service continuity with a target Edge AS by providing the transport path for the serving UE's application context transfer. So the target EES which serves the target Edge AS also has to be known to the source EES. However, the DNS server is not able to provide such information. It is proposed to enable the source EES to query the EDN CS about the target EES.
In this solution, it is also proposed to align with the principle of using PLMN level DNS server to allow 3rd party application providers to control the load balancing amongst the edge application servers deployed in multiple EDNs. To resolve the Edge AS IP address, the source EES should perform the location supported DNS resolution with the DNS server. i.e., the source EES provides the 'UE location' associated with EDN information, (e.g. DNAI or EDN IP address) obtained from the EDN CS within the DNS query to get the target Edge Application Server from the DNS server. 

	Editor's note:
Whether the UE application context can be directly transferred from source Edge Application Server to the target Edge Application server is FFS.


It is possible to also transfer the UE application context between the source Edge AS and the target Edge AS. Hence, it depends on Edge AS requirement on whether the Edge AS will utilize the EES's capability to transfer the UE application context between the EDNs.

Consideration of UE/ server IP address change 
In pre-condition 2 of solution 9, it is assumed that the UE IP address does not change during the mobility to preserve service continuity. However, if the UE IP address changes during mobility, the service continuity can still be achieved when UE and application server supports MPTCP, or network supports MPTCP enhancements, e.g., UPF acts as the MPTCP proxy.

API for application context relocation
The Edge enabler server may offer the API for application context relocation to the Edge AS. It is proposed to add the API details in the solution.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v0.3.0.
* * * First Change * * * *

7.9
Solution #9: Relocation of application context
7.9.1
Solution description
7.9.1.1
Procedure
This solution addresses the open issues under Key Issue 9. In this solution, the Edge Application Server is responsible to make the decision whether the application context for a UE is to be relocated. The Edge Application Server prepares the required UE application context to be relocated and transfers it to the target Edge Application Server. The required UE application context will be transferred via Edge Enabler Servers to the target Edge Application Server. With this solution the UE will not be aware of the application context of the UE being relocated and preserves the service continuity. Further, the user plane is reconfigured as described in clause 4.3.6 of 3GPP TS 23.502[7].

NOTE:
This solution may require the application to adapt for relocation of the application context to preserve service continuity.
The high level signalling flows for application context relocation is illustrated in figure 7.9.1-1.


Pre-conditions:

1.
The application client at the UE already has a connection to the source Edge Application Server.

2.
The source Edge Application Server has subscribed to the user plane management event and receives the notifications as described in 3GPP TS 23.502[7].
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Figure 7.9.1-1: Application context relocation
1.
The source Edge Application Server determines the application context for the UE needs to be relocated (e.g. based on the user plane management event notifications, application mobility capability and requirements).

2.
The source Edge Application Server sends the application context relocation request (UE info) to the source EES for the target Edge Application Server. The UE info can be the UE IP address or UE identity.
3.
The source EES determines the target Edge Application Server and its associated target EES for the application context relocation based the target DNAI and target EES information (e.g. the Edge Application Server availability).
4.
The source EES sends application context relocation request (source Edge Application Server info, UE info, CN NF info) for UE application context transfer. The source Edge Application Server info includes the application FQDN, and the IP address of the source Edge Application Server may be also included. The CN NF information (such as the NEF, PCF) may be also included to assist the target EES to communicate with the 3GPP system.

5.
If target EES accepts the application context relocation, an application context relocation ack may be provided to the source EES.

6.
The target EES determines the target Edge Application Server corresponding to the source Edge Application Server information, and sends the application context relocation request (Source Edge Application Server info, UE info) to the target Edge Application Server for UE application context transfer. Edge Application Server instantiation or other operations to activate this Edge Application Server is required, if the Edge Application Server is not running.

7.
The target Edge Application Server responds with an application context relocation response, indicating success or failure.

8.
The target EES returns the application context relocation response (accepted source Edge Application Server info, UE info) to the source EES.

9.
The source EES provides the application context relocation response to the source Edge Application Server to indicate that the Edge Application Server is ready for UE application context transfer.

10. When the source Edge Application Server determines the UE application context can be transferred, the source Edge Application Server delivers it to the target Edge Application Server via the source EES and target EES.
NOTE:
Step 10 can occur directly between the source edge application server and the target edge application server.

11.
When the UE application context transfer is completed, an application context transfer complete notify is sent from source/target Edge Application Server to source/target EES. 

12.
The source EES acting as AF triggers the AF request to influence on traffic routing procedure as described in 3GPP TS 23.502 [7].
7.9.1.2
API description

7.9.1.2.1
General

Table 7.9.1.2.1-1 illustrates the API for application context relocation.
Table 7.9.1.2.1-1: Application context relocation API
	Service Name
	Service Operations
	Operation

Semantics
	Consumer(s)

	EDGE3_Application_context_relocation API
	Create
	Request/Response
	Edge Application Server

	
	Update
	Request/Response
	Edge Application Server

	
	Delete
	Request/Response
	Edge Application Server


7.9.1.2.2
EDGE3_Application_context_relocation_create operation
Service operation name: EDGE3_Application_context_relocation_create

Description: The consumer requests this operation to create the transport channel via the Edge enabler server to transfer the application context to the target edge AS.

Inputs (required): UE information (IP address or UE identity)
Inputs (optional): None
Outputs (required): Media handle (e.g. SDP like information) for transferring the application context to the target edge AS including a session ID.

Outputs (optional): None.
See subclause 7.9.1.1 for details of usage of this operation.
7.9.1.2.3
EDGE3_Application_context_relocation_update operation

Service operation name: EDGE3_Application_context_relocation_update
Description: The consumer requests this operation to update the channel via the Edge enabler server to transfer the application to the target edge AS.

Inputs (required): UE information (IP address or UE identity)

Inputs (optional): None

Outputs (required): Media handle (e.g. SDP like information) for transferring the application context to the target edge AS including a session ID.

Outputs (optional): None.
7.9.1.2.4
EDGE3_Application_context_relocation_delete operation

Service operation name: EDGE3_Application_context_relocation_delete

Description: The consumer requests this operation to release the channel via the Edge enabler server to transfer the application to the target edge AS.

Inputs (required): UE information (IP address or UE identity), session ID
Inputs (optional): None

Outputs (required): Result.

Outputs (optional): None.
7.9.2
Solution Evaluation
This solution provides a suitable solution to key issue#9 utilizing the capabilities for application context transfer of the Edge enabler server. 
* * * Next Change * * * *

7.x
Solution #x: Fetching target Edge Enabler Server information from EDN CS
7.x.1
Solution description
This solution is supplementary to solution#9 for application context relocation where a source edge enabler server can obtain a target edge enabler server information via a EDN CS.

Figure 7.x.1-1 illustrates the procedure for fetching target EES information from EDN CS.
Pre-condition:

-
An edge application server triggers the Edge Enabler server for UE's application context transfer.
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Figure 7.x.1-1: Fetching target EES information from EDN CS
1.
The EES sends a Get EES request (edge application server information (e.g. FQDN) and UE location information) to the EDN CS to retrieve the target EES which serves the target Edge Application Server. 
2.
The EDN CS retrieves the target EES based on the edge application server information and UE location information, and provides a Get EES response to the source EES with the target EES information.
7.x.2
Solution Evaluation
This solution supplements solution#9 for application context relocation where a source edge enabler server (when triggered by a edge application server) can obtain a target edge enabler server information via a EDN CS.
* * * End Change * * * *
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