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*****************************************1st Change********************************************
Jerry: MCData group 

Kees: IP addresses and communication added to the general

Dave: Host have to group aware how is the association to the multicast IP

Jürgen: 

Jerry: Ip connectivity is a host ( MC System point of view is MCData group communication capability)

Camillo: Multiple unicast /multicast has already targeting several users 

Dom: Two way pipe server does the multicast; 

Airbus: One to one 

Jerry: the host need to be aware if this multicast or unicast

Dave: Multicast IP address /

Camillo: Create a new group 
7.14.2.6
IP connectivity group MCData transport service session
7.14.2.6.1
General

IP connectivity service capabilities enables MCData unaware data host to use usual MCData service capabilities, e.g. authorization. This subsection describes the establishment of a group IP connectivity to a selected group results in affiliated group members exchanging IP data.
7.14.2.6.2
Procedure

The procedure in figure 7.X.2.5.2-1 describes the case where an IP connectivity capable MCData client is initiating group MCData IP connectivity communication session with and MCData group for exchanging IP Data between group participants using MCData IPcon-2 and MCData IPcon-3 reference points.
Pre-conditions:

-
MCData client 1 to MCData client n belong to the same group, are registered for receiving MCData service and are affiliated to the corresponding group.

-
The total data volume limit, e.g. daily time limit or total data volume per day, does not restrict the establishment of an IP connectivity MCData transmission.

-
MCData client 1 to MCData client n are linked with individual data hosts.

-
MCData client 1 and MCData client n belong to the same MCData system.

-
The data hosts linked with the MCData clients already have an IP address allocated.
-
MCData clients have IP connectivity capabilities.

-
The MCData server has subscribed to the MCData functional alias controlling server within the MC system for functional alias activation/de-activation updates.

-
MCData clients understand the correspondence between the IP addresses of target data hosts and MCData clients. How this relationship is determined is out of scope of the present document.
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Figure 7.14.2.6.2-1: Establishment of IPcon group communication session
1.
MCData client 1 initiates an IP connectivity group request selecting a pre-configured group identified by MCData group ID and optionally particular members from that group.

2.
MCData client 1 sends a MCData IPcon group request towards the MCData server. The MCData IPcon group request contains MCData group ID and/or target recipient(s) as provided by the MCData client 1. MCData user at MCData client 1 may include a functional alias within the IP connectivity IP Data exchange. If particular members (MCData clients 2-n) get addressed, MCData client may provide a functional alias of the particular member.
3.
MCData server checks whether the MCData client 1 is authorized to send an MCData IPcon group data request and also checks whether the provided functional alias, if present, can be used and has been activated. If particular members of the group get addressed and the functional alias is used, the MCData server resolves the association between functional alias and MCData ID. 
NOTE:
Shared functional aliases may result into multiple MCData IDs which are entirely considered for the group depending on the affiliation and authorisation status.
4.
The MCData server resolves the MCData group ID to determine the group members of that group and their affiliation status, based on the received information from the group management server. and that the target MCData clients are authorised to receive the IP connectivity service.
5.
The MCData server also applies transmission and reception control and the necessary policy to ensure that appropriate IP Data are transmitted between the MCData clients.

6.
MCData server initiates the MCData IPcon group request towards each MCData client determined in step 3 and/or step 4.

7.
The receiving MCData clients 2 to n automatically accept the MCData IPcon group request and respond with MCData IPcon group response towards MCData server that contains the information if the request is accepted or the reason of rejection. If accepted, the MCData clients 2 to n will incorporate the time limit if required.

8.
MCData server forwards the MCData clients 2 to n MCData IPcon group response to the MCData user of MCData client 1 who initiated the MCData IPcon group request.

NOTE:
The MCData client 1 considers the individual received time limits for discrimination purposes.

9.
MCData client 1 and the MCData group data request accepted clients have successfully established media plane for data communication and either MCData clients can exchange IP Data.
********************************************2nd Change*******************************************
7.14.2.1.11

MCData IPcon group request (MCData client to MCData server)
Table 7.14.2.1.11-1 describes the information content of the MCData IPcon group request sent from the MCData client to the MCData server.

Table 7.14.2.1.11-1: MCData IPcon group request (MCData client to MCData server)

	Information element
	Status
	Description

	MCData ID
	M
	The MCData identity of the IPcon originator MCData user;

	Functional Alias
	O
	The associated functional alias of the originator MCData user;

	MCData group ID
	M
	The MCData group ID used for IP connectivity.

	Application Priority
	O
	Contains the required application priority for the IP data communication. If not present, the MCData applies the predefined default application priority after reception of MCData IPcon response.

	Location Information
	O (NOTE)
	Actual location information of the originating MCData user;

	Time Limit
	O
	Proposed time limit of the requested IP connectivity (1min- infinite);

	NOTE:
This information contains the latest available location information of the requesting MCData user that may be different to the latest available location information in the MC system.



7.14.2.1.12
MCData IPcon group data request (MCData server – MCData client)

Table 7.14.2.1.12-1 describes the information flow for the MCData IP con group data request sent from the MCData server to the MCData client.

Table 7.14.2.1.12-1: MCData group data request (MCData server – MCData client)
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the IPcon originator MCData user.

	MCData group ID
	M
	The MCData group ID to which the IP Data is to be sent.

	MCData ID
	M
	The identity of the recipient MCData user.

	Application Priority
	O
	Contains the required application priority for the IP Data communication. If not present, the MCData applies the predefined default application priority after reception of MCData IPcon response.

	Time Limit
	O
	Proposed time limit of the requested IP connectivity (1min- infinite);


7.14.2.1.13
MCData IPcon group data response

Table 7.14.2.1.13-1 describes the information flow for the MCData group data response sent from the MCData client to the MCData server and from the MCData server to the requesting IP connectivity MCData client.

Table 7.14.2.1.13-1: MCData group data response
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the targeted MCData user receiving IP Data.

	MCData group ID
	M
	The MCData group ID to which the data is to be sent.

	MCData ID
	M
	The identity of the IPcon originating MCData.

	Time Limit
	O
	Negotiated time (1 min – infinite)

	Establishment reason
	M
	Reason for establishment or rejection


********************************************3rd Change*******************************************
7.3.2
Use of pre-established MBMS bearers

The MCData service shall support the procedure for using pre-established MBMS bearers as specified in 3GPP TS 23.280 [5] with the following clarifications:

-
The MC service client is the MCData client;

-
The MC service server is the MCData server; and

-
The MC service ID is the MCData ID.

The MCData service shall use the MCData-6, MCData-SDS-1, MCData-SDS-2, MCData-SDS-3, MCData-FD-1, MCData‑FD-3, MCData-DS-1, MCData‑DS-3, MCData-IPcon-2 and MCData-IPcon-3 reference points for this procedure.
Dom Downlink only service / ist not in the client it is in the server; Multicast a set of one to one connection based 

MCData may use pre-established MBMS bearer for the MCData features short data service, file distribution, IP connectivity and data streaming. The MBMS bearer can be used by any group. Depending on the capacity of the MBMS bearer, the bearer can be used to broadcast one or more services in parallel.

Both the media packets as well as the transmission control messages to the receiving users may be sent on the MBMS bearer. Optionally a separate MBMS bearer could be used for the transmission control messages, due to different bearer characteristic requirements.

********************************************4th Change*******************************************
7.3.4
Switching from MBMS bearer to unicast bearer
The MCData service shall support the procedure for switching from MBMS bearer to unicast bearer as specified 3GPP TS 23.280 [5] with the following clarifications:

-
The MC service client is the MCData client;

-
The MC service server is the MCData server; and

-
The MC service ID is the MCData ID.

The MCData service shall use the MCData-SDS-1, MCData-SDS-2, MCData-FD-1, MCData‑FD-3, MCData-IPcon-1, MCData-IPcon-3, MCData-DS-1 and MCData‑DS-3 reference points for this procedure.

******************************************End of Changes*****************************************
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