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1. Introduction
The contribution clarifies architectural requirements and the architecture regarding EDN configuration server.
2. Reason for Change
The Edge Data Network Configuration Server has been defined to provide initial access information for the UE to connect with the Edge Data Network, including DNN and S-NSSAI information.

In 5GC, the DN information is provisioned by operator in URSP by means of pre-configuration or provided by PCF. According to TS 23.503, URSP rules include:

-
Network Slice Selection Policy (NSSP): This is used by the UE to associate the matching application with S-NSSAI.

-
DNN Selection Policy: This is used by the UE to associate the matching application with DNN. 

Besides from the security respective, TS 33.501 requires that when using NEF to expose network functionalities, information of DNN and S-NSSAI shall not be sent outside the 3GPP operator domain. The relevant texts in TS 33.501 subclause 5.9.2.3: 

	The interface between the NEF and the Application Function shall fulfil the following requirements:

-
Integrity protection, replay protection and confidentiality protection for communication between the NEF and Application Function shall be supported.

-
Mutual authentication between the NEF and Application Function shall be supported.

-
Internal 5G Core information such as DNN, S-NSSAI etc., shall not be sent outside the 3GPP operator domain.
-
SUPI shall not be sent outside the 3GPP operator domain by NEF.


Therefore to avoid the potential conflicts with 5GC provisioning and to align with the security constraints, it is expected that the EDN configuration server should be located within the 3GPP operator’s domain.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v0.3.0.
* * * First Change * * * *

5.2
Edge Data Network configuration data
5.2.1
General

5.2.2
Requirements

[AR-5.2.2-a]
The edge enabling application architecture shall provide mechanisms to provide configuration parameters to a UE to access the Edge Data Network(s).

[AR-5.2.2-b] The configurations for UE to access the Edge Data Network(s) shall not conflict with the PLMN operator’s policies (e.g. URSP) in 3GPP network.
[AR-5.2.2-c] The configurations for UE to access the Edge Data Network(s) shall be within the PLMN operator’s identifiable range.
* * * Next Change * * * *

6.2.4
Edge Data Network Configuration Server

Edge Data Network Configuration Server provides supporting functions needed for the UE to connect with an Edge Enabler Server.

Functionalities of Edge Data Network Configuration Server:

-
Provisioning of Edge Data Network configuration information to the Edge Enabler Client. The Edge Data Network configuration information includes the following:

i.
The information for the UE to connect to the Edge Data Networks with its service area information; and 

ii.
The information for establishing a connection with Edge Enabler Servers (such as URI).
The Edge Data Network Configuration Server resides in the 3GPP operator’s domain.
