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1. Introduction
The contribution clarifies EDN configuration provisioning to avoid potential conflicts with 5G network.
2. Reason for Change
The Solution #2 defines the EDN connection info in initial provisioning by the EDN configuration server, with DNN and S-NSSAI that also provisioned in 5GC in URSP (UE Route Selection Policy). 
According to TS 23.503, the URSP rules includes the mapping relationships among application, DNN and S-NSSAI, which are used by UE to determine how to route traffic to a PDU session for a DNN.
In TS 23.503 the relevant description for URSP rules:

	6.1.2.2
UE access selection and PDU Session selection related policy (UE policy) control

6.1.2.2.1
General

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access Network Discovery & Selection Policy (ANDSP): It is used by the UE for selecting non-3GPP accesses and for selection of the N3IWF in the PLMN. The structure and the content of this policy are specified in clause 6.6.1.

2)
UE Route Selection Policy (URSP): This policy is used by the UE to determine if a detected application can be associated to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session. The structure and the content of this policy are specified in clause 6.6.2. A URSP rule includes one Traffic descriptor that specifies the matching criteria and one or more of the following components:

2a)
SSC Mode Selection Policy (SSCMSP): This is used by the UE to associate the matching application with SSC modes.

2b)
Network Slice Selection Policy (NSSP): This is used by the UE to associate the matching application with S-NSSAI.
2c)
DNN Selection Policy: This is used by the UE to associate the matching application with DNN.
2d)
PDU Session Type Policy: This is used by the UE to associate the matching application with a PDU Session Type.

2e)
Non-Seamless Offload Policy: This is used by the UE to determine that the matching application should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU Session).

2f) Access Type preference: If the UE needs to establish a PDU Session for the matching application, this indicates the preferred Access Type (3GPP or non-3GPP).


In TS 23.503 the example (partially copied) of URSP rules shows how the application, DNN and S-NSSAI are correlated:

	Example URSP rules
	Comments

	Rule Precedence =1 

Traffic Descriptor: Application Identifiers=App1
	Route Selection Descriptor Precedence=1 

Network Slice Selection: S-NSSAI-a
SSC Mode Selection: SSC Mode 3

DNN Selection: internet

Access Type preference: 3GPP access
	This URSP rule associates the traffic of application "App1" with S-NSSAI-a, SSC Mode 3, 3GPP access and the "internet" DNN.

It enforces the following routing policy:

The traffic of App1 should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet over 3GPP access. If this PDU session is not established, the UE shall attempt to establish a PDU session with S-NSSAI-a, SSC Mode 3 and the "internet" DNN over 3GPP access.

	Rule Precedence =2

Traffic Descriptor: Application Identifiers=App2
	Route Selection Descriptor Precedence =1

Network Slice Selection: S-NSSAI-a

Access Type preference: Non-3GPP access
	This URSP rule associates the traffic of application "App2" with S-NSSAI-a and Non-3GPP access.

It enforces the following routing policy:

The traffic of application App2 should be transferred on.

a PDU session supporting S-NSSAI-a using a Non-3GPP access. If this PDU session is not established, the UE shall attempt to establish a PDU session with S-NSSAI-a over Access Type=non-3GPP access.

	
	Route Selection Descriptor Precedence =2 

Non-seamless Offload indication: Permitted (WLAN SSID-a)
	If the PDU session cannot be established, the traffic of App2 shall be directly offloaded to WLAN, if the UE is connected to a WLAN with SSID-a (based on the 2nd RSD)



	Rule Precedence =3

Traffic Descriptor: DNN=DNN_1
	Route Selection Descriptor Precedence =1

Network Slice Selection: S-NSSAI-a
Access Type preference: Non-3GPP access
	This URSP rule associates the traffic of applications that are configured to use DNN_1 with DNN_1, S-NSSAI-a over Non-3GPP access.

It enforces the following routing policy:

The traffic of application(s) that are configured to use DNN_1 should be transferred on a PDU session supporting S-NSSAI-a over Non-3GPP access. If this PDU session is not established, the UE shall attempt to establish the PDU session with S-NSSAI-a over Non-3GPP access.


According to TS 23.501, the URSP is either provisioned to the UE by PCF or pre-configured by the operator; and is expected always up to date in the UE.
So the configuration for EDN connection and shall not conflict with the URSP rules provisioned to UE in 5GC.
Besides in solution #2, the pre-condition of procedure in subclause 7.2.1.1 contradicts with that the Edge enabler client can only be authenticated after it get connected with the Edge enabler server, which is after this provisioning procedure. The editor’s note regarding verifying the legitimacy of the Edge Enabler Client is deleted, because solution #8 defines the registration of Edge enabler client, which validates the legitimacy of the client at Edge enabler server.
3. Conclusions

<Conclusion part (optional)> 
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v0.3.0.
* * * First Change * * * *

7.2.1.1
Procedure for provisioning Edge Data Network configuration

Pre-conditions:

1.
The Edge Enabler Client in UE has been configured with the address (e.g. URI) of the Edge Data Network configuration server. The address can be pre-configured or pre-defined value (e.g. http://edgeconfiguration.<domain>/provisioning) where <domain> is constructed as described in 3GPP TS 23.003 [6] clause 13.2)
2.
The UE Identifier is known to the Edge Enabler Client.
3.
The UE has registered and been authenticated in the PLMN which provides access to the Edge Data Network. 
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Figure 7.2.1.1-1: Provisioning of Edge Data Network configuration 

1.
The UE sends the initial provisioning request to the Edge Data Network Configuration Server. The request message includes the UE identifier such as GPSI (See 3GPP TS 23.003 [6] clause 28.8 for the definition of GPSI). 

Table 7.2.1.1-1: Provisioning request
	Information element
	Status
	Description

	UE Identifier
	M 
	The identifier of the UE


Editor's Note: It is FFS if UE Identifier is GPSI or OAuth 2.0 Access Token defined in IETF RFC6749 [8].

2.
The Edge Data Network Configuration Server responds the UE with sending the list of Edge Data Network configuration. An Edge Data Network configuration includes the identification of Edge Data Network, service area information, and the information for establishing the Edge Enabler Server (e.g. URI).

Table 7.2.1.1-2: Provisioning response
	Information element
	Status
	Description

	UE Identifier
	M
	The identifier of the UE to be provisioned

	EDN connection info
	M 
	DNN (or APN), S-NSSAI, etc. (see NOTE 1)

	EDN Service Area 
	O
	Cell list, List of TA, PLMN IDs

	EES connection info
	M
	The endpoint address (e.g. URI) of Edge Enabler Server.

	ECSP info
	O
	Information for Edge Computing Service Provider (see NOTE 2)

	NOTE 1:
The EDN connection info shall not conflict with URSP rules applied on the UE.
NOTE 2:
This IE is present if the Edge Computing Service Provider is different than the PLMN operator that the UE is registered.
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