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1. Introduction
The contribution addresses architectural requirements on security aspects. 
2. Reason for Change
When designing the authentication and authorization framework to support enabling MEC services, aspects of the type of 3GPP access, the Service Based Architecture 5G Core, the dependency of key management schemes between 3GPP system and edge applications, and the protection of user data, are taken into account in security architectural requirement.  
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v0.3.0.
* * * First Change * * * *

5.7
Security
5.7.1
General
5.7.2
Requirements

[AR-5.7.2-a]
The edge enabling application architecture shall provide mechanisms for the mobile network operator to authorize the usage of Edge Computing services by the UE with successful registration and subscription authentication in the 3GPP operator’s network. 

[AR-5.7.2-b]
The edge enabling application architecture shall provide mechanisms for the mobile network operator to authorize the usage of Edge Computing services by the Edge Application Servers. 

[AR-5.7.2-c]
The edge enabling application architecture shall provide mechanisms to protect the communications over interfaces of the edge enabling application architecture.
[AR-5.7.2-x] The security framework for authentication and authorization should support Edge Computing services based on network of 3GPP access as well as non-3GPP access.
[AR-5.7.2-x] The security framework for authentication and authorization should support Edge Computing services based on SBA 5GC.
[AR-5.7.2-x] The security framework for authentication and authorization should allow to use either 3GPP credentials or credentials that are different from the 3GPP subscription credentials, for the communication between UE and Edge application servers.  
[AR-5.7.2-x] The following attributes shall be confidentiality and integrity protected when being transmitted over the interfaces of the edge enabling application architecture:
· UE identifiers

· Configuration data and application profiles

· Security credentials used for authentication and authorization
· Location information
