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* * * First Change * * * *

10.7.2.1.5
MCPTT emergency private call request (MCPTT client to MCPTT server)

Table 10.7.2.1.5-1 describes the information flow MCPTT emergency private call request from the MCPTT client to the MCPTT server.

Table 10.7.2.1.5-1: MCPTT emergency private call request (MCPTT client to MCPTT server) information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the calling party

	Functional alias
	O
	The functional alias of the calling party

	MCPTT ID (NOTE)
	O
	The MCPTT ID of the called party

	Functional alias (NOTE)
	O
	The functional alias of the called party

	Emergency indicator
	M
	Indicates that the private call request is an MCPTT emergency call

	Alert indicator
	M
	Indicates whether an emergency alert is to be sent

	Requested commencement mode
	O
	An indication of the commencement mode to be used.

	Implicit floor request
	O
	An indication that the user is also requesting the floor. 

	SDP offer
	M
	Media parameters of MCPTT client.

	Location information 
	O
	Location of the calling party

	NOTE:
Only one identity shall be present.


* * * Next Change * * * *

10.7.2.4
MCPTT emergency private call

10.7.2.4.1
MCPTT emergency private call commencement

This procedure focuses on the case where an authorized MCPTT user is initiating an MCPTT emergency private call with unicast signalling for communicating with another MCPTT user. An MCPTT client in the MCPTT emergency state gains elevated access privilege for all of the MCPTT user's mission critical applications. 

Procedures in figure 10.7.2.4.1-1 are the signalling control plane procedures for the MCPTT client initiating establishment of an MCPTT emergency private call.

Pre-conditions:

1.
Both members of the MCPTT private call belong to the same MCPTT system.

2.
The initiating MCPTT client 1 has been configured to send an MCPTT emergency alert prior to initiating an MCPTT emergency private call.

3.
Optionally, MCPTT client 1 may use an activated functional alias for the call.

4.
The MCPTT server has subscribed to the MCPTT functional alias controlling server within the MC system for functional alias activation/de-activation updates.
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Figure 10.7.2.4.1-1 MCPTT emergency private call

1.
The user at the MCPTT client 1 initiates an MCPTT emergency private call. MCPTT client 1 sets its MCPTT emergency state. The MCPTT emergency state is retained until explicitly cancelled. 

2.
MCPTT client 1 sends an MCPTT emergency private call request towards the MCPTT server. The request contains an indication of the MCPTT emergency. MCPTT user at MCPTT client 1 may select a functional alias as calling party address and the MCPTT server verifies whether the provided functional alias can be used. Instead of an MCPTT ID the MCPTT user at MCPTT client 1 may also select a functional alias as called party address, which the MCPTT server replaces by an appropriate MCPTT ID. The MCPTT server records the identity of the MCPTT user that initiated the MCPTT emergency private call until the MCPTT emergency is cancelled. If the MCPTT client is configured to send an MCPTT emergency alert when initiating an MCPTT emergency private call, the request also contains an indication that an MCPTT emergency alert is to be initiated.

NOTE 1:
When using a functional alias as the called party address it is recommended that the MCPTT system is configured to not allow that functional alias to be simultaneously active for multiple MCPTT users.
NOTE 2:
If the MCPTT server detects that the functional alias used as the target is simultaneously active for multiple users then the MCPTT server can reject the call setup request or proceed by selecting an appropriate MCPTT ID based on some criteria.  The selection of an appropriate MCPTT ID is left to implementation.
3.
MCPTT server sends the MCPTT emergency private call request towards the target MCPTT client. The request contains an indication of the in-progress emergency. The request contains an indication of an MCPTT emergency alert if the request from the originator indicated MCPTT emergency alert.

4.
The MCPTT user on MCPTT client 2 is notified of the incoming MCPTT emergency private call and may display the functional alias of MCPTT client 1.

5.
The receiving MCPTT client acknowledges the MCPTT emergency private call request to the MCPTT server.

6.
The MCPTT server adjusts the priority of the underlying bearer.

7.
The MCPTT server informs MCPTT client 1 about the successful MCPTT emergency private call establishment.

8.
MCPTT client 1 and MCPTT client 2 establish the media plane for communication. The MCPTT client 1 can override MCPTT client 2 unless MCPTT client 2 is also in the MCPTT emergency state.

NOTE 3:
The priority for the MCPTT emergency private call is retained until cancelled according to system policy (e.g. timeout or call end) or cancelled by an authorized MCPTT user.

NOTE 4:
The initiating MCPTT user's MCPTT emergency state is retained by the system until cancelled as in subclause 10.6.2.6.1.3. The initiating MCPTT user's MCPTT emergency state is also retained locally by the MCPTT client until explicitly cancelled by the MCPTT user.

* * * End of Changes * * * *


