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1. Introduction
Key Issue #9 is on Preserving Service Continuity.
Solution #9 assumes that the Edge Application Server can decide when the UE’s application context needs to be relocated. This assumption is valid in many, but not all cases.
This paper presents a solution where the UE (e.g. an Application Client) decides that the UE’s application context needs to be relocated.
2. Reason for Change
An important scenario to consider is the case where the UE’s location changes and the UE is no longer able to communicate with the source Edge Enabler Server and Edge Application Server that it was communicating with.  In such a scenario, it is important that the UE’s context be preserved and gracefully transferred to a target Edge Enabler Server and Edge Application Server that the UE can communicate with. 

Another example that should be considered is the case where the Application Client decides that its context should be transferred to a new Edge Application Server in anticipation of a change in location or in anticipation of accessing a different feature. In such a scenario, the Application Client may need to establish a connection with the new Edge Application Server and initiate transfer of its context in a make-before-break fashion.
3. Conclusions

In order to cover a broader range of scenarios that require preservation of service continuity, it is proposed to add a Key Issue #9 solution to the TR that covers the case where the UE detects that its application context needs to be relocated.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.758 v0.3.0.
* * * First Change * * * *

7.x
Solution #x: Application Client Initiated Relocation of application context
7.x.1
Solution description

This solution addresses the open issues under Key Issue 9. In this solution, the Application Client is responsible for making the decision to relocate application context from a source Edge Application Server to a target Edge Application Server.

The solution assumes that, because of the UE’s location, the UE (i.e. Application Client and Edge Enabler Client) may not be able to communicate with the source Edge Application Server and source Edge Enabler Server when context is transferred. 

The solution relies on the principle that the UE (i.e. Application Client and Edge Enabler Client) requests that the target Edge Enabler Server and target Edge Application Server fetch the UE’s context from the source Edge Enabler Server and target Edge Application Server. The required UE application context will then be transferred via Edge Enabler Servers to the target Edge Application Server. Further, the user plane is reconfigured as described in clause 4.3.6 of 3GPP TS 23.502[7].
NOTE:
This solution may require the Application Client to adapt for relocation of the application context to preserve service continuity.

The high-level signalling flow for application context relocation is illustrated in figure 7.x.1- 1.

Pre-conditions:

1.  The Application Client and source Edge Application Server exchanged a credential that can later be used by the Application Client to request that its context be transferred to a target Edge Application Server.

2.  The Application Client knows the identity of a target Edge Application Server that it wants to connect to.  The application Client may know this identity based on provisioned information or a discovery operation.
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Figure 7.x.1-1: Application Client Initiated Application Context Relocation

1.  The Application Client determines that its context needs to be relocated (e.g. based on UE mobility, the desire to access new features, etc.).
2.  The Application Client sends a Relocation Request (Application Client Relocation Credential, target Edge Application Server Identity) to the Edge Enabler Client. The Application Client Relocation Credential is a parameter that was previously negotiated with the Source Edge Application Server and will be used to authorize the relocation request.
3.  The Edge Enabler Client determines the Target Edge Enabler Server Identity based on the target Edge Application Server Identity that was provided in step 2. The Edge Enabler Client may know this identity based on provisioned information or information that was obtained from the Edge Configuration Server.
4.  The Edge Enabler Client sends an Application Context Relocation Request (target Edge Application Server Identity, source Edge Enabler Server Identity, source Edge Application Server Identity, Application Client Relocation Credential) to the target Edge Enabler Server.

5.  The target Edge Enabler Server sends an Application Context Relocation Request (UE Info) to the target Edge Application Server to check if the target Edge Application Server is able to service the Application Context Relocation Request.

6.  The target Edge Application Server replies to the target Edge Enabler Server with an indication of whether it is able to service Application Context Relocation Request. If the target Edge Application Server indicates that it accepts the request, the flow proceeds to step 7.  Otherwise, the flow skips to step 12.

7.  The target Edge Enabler Server sends an Application Context Relocation Request (Application Client Relocation Credential, target Edge Application Server Identity, source Edge Application Server Identity) to the source Edge Enabler Server.  The source Edge Enabler Server checks that locally configured policies indicate that it is permitted to send context to the target Edge Enabler Server.
8.  The source Edge Enabler Server sends an Application Context Relocation Request (Application Client Relocation Credential, target Edge Application Server Identity) to the source Edge Application Server. 
9.  The source Edge Application Server checks the Application Client Relocation Credential to see if the request should be allowed. The Edge Application Server also checks that locally configured policies indicate that it is permitted to send context to the target Edge Application Server. The source Edge Application Server replies to the source Edge Enabler Server with an indication of whether the request is allowed. 

10.  The source Edge Enabler Server replies to the target Edge Enabler Server with an indication of whether the request is allowed. If the request is allowed, this response may include CN NF information (e.g. NEF or PCF contact information) which may be used by the target Edge Enabler Server to communicate with the 3GPP system.

11.   If, in step 10, the source Edge Application Server replied that the request is allowed, the source Edge Application Server delivers the UE application context to the target Edge Application Server via the source Edge Enabler Server and target Edge Enabler Server.  If, in step 10, the source Edge Application Server replied that the request is not allowed, then this step is skipped.

Editor's note:
Whether the UE application context can be directly transferred from source Edge Application Server to the target Edge Application server is FFS.
12. 
The source Edge Enabler Server acting as AF triggers the AF request to influence on traffic routing procedure as described in 3GPP TS 23.502 [7].

13.   The target Edge Enabler Server replies to the Edge Enabler Client with an indication of whether the request was denied or allowed.  If the request was not allowed, the response may also include a cause code that indicates why the request not allowed.

14.  The Edge Enabler Client replies to the Application Client with an indication of whether the request was denied or allowed. If the request was not allowed, the response may also include a cause code that indicates why the request not allowed.

7.x.2
Solution Evaluation

This solution allows the Application Client to initiate the transfer of application context from a source Edge Application Server to a target Edge Application Server in situations where the UE cannot communicate with the source Edge Application Server (e.g. due to the UE’s location).  The solution can also be used in situations where the UE can communicate with the source Edge Application Server but wants to initiate a transfer of application context from a source Edge Application Server to a target Edge Application Server (e.g.  to obtain better or different services).

This solution does not account for the case where an Edge Application Server determines that the Application Client’s context should be transferred from a source Edge Application Server to a target Edge Application Server.
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